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Introduction

In today’s world, organizations that support telecommuting for their employees have a distinct competitive
advantage in the marketplace. The available talent pool they have to draw on is not restricted to a limited
radius around physical office locations. This enables them to hire the best people and ensure they are always
productive regardless of their location.

The security and management of field-based assets have always been a challenge for IT administrators.
Ensuring that remote devices remain updated and secure is difficult when corporate network access is
sporadic.

DirectAccess, a remote access technology included as part of the Unified Remote Access role in
Windows Server 2016, provides seamless and transparent always-on remote network connectivity for
managed (domain-joined) Windows clients.

It provides ubiquitous connectivity and access to internal applications and data, and does so without
requiring any user interaction. The solution allows remote workers to access internal resources in the same
familiar way, regardless of their physical location, resulting in a superior remote access experience and
increased productivity.

DirectAccess client computers have consistent remote network access, enabling them to update group
policy and check in with systems-management servers more consistently than traditional client-based VPN
allows. DirectAccess connections are also bidirectional, allowing IT administrators to proactively manage
their field-based assets just as they do their on-premise systems. The end result is having fully managed and
secure mobile computers.

DirectAccess is built using commonly deployed Windows platform technologies like Active Directory
Domain Services (AD DS) and Group Policy, Active Directory Certificate Services (AD CS), and IPsec.
DirectAccess also relies heavily on IPv6. While it is true that there are a lot of moving parts with DirectAccess,
many of these technologies are likely to be familiar to Windows administrators. Technologies such as PKI
and IPv6 will be required skills in the near future, so implementing DirectAccess is an excellent opportunity
to get some exposure and practical deployment experience with these technologies.

This book is not written to be a comprehensive technical reference for DirectAccess. The technologies
that support DirectAccess are already well documented, so the goal for this book is to create a clear, concise,
and applicable installation and configuration guide to help you install, configure, troubleshoot, and support
DirectAccess itself. It provides practical, real-world guidance for implementing DirectAccess in the most
reliable and secure way possible. It also includes valuable tips and tricks that I've learned from deploying
DirectAccess on a daily basis for the last five years.

I'sincerely hope you find this book helpful and informative. Enjoy!
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CHAPTER 1

DirectAccess Overview

The Unified Remote Access Role in Windows Server 2016 includes several remote access technologies.

This book will focus on one of them—DirectAccess. For many years, Virtual Private Networking (VPN)

has been the de facto standard for providing secure remote access, and is likely familiar to most system
administrators today. VPN use in Windows networks has been around for quite some time, with roots dating
back to Windows NT 4.0. By comparison, DirectAccess is a relative newcomer. It was first introduced with
Windows Server 2008 R2, and has since undergone subtle but vitally important changes in architecture and
infrastructure. DirectAccess is a unique and compelling way to provide secure remote access for Windows
devices managed by the IT department. It provides a superior user experience when compared to traditional,
client-based VPN, and it allows IT administrators to better manage their remote Windows systems.

DirectAccess

In 2007, Microsoft chairman and software visionary Bill Gates outlined his vision for something he called
“anywhere access.” Mr. Gates envisioned a world where data and information, applications, resources, and
content would be available instantly and easily, no matter where in the world the user happened to be.
DirectAccess is the realization of that dream for businesses. Many IT professionals mistakenly believe that
DirectAccess is just another VPN solution. While there are some similarities between the two technologies,
both in terms of the underlying technology and the functionality, DirectAccess brings some significant
improvements over its predecessor.

Seamless and Transparent

DirectAccess is a paradigm shift in the way corporate IT provides secure remote access. Unlike traditional VPN,
which is user initiated, DirectAccess works at the machine level to provide seamless and transparent, always-on
secure remote corporate network connectivity any time the computer has an active Internet connection. Because
it requires no user interaction,' it streamlines and simplifies the remote access experience for the end user.

Bi-directional

DirectAccess is also bi-directional, which is a key differentiator between it and VPN. The bi-directional
nature of DirectAccess enables some interesting new use cases for secure remote access. For example, an
administrator on the corporate network can initiate a remote desktop connection to a remotely connected
DirectAccess client for the purposes of troubleshooting or providing assistance. Configuration and

software can be deployed to DirectAccess clients using System Center Configuration Manager (SCCM), and
vulnerability scans can be performed remotely.

"Unless strong user authentication is enabled

© Richard M. Hicks 2016 1
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Not a Protocol

DirectAccess is not a protocol. It is a collection of Windows platform technologies that are assembled to
provide secure remote access to on-premise data and applications for users who are located outside of

the corporate network. DirectAccess relies on IPv6 for transport, IPsec for security, and Active Directory,
Kerberos, and digital certificates for authentication. On the client side, DirectAccess leverages the Windows
Firewall with Advanced Security (WFAS) and the Name Resolution Policy Table (NRPT).

IPv6

IPv6 is an integral part of the DirectAccess solution. In fact, DirectAccess communication takes place
exclusively over IPv6. IPv6 was not commonly deployed, which was a significant challenge to the adoption
of the DirectAccess technology. Early on, however, Microsoft introduced some new features to address this
challenge, which included adding support for IPv6 transition technologies and translation components to
enable DirectAccess clients to communicate with intranet hosts configured only with IPv4.

IPv6 Transition Technologies

Most commonly, the DirectAccess server and clients will be connected to the IPv4 public Internet. Since
DirectAccess uses IPv6 exclusively for client-to-server communication, DirectAccess leverages IPv6
transition technologies to tunnel IPv6 packets over the IPv4 Internet. When the DirectAccess client is outside
of the corporate network, it will choose one of three IPv6 transition technologies. They are:

e  6to4 - the client chooses 6to4 when it has a public IPv4 address assigned to its
network interface. 6to4 tunnels IPv6 packets over IPv4 using IP protocol 41. 6to4
does not work when the DirectAccess server or client are located behind a network
device performing Network Address Translation (NAT).

e  Teredo - the client chooses Teredo when it has a private IPv4 address assigned to its
network interface, or when 6to4 is not available for use. Teredo is designed to work when
the client (but not the server) is behind a NAT device. Teredo tunnels IPv6 packets over
IPv4 using UDP port 3544. To support Teredo, the DirectAccess server must have two
consecutive public IPv4 addresses assigned to its external network interface. In addition,
Teredo requires that ICMPv4 and ICMPv6 echo requests be allowed to all Intranet hosts.

e IP-HTTPS - the client chooses IP-HTTPS when it has a private IPv4 address assigned
to its network interface and 6to4 or Teredo are not available. IP-HTTPS is supported
when the DirectAccess client and/or the DirectAccess server is behind a NAT device.
IP-HTTPS tunnels IPv6 packets over IPv4 using HTTP with SSL/TLS over TCP port 443.
When supporting Windows 7 clients, performance and scalability can suffer because
IPsec-encrypted traffic is encrypted again with SSL/TLS. This double encryption
adds significant protocol overhead and places high demands on the CPU. Microsoft
introduced support for null encryption beginning with Windows 8, which eliminates the
double encryption and provides comparable performance to that of 6to4 and Teredo.

Outbound Management

The Intrasite Automatic Tunnel Addressing Protocol (ISATAP) is an IPv6 transition technology that is used
for initiating outbound communication from the internal network to connected DirectAccess clients. It
isrecommended that if outbound management to DirectAccess clients is required then native IPv6 be
deployed. Deploying IPv6 is not trivial though, so ISATAP can provide a simple and effective alternative to
a full IPv6 deployment. The use of ISATAP for outbound management is only supported for single-server
DirectAccess deployments.
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Network Topology and IPv6 Transition Technologies

The DirectAccess server must have two network interfaces with a public IPv4 address assigned to the
external network adapter to support the 6to4 protocol. Two consecutive public IPv4 addresses are required to
support Teredo. If the DirectAccess server is configured with private IPv4 addresses in a perimeter or DMZ
deployment with one or two network adapters, only the IP-HTTPS protocol is supported.

[Pv6 Translation Components

IPv6 transition technologies allow the DirectAccess client to communicate with the DirectAccess server
over the public IPv4 Internet. IPv6 translation components enable the client (which uses IPv6 exclusively)
to communicate with intranet hosts that are only configured with IPv4. The following IPv6 translation
technologies are automatically installed when DirectAccess is configured.

e  DNS64 - The DNS64 service (pronounced “DNS six-to-four”) runs on the
DirectAccess server that is functioning as a DNS proxy and translator for DirectAccess
clients. DirectAccess clients send all name-resolution requests for the internal
corporate namespace to this service. The DNS64 service receives DNS AAAA (quad-a)
name-resolution requests from DirectAccess clients for internal hostnames. The
DNS64 service makes another request to internal corporate DNS servers for the same
name, usually receiving an A resources record back with an IPv4 address. It then
converts this IPv4 address into an IPv6 address for the DirectAccess client to use.

e NAT64 - The NAT64 service (pronounced “NAT six-to-four”) runs on the
DirectAccess server that is functioning as an IPv6-to-IPv4 translator for DirectAccess
clients. NAT64 receives inbound IPv6 packets from DirectAccess clients, translates
them to IPv4, and forwards them to the IPv4 address on the internal network.

While it is not necessary to understand IPv6 to implement DirectAccess, a working knowledge of IPv6
will most certainly be required to perform any troubleshooting should the need arise.

Note | realize that the reliance on IPv6 for DirectAccess can strike fear in the heart of an IT administrator.
Don't let that prevent you from taking advantage of this amazing technology! There was a time when we all had to
learn IPv4, and so it is with IPv6. The world is moving to IPv6, so having this important skill in your tool belt will only
help in the future. DirectAccess provides a practical application for the use of IPv6 and is an excellent way to begin
developing a working knowledge of this important protocol. To learn more about IPv6, | encourage you to read Ed
Horley’s excellent book Practical IPv6 for Windows Administrators (Apress, 2013; ISBN: 978-1-4302-6370-8).

Evolution of DirectAccess

DirectAccess was first introduced as a feature of the Microsoft Windows network operating system in
Windows Server 2008 R2. The original release required that IPv6 be deployed on the corporate intranet,
which was a significant barrier to adoption. The deployment of IPv6 in general has been slow, and the
adoption of IPv6 on private corporate networks is still in its infancy.

Implementing IPv6 is non-trivial, and takes a substantial investment of time and effort to effectively
deploy it. Many organizations were unwilling to deploy IPv6 just to support DirectAccess. As such,
DirectAccess in Windows Server 2008 R2 was not widely deployed.
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Forefront Unified Access Gateway

Microsoft introduced Forefront Unified Access Gateway (UAG) 2010 in December of 2009. Forefront

UAG was a remote access gateway that included support for SSL VPN, traditional client-based VPN, web
application publishing, and much more. It also included new technologies designed to ease the transition to
DirectAccess. Forefront UAG added the DNS64 and NAT64 services that translate IPv6 communications from
DirectAccess clients to IPv4. Together, these two technologies eliminated the need to deploy IPv6 on the
corporate network just to support DirectAccess, thus improving adoption rates.

Forefront UAG Challenges

While Forefront UAG 2010 eased some of the challenges of deploying DirectAccess, it also introduced its
own unique set of challenges. Forefront UAG was itself difficult to implement and support, as it had steep
hardware requirements, limited local redundancy, and no native support for geographic redundancy.

In addition, Forefront UAG had its own licensing requirements, making the solution more expensive.
Furthermore, it had only one supported network deployment model—edge facing. The Forefront UAG
2010 server had to be deployed with public IPv4 addresses to enable the DirectAccess role. The prospect
of placing a domain-joined Windows server directly on the public Internet didn't sit well with many, even
though Forefront UAG 2010 was capably protected by the Forefront Threat Management Gateway (TMG)
enterprise-class firewall that was included.

Windows Server 2012

To address the shortcomings and limitations associated with both Windows Server 2008 R2 and Forefront
UAG 2010 DirectAccess, Microsoft integrated the DNS64 and NAT64 IPv6 translation technologies into the
core operating system in Windows Server 2012 enabling the deployment of DirectAccess without the need
to deploy additional software. In addition, Microsoft added much-needed scalability and performance
improvements, including native support for load balancing (integrated and external), geographic
redundancy (multisite), and improvements to key IPv6 transition technologies. More important, Microsoft
introduced flexible network placement with support for deploying the DirectAccess server in a perimeter
or DMZ network behind a NAT device, and even support for a single Network Interface Card (NIC)
deployment. Additionally, Microsoft added support for multiple domains and removed the requirement to
deploy a Public Key Infrastructure (PKI) in some scenarios.

Windows Server 2012 R2

With the introduction of Windows Server 2012 R2, Microsoft did not make any significant changes to the
core functionality of DirectAccess. However, they did make many subtle enhancements aimed toward
improving security, reliability, and performance. This release mostly included updates that were available as
hotfixes in Windows Server 2012 to address a variety of issues, including problems with one-time password
(OTP) authentication, load-balancing configuration, and more.

Windows Server 2016

Once again, DirectAccess in Windows Server 2016 remains essentially unchanged from the version in
Windows Server 2012 R2. The only significant change is the removal of support for Microsoft Windows
Network Access Protection (NAP) integration, as this feature was formally deprecated in Windows Server
2012 R2 and has been removed with Windows 10 and Windows Server 2016.

vww allitebooks.conl
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There are no new features or functionality in this latest release. From a technology perspective,
DirectAccess is mature, and since the release of the Windows 10 client operating system, it is now being
deployed rapidly. Organizations large and small have adopted the technology, and those early adopters
who deployed DirectAccess with Windows Server 2008 R2 and Forefront UAG 2010 are now migrating to
DirectAccess with Windows Server 2016.

How DirectAccess Works

When a client provisioned for DirectAccess is outside of the corporate network, it will automatically attempt
to establish a secure remote connection to the DirectAccess server over the Internet. The DirectAccess
connection takes place at the machine level and requires no user interaction.> Most commonly, the
DirectAccess client will be on the IPv4 Internet, so an IPv6 transition technology will be selected and a
tunnel will be established with the DirectAccess server. Inside the IPv6 transition tunnel, authenticated

and encrypted IPsec tunnels are established between the client and the server. It is over these tunnels that
communication to resources on the corporate network takes place. The DirectAccess IPsec tunnels are
defined as Connection Security Rules (CSR) in the Windows Firewall with Advanced Security on both the
DirectAccess client and the server.

DirectAccess Supported Clients

DirectAccess is designed specifically for managed (domain-joined) Windows clients. It is primarily aimed at
large enterprise organizations, as it requires the Enterprise edition of the Windows desktop client operating
system. However, small and mid-sized organizations can still take advantage of DirectAccess as long as

they meet the implementation requirements. The following is a list of supported Windows desktop client
operating systems:

e  Windows 10 Enterprise
e Windows 10 Education
e  Windows 8.x Enterprise
e  Windows 7 Enterprise

e  Windows 7 Ultimate

Additionally, the following Windows Server operating systems are also supported as DirectAccess
clients:

e  Windows Server 2016
e  Windows Server 2012 R2
e  Windows Server 2012
e Windows Server 2008 R2

Any non-Enterprise editions (other than Windows 10 Education and Windows 7 Ultimate) or any
other previous Windows desktop client or server operating systems (for example, Windows 10 Professional,
Windows 7 Home Edition, or Windows Server 2008) are not supported.

*Unless strong user authentication is enabled
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DirectAccess Security

DirectAccess IPsec tunnels use Authenticated IP (AuthIP?) and are authenticated using a combination of
digital certificates, NTLM, and Kerberos. Both the computer and the user are authenticated separately.
DirectAccess provides a high level of assurance that remotely connected devices and users are indeed
legitimate.

In a typical configuration, two distinct IPsec tunnels are established—an infrastructure tunnel and an
intranet tunnel.

e Infrastructure tunnel - Provides secure remote network access to limited internal
resources. Specifically, only infrastructure services such as domain controllers and
systems-management servers are available over this first tunnel. The infrastructure
tunnel requires two forms of authentication. First, the client machine is
authenticated using a computer certificate issued by the corporate PKI. Second, the
client machine’s computer account is authenticated against Active Directory using
NTLM. If the client successfully passes both authentication steps, the infrastructure
tunnel is established and the client can access infrastructure resources defined by
the remote access policy. This tunnel uses 192-bit AES encryption and SHA-1 for
integrity.

e Intranet tunnel - Provides the end user with full access to the corporate network. It
is initiated when the user logs on to the DirectAccess client. The intranet tunnel also
requires two forms of authentication. First, the computer is authenticated once again
using the computer certificate issued by the corporate PKI. Second, the user account
is authenticated against Active Directory using Kerberos. If the client successfully
passes both authentication steps, the intranet IPsec tunnel is established. Like the
infrastructure tunnel, this IPsec tunnel uses 192-bit AES encryption and SHA-1 for
integrity.

The supporting infrastructure requirements make DirectAccess inherently more resistant to
unauthorized access. For attackers to compromise a DirectAccess connection, they would require a
computer that is a member of the organization’s Active Directory domain, and the computer account would
need to belong to the defined DirectAccess security group. In addition, a computer certificate issued by the
company’s internal PKI is required. The attacker would also need valid user credentials to access corporate
resources.

An unauthorized user cannot gain full access to internal resources from just any machine. For an
attacker to successfully spoof both an AD computer account and a computer certificate is extremely difficult.
If successful, the attacker has likely already compromised the target organization.

Note The default configuration of the IP-HTTPS IPv6 transition technology in DirectAccess may allow an
unauthorized user to obtain an IPv6 address on the DirectAccess client network. Once this happens, the attacker
can launch IPv6-related Denial-of-Service (DoS) attacks and potentially perform network reconnaissance. It is
possible to mitigate these challenges using a custom configuration. More details can be found here: https://
directaccess.richardhicks.com/2016/05/10/directaccess-ip-https-preauthentication-using-
citrix-netscaler/.

*https://technet.microsoft.com/en-us/magazine/2007.10.cableguy.aspx
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Why DirectAccess?

DirectAccess was designed to meet two very common and specific needs of many organizations. The first
was to provide an easy-to-use, secure remote access solution. The second was to provide a better way to
manage field-based Windows devices.

The DirectAccess user experience is incredibly simple. Compared to VPN, it is infinitely easier to use.
From the user’s perspective, resources on the corporate network are accessed in the same way, regardless
of where they themselves are located. Mapped drives and shortcuts to files and applications work the same
outside of the network as they do inside.

DirectAccess clients are always managed too. Because DirectAccess clients are securely connected
to the corporate network whenever they have an active Internet connection, IT administrators can more
effectively manage and monitor their remote Windows devices. DirectAccess clients update group policy on
a regular basis and report to systems management servers much more frequently. The client’s configuration
and security posture are maintained, and compliance can be verified with existing management platforms.

DirectAccess connectivity is bi-directional, enabling administrators who are on-premise to initiate
outbound communication to remote-connected clients. This enables help desk administrators to use
Remote Desktop or Remote Assistance to provide assistance for users. In addition, security auditors can
perform vulnerability scans on clients, and any software deployment mechanisms that use push technology
will also continue to work when Windows devices are out of the office.

DirectAccess vs. VPN

VPN connections are user initiated and therefore optional. It is up to the user to decide when they want to
connect to the corporate network. By comparison, DirectAccess is seamless and transparent in nature, is
completely automatic, and requires no user interaction to establish a connection.

Many VPN protocols aren’t firewall friendly, which can impede the successful establishment of a VPN
connection. DirectAccess can establish its secure remote connection using HTTPS, which is commonly
allowed through most firewalls.

VPNs often require investments in proprietary hardware and per-user licensing. DirectAccess can be
deployed on existing virtual infrastructure and does not require additional user licensing.

Proprietary software is commonly required to leverage all of the features provided by VPN solutions.
This software must be deployed and managed by IT administrators. DirectAccess requires no additional
third-party software to be installed. All settings for DirectAccess are managed through Group Policy Objects
(GPOs) in Active Directory.

A VPN connection can be established from any client machine with the VPN client software installed.
This makes integration with a multifactor authentication solution an essential requirement, which makes
the solution more complex and difficult to support. A DirectAccess connection can only be established from
a client computer that has been provisioned for DirectAccess by IT, reducing the need to employ strong
authentication for DirectAccess connections.

DirectAccess Limitations and Drawbacks

As capable as DirectAccess is, it is not a comprehensive remote access solution. It is designed for managed
(domain-joined) Windows clients only. DirectAccess does not work with non-Enterprise versions of
Windows (with the exception of Windows 10 Education and Windows 7 Ultimate), Windows RT, or Windows
Phone mobile operating systems. It also does not work with any non-Microsoft operating systems.

As DirectAccess relies exclusively on IPv6 for client-to-server communication, there are some instances
in which certain applications may not be compatible with DirectAccess. For example, applications that use
protocols that have IPv4 addresses embedded in them (such as SIP and FTP) or applications that make calls
directly to IPv4 addresses will not work with DirectAccess.
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Choosing Between DirectAccess and VPN

You might be asking yourself, “Should I implement DirectAccess or VPN?” Actually, you can implement
both. After all, DirectAccess and VPN aren’t mutually exclusive. They are, in fact, quite complementary.
DirectAccess can be used to provide secure remote access and enhanced management for Windows laptops
managed by IT, while VPN can be deployed for non-managed devices. While you may not be able to entirely
eliminate VPN with DirectAccess, it will certainly allow you to decrease the number of VPN licenses required
and reduce your investment in proprietary hardware, management tools, and dedicated administrators, all
of which translates into reduced capital investment and operational costs.

Summary

DirectAccess is a paradigm shift in the way secure remote access is provided for computers managed by
the IT department. Unlike traditional client-based VPN, DirectAccess is seamless and transparent, always
on, and bi-directional. It leverages existing, commonly deployed Windows platform technologies that are
mature and well understood. DirectAccess essentially works by establishing secure, authenticated IPsec
tunnels between the DirectAccess client and DirectAccess server. DirectAccess works with all Enterprise
editions of Windows 7, 8, and 10, in addition to a few other selected SKUs. It provides a secure remote
corporate network connection with a high level of assurance for provisioned clients. DirectAccess can

be used to address the unique challenges of IT administrators tasked with managing field-based assets.
DirectAccess isn’t a comprehensive remote access technology, and may not completely eliminate the need
for VPN, but it has the potential to significantly reduce an organization’s dependence on it. Ultimately,
the choice between DirectAccess and VPN isn’t an either/or one. In fact, the two technologies are
complementary and serve to address the unique and specific remote access needs of different users and
device types.
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Plan for DirectAccess

Planning is by far the most important aspect of a DirectAccess deployment project. DirectAccess can

be deployed in many different configurations to meet a variety of implementation requirements. Many
design decisions and deployment options have implications for security, scalability, performance, client
support, and general supportability. There are scenarios in which features are mutually exclusive. Some
implementation models may limit future deployment flexibility or prevent additional security features from
being enabled. A clear understanding of the implementation goals will help the architect design a solution
that is reliable, secure, flexible, and supportable.

DirectAccess Server

DirectAccess can be installed and configured on Windows Server 2016 Datacenter, Standard, and
Essentials SKUs. DirectAccess should be configured on a server dedicated to this workload. It should not
be collocated with other workloads, such as Active Directory Domain Services (AD DS), Active Directory
Certificate Services (AD CS), SQL, Exchange, and so forth. Although remote access roles such as VPN and
Web Application Proxy (WAP) can be collocated with DirectAccess in some scenarios,' implementation
best practices dictate that they be installed on separate servers. Crucially, collocating VPN or WAP on the
DirectAccess server will also result in the loss of support for IP-HTTPS null encryption, which reduces
performance and scalability for Windows 8.x and Windows 10 clients.

System Requirements

Windows Server 2016 and DirectAccess should be installed on a dedicated physical server for optimum
performance. However, Windows Server 2016 and DirectAccess can be installed on a virtual machine hosted
on any Microsoft Server Virtualization Validation Program (SVVP) validated hypervisor, including Microsoft
Hyper-V, VMware, and many others. It is recommended that the server (physical or virtual) be provisioned
with a minimum of four processor cores, 8GB of RAM, and 60GB of hard disk space.

Domain Membership

The DirectAccess server must be joined to an Active Directory Domain Services (AD DS) domain.? The
DirectAccess server receives configuration settings from Active Directory group policies. In addition, IPsec
tunnels used by DirectAccess are authenticated via Active Directory.

'The Web Application Proxy (WAP) is only supported on the DirectAccess server in single-server deployments.
Additional information can be found here: https://technet.microsoft.com/en-us/library/dn451298.aspx
2Azure Active Directory (AAD) is not supported for use with DirectAccess.
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The DirectAccess server can be joined to any domain in the forest. There is no requirement for the
DirectAccess server to be joined to the same domain as the DirectAccess clients. If DirectAccess servers or
clients are members of different forests, there must exist a full two-way transitive trust between the forests.

Windows Firewall

The Windows Firewall with Advanced Security (WFAS) is a critical component for DirectAccess.
Fundamentally, DirectAccess IPsec tunnels are defined as Connection Security Rules (CSRs) in the Windows
Firewall. Therefore, proper DirectAccess operation requires the Windows Firewall to be enabled for all
profiles. The Windows Firewall must not be disabled on the DirectAccess server.

Third-party firewalls can be installed on the DirectAccess server, but they are not recommended.
Many third-party firewalls interfere with DirectAccess operation. If a third-party firewall is required on the
DirectAccess server, the Windows Firewall must remain enabled. Also, it is a good idea to consult the third-
party vendor for specific configuration guidance for DirectAccess.?

IPv6

Communication between the DirectAccess client and server takes place exclusively over IPv6. IPv6
transition technologies included with DirectAccess eliminate the need to place the DirectAccess server on
the IPv6 Internet or to deploy IPv6 on the corporate LAN.

Occasionally IPv6 is disabled via the Windows registry.* Although IPv6 does not have to be explicitly
configured and deployed, it must not be proactively disabled in the registry on DirectAccess servers and
clients. Doing so will break DirectAccess functionality.

Redundancy

Eliminating critical single points of failure in the DirectAccess architecture is essential to ensuring reliable
connectivity. High availability can be configured with DirectAccess, both locally and geographically. The
following topics describe load-balancing requirements and redundancy considerations.

Load Balancing

DirectAccess supports two types of local load balancing: integrated Windows Network Load Balancing (NLB)
and external load balancers (ELB). For optimum performance, a physical external load balancing appliance is
preferred. For small to mid-size deployments, a virtual external load balancer or NLB can be implemented.

Virtual IP Addressing

A virtual IP address (VIP) is assigned to the DirectAccess cluster when load balancing is enabled. VIP
addressing requirements differ depending on the type of load balancer used. The following describes the
VIP requirements for NLB and ELB:

e NLB

e  Each DirectAccess cluster requires a VIP.

*https://technet.microsoft.com/en-us/library/ee382257(v=ws.10).aspx
“Disabling IPv6 via the registry will prevent DirectAccess from working. More information about enabling and disabling
IPv6 in Windows can be found here: https://support.microsoft.com/en-us/kb/929852
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e  The VIP must be on the same IP subnet as the dedicated IP addresses of the
DirectAccess servers.

e  DirectAccess servers with two Network Interface Cards (NICs) must be
configured with a VIP for each interface.

e  The dedicated IP address of the first cluster member becomes the VIP. A new
dedicated IP address must be assigned to the DirectAccess server.

e  If consecutive dedicated IP address assignments for DirectAccess servers are
desired, plan to assign the IP address for the VIP to the first DirectAccess server
during initial configuration.

e EIB

e  The VIP does not have to be on the same IP subnet as the DirectAccess servers.

e  The dedicated IP address of the first cluster member becomes the VIP. A new
dedicated IP address must be assigned to the DirectAccess server.

e Ifconsecutive dedicated IP address assignments for DirectAccess servers are
desired, plan to assign the IP address for the VIP to the first DirectAccess server
during initial configuration.

Note When an external load balancer is configured, it is recommended that the 6to4 and Teredo IPv6 transition
technologies be disabled for DirectAccess clients and the load balancer be configured for IP-HTTPS exclusively.

Geographic Redundancy

Only Windows 8.x and later clients provide full support for geographic redundancy with automatic site
selection and transparent failover. Windows 7 clients are supported in multisite deployments, but must be
assigned to a single entry point. They always connect to their assigned entry point regardless of physical
location and do not automatically fail over. To further enhance geographic redundancy for Windows 8.x and
later clients, a Global Server Load Balancing (GSLB) solution can be used.

Network Topology

DirectAccess supports flexible network configuration and can be deployed in one of three topologies: Edge
facing, Perimeter/DMZ, or LAN.

Edge Facing

The DirectAccess server must be configured with two Network Interface Cards (NICs). In addition, the
following requirements must be met:

e  External NIC
e  Requires at least one public IPv4 address

e  Two consecutive public IPv4 addresses are required for Teredo support

11
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e Internal NIC

Requires one private IPv4 address
Can be located in a perimeter/DMZ network or on the LAN

If configured in perimeter/DMZ, it is recommended that all protocols/ports
from the DirectAccess server(s) to the LAN be allowed

Static routes must be configured for all remote internal IP subnets

Perimeter/DMZ

The DirectAccess server can be configured with one or two NICs. In addition, the following requirements

must be met:

e  External NIC (behind transparent firewall)

Requires at least one public IPv4 address

Teredo support requires two consecutive public IPv4 addresses

e  External NIC (behind edge firewall performing Network Address Translation [NAT])

Requires one private IPv4 address

e Internal NIC

Can be located in a perimeter/DMZ network or on the LAN

If configured in perimeter/DMZ, all protocols/ports from the DirectAccess
server(s) to the LAN should be allowed

Static routes must be configured for all remote internal IP subnets

e Single NIC

LAN

Requires one private IPv4 address

All protocols/ports from the DirectAccess server(s) to the LAN should be allowed

The DirectAccess server only requires a single NIC configured with one private IPv4 address.

Edge Firewall Configuration

The topics covered in the following sections describe the firewall requirements for deployment topologies.

Edge Facing

Edge firewall rules are not applicable if the DirectAccess server is connected directly to the IPv4 public
Internet. If the DirectAccess server is located behind a transparent (layer 2) firewall, it should be configured
to allow the following protocols and ports inbound and outbound:

e [P protocol 41

12
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e  UDP port 3544
e  TCPport443

If the DirectAccess server is configured with a globally routable IPv6 address, it should be configured to
allow the following protocols and ports inbound and outbound as well:

e [P protocol 41
e  UDP port 500

Perimeter/DMZ

If the perimeter/DMZ network is publicly routable, the edge firewall should be configured to allow the
following protocols and ports inbound and outbound:

e [P protocol 41
e  UDP port 3544
e  TCP port 443

If the DirectAccess server is configured with a globally routable IPv6 address, it should be configured to
allow the following protocols and ports inbound and outbound as well:

e [P protocol 41
e  UDP port 500

Perimeter/DMZ (NAT)

If the perimeter/DMZ network is located behind an edge firewall performing NAT, the edge firewall should
be configured to allow the following protocols and ports inbound and outbound:

e TCP port443

e NAT rule translating traffic from the public IPv4 address to the IPv4 address assigned
to the external interface of the DirectAccess server

LAN

If the DirectAccess server is located on the LAN, the edge firewall should be configured to allow the following
protocols and ports inbound and outbound:

e TCP port 443

e  NAT rule translating traffic from the public IPv4 address to the DirectAccess server

Network Topology Considerations

Choosing which network topology to deploy DirectAccess with is based primarily on the existing network
infrastructure. However, there are important security considerations to be made. An edge-facing deployment
provides the greatest flexibility and widest IPv6 transition technology support. However, unless the DirectAccess
server is protected with another firewall, this introduces some potential risk. The DirectAccess server must be
joined to the domain, and having a domain-joined Windows server connected directly to an untrusted network
(the public Internet) presents some risks. Here, the DirectAccess server is protected only with the Windows

13
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Firewall. The Windows Firewall is a very capable host-based firewall, but it provides only a single layer of
defense. Security best practices dictate that security should be performed in layers, making the deployment of
the DirectAccess server behind an edge firewall an inherently more secure configuration.

Placing the DirectAccess server behind an edge firewall in transparent mode, or placing it in a publicly
routable perimeter/DMZ network, is the preferred network topology. However, it is most common that
perimeter/DMZ networks are not routable and use private, RFC1918° IPv4-based addressing. In these
scenarios, the edge firewall also performs NAT. IP-HTTPS is the only IPv6 transition technology supported in
this scenario. When supporting Windows 7 clients, scalability and performance are sacrificed at the expense
of additional security. Windows 8.x and Windows 10 clients do not suffer from this limitation, as they
support null encryption for IP-HTTPS.

DirectAccess Clients

DirectAccess clients must be joined to a domain. Ideally, they should be joined to the same domain as the
DirectAccess server, but they can be joined to any domain in any forest that has a full two-way trust with the
domain where the DirectAccess server(s) are joined.

Supported Clients

DirectAccess clients must be provisioned using one of the following Windows desktop client operating
systems SKUs:

e  Windows 10 Enterprise Edition
e  Windows 10 Education Edition
e  Windows 8.x Enterprise Edition
e  Windows 7 Enterprise Edition
e  Windows 7 Ultimate Edition
Additionally, the following Windows Server operating systems are also supported as DirectAccess clients:
e  Windows Server 2016
e  Windows Server 2012 R2
e Windows Server 2012
e  Windows Server 2008 R2

Windows Firewall

The Windows Firewall must be enabled for the Public and Private profiles. Third-party firewalls are supported,
but the Windows Firewall must still be enabled. In addition, third-party firewalls must not interfere with
DirectAccess operation. Consult with the vendor for guidance on proper configuration for DirectAccess.

IPv6

IPv6 must be enabled on all DirectAccess clients. The IP-HTTPS IPv6 transition technology must also be
enabled. Other IPv6 transition technologies (6to4, Teredo, and ISATAP) can be enabled or disabled per
individual deployment requirements.

Shttps://tools.ietf.org/html/rfc1918
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Connectivity Validation

The Network Connectivity Assistant (NCA), included in the Windows 8.x and Windows 10 client operating
systems, validates remote corporate network connectivity via the DirectAccess connection. Windows 7
clients can be configured with the optional DirectAccess Connectivity Assistant (DCA) v2.0, which provides
similar functionality to the NCA. DCA 2.0 deployment can be automated with settings managed through
Group Policy. DCA 2.0 must be installed on Windows 7 clients when the deployment is configured to use
One-Time Password (OTP) authentication.

Active Directory

The topics in the following sections describe Active Directory requirements and configuration for DirectAccess.

Forest and Domain Functional Levels

Any supported forest or domain functional level is acceptable as long as DFS-R is used for the distribution
of Group Policy objects (SYSVOL replication). If SYSVOL replication uses the File Replication Service (FRS),
DirectAccess is not supported.®

Read-Only Domain Controllers (RODC)

RODC:s are not supported. DirectAccess servers must have access to a writeable domain controller.”

Administrative Rights

Deployments are most functional when the DirectAccess administrator is a member of the Domain
Admins security group in Active Directory. If not feasible, then the minimum requirement is to grant the
DirectAccess administrator full access to DirectAccess Group Policy Objects (GPOs). The DirectAccess
administrator must have local administrator rights on any DirectAccess server(s).

Security Groups

DirectAccess requires at least one Active Directory security group. To support Windows 7 clients in a
multisite deployment, each entry point in the organization requires an additional security group.

Group Policy Objects

GPOs are created in Active Directory during initial DirectAccess configuration. If the DirectAccess
administrator is not a member of the Domain Admins group or does not have permission to create GPOs,
GPOs must be preconfigured with full control permissions delegated to the DirectAccess administrator. For
single-domain, single-site DirectAccess deployments, two GPOs will be required—one for DirectAccess
Server Settings and another for DirectAccess Client Settings. For multisite deployments where Windows 7
support is required, an additional GPO per entry point for Windows 7 DirectAccess clients will be required.
Multidomain deployments will require additional GPOs.

*https://technet.microsoft.com/en-us/library/dn464274.aspx#bkmk_frs
"https://technet.microsoft.com/en-us/library/dn464274.aspxibkmk rodc
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Additional GPOs

Additional GPOs may be required to deploy the Windows 7 DirectAccess Connectivity Assistant (DCA),
optional client configuration settings, optimizations, and automated client provisioning.

Certificates

The DirectAccess server requires two different types of certificates. A computer (machine) certificate is required
for IPsec authentication (in some scenarios), and an SSL certificate is required for the IP-HTTPS IPv6 transition
technology. The following topics describe certificate requirements and configuration for DirectAccess.

Computer Certificates

While computer certificate authentication is optional for some DirectAccess deployment scenarios, enabling
any of the following features will require computer certificate authentication for DirectAccess clients:

e  Windows 7 client support

e Load balancing (integrated or external)

e  Multisite deployment

e  Strong user authentication (OTP, smart card)

e  Force tunneling

Certification Authority

Computer certificate authentication should be enabled for all implementations so as to provide the best
security and greatest configuration flexibility. Computer certificates must be issued to the DirectAccess
server(s) and each DirectAccess client by an internal private certificate authority (CA). The DirectAccess
server(s) and clients must trust the internal CA. For best results, a Microsoft Enterprise CA is recommended.

Certificate Requirements

Computer certificates issued to the DirectAccess server and clients must include a subject name that
matches the hostname of the computer they are being issued to. The certificate must also include the Client
Authentication (1.3.6.1.5.5.7.3.2) Enhanced Key Usage (EKU) Object Identifier (OID).

SSL Certificates

The IP-HTTPS IPv6 transition technology requires an SSL certificate for authentication and encryption. Best
practice is to obtain the SSL certificate from a publicly trusted third-party CA. However, an SSL certificate
can be issued from the internal PKI. If Windows 7 clients are supported, the Certificate Revocation List (CRL)
must be externally accessible.

For multisite deployments, a wildcard certificate may be used. If a wildcard certificate is not feasible, a
unique certificate for each entry point is required. Multi-SAN certificates are not supported.?

!https://directaccess.richardhicks.com/2016/03/28/directaccess-and-multi-san-ssl-
certificates-for-ip-https/
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Network Location Server

The Network Location Server (NLS) is a critical infrastructure component in a DirectAccess deployment that
allows clients to determine whether they are inside or outside of the corporate network. The following topics
describe the requirements for the NLS.

Web Server

Any web server can be used for the NLS, including IIS, Apache, Nginx, and others. An Application Delivery
Controller (ADC) can also be configured to serve as the NLS. Ideally, the server should be dedicated to the

NLS role and should be made highly available. For large deployments where the internal network spans many
physical locations and geographies, additional steps should be taken to ensure NLS availability in all locations.’
Existing web application servers like Exchange OWA, SharePoint, and so on should not be used as the NLS.

SSL Certificate

The NLS requires an SSL certificate issued by a CA trusted by DirectAccess clients and servers. It is not
necessary to use a public SSL certificate on the NLS; the certificate can be issued by the internal private PKI.
The certificate requires a subject name that matches the NLS fully-qualified domain name (FQDN) defined
in the DirectAccess configuration (for example, nls.corp.example.com). In addition, the certificate must
also include the Server Authentication (1.3.6.1.5.5.7.3.1) Enhanced Key Usage (EKU) Object Identifier (OID),
and the CRL must be available. Also, the NLS must be configured to allow inbound ICMPv4 echo requests
from the DirectAccess server(s).

DNS

The following topics describe Domain Name System (DNS) requirements and configuration for
DirectAccess.

Internal

Entries in DNS are made during the initial configuration of DirectAccess.'” The DirectAccess administrator
must have the ability to create new DNS entries. If that is not possible, the following DNS entries must be
preconfigured by a DNS administrator.

Name Record Type Data
DirectAccess-CorpConnectivityHost A 127.0.0.1
DirectAccess-CorpConnectivityHost AAAA <Client IPv6 Prefix>:0:0:7f00:1
DirectAccess-WebProbeHost A <IPv4 Address of DirectAccess Server

Internal Network Interface>

*More information about NLS considerations for large enterprises read http://directaccess.richardhicks.
com/2015/04/06/directaccess-nls-deployment-considerations-for-large-enterprises/.
Yhttps://directaccess.richardhicks.com/2015/07/06/directaccess-dns-records-explained/
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External

A DNS entry must be configured that resolves the DirectAccess public hostname to the external public
IPv4 address of the DirectAccess server (or edge firewall, in a perimeter/DMZ deployment). For multisite
deployments, each entry point will require a unique public hostname and corresponding DNS entry. An
additional DNS entry must be configured when GSLB is implemented.

Strong User Authentication

The enforcement of strong user authentication is optional, but does have some drawbacks. OTP solutions
negatively impact the seamless and transparent nature of DirectAccess, resulting in a degraded end-

user experience. However, DirectAccess supports integration with a variety of multifactor authentication
solutions, including RSA SecurID, OTP, and physical or virtual smart cards.

Certificate Server

To enforce strong user authentication, a Microsoft Enterprise CA must be deployed to issue certificates. This
can be the same CA used for DirectAccess computer authentication and IPsec encryption.

RSA SecurID

RSA SecurID OTP authentication using physical or soft tokens is supported.

One-Time Passwords (OTP)

Most RADIUS-based OTP solutions can be integrated with DirectAccess. However, OTP solutions that use
RADIUS challenge/response or employ CAPTCHA are not supported. In addition, RADIUS user accounts
that are in new PIN or next token modes are not supported.

Smart Cards

Both physical and virtual smart cards are supported with DirectAccess.

Security Groups

Users that require exemption from strong user authentication must be part of an Active Directory security
group configured for the purpose.

User Accounts

DirectAccess uses a predefined user account to monitor RADIUS server availability. A corresponding and
matching user account must be created on the RADIUS server to eliminate failed authentication attempts.

Force Tunneling

Strong user authentication using RADIUS OTP cannot be configured with force tunneling. These options are
mutually exclusive.
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Manage Out

DirectAccess connectivity is bi-directional, enabling hosts on the corporate network to initiate outbound
network communication to connected remote DirectAccess clients. In order to natively support manage-out
functionality, IPv6 must be deployed on the corporate network.

ISATAP

If IPv6 has not been deployed on the corporate network, the Intrasite Automatic Tunnel Addressing Protocol
(ISATAP) IPv6 transition technology can be leveraged to create an IPv6 overlay network used solely for this
purpose. ISATAP is automatically configured on the server when DirectAccess is installed, and management
clients can be configured to use the DirectAccess server as their ISATAP router.

Supportability

ISATAP is only supported for single-server DirectAccess deployments.

Summary

As you can see, there are a lot of moving parts involved in a DirectAccess implementation that make
the initial planning vital to the success of the deployment. The Windows platform technologies that
DirectAccess relies on are commonly deployed and well understood, making the deployment of
DirectAccess less challenging for those with Windows systems-management experience.
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Install DirectAccess

Once the DirectAccess planning and design phase is complete, it’s time to move on to preparing the first
DirectAccess server. A physical server or virtual machine will be provisioned that meets the necessary
minimum requirements for the deployment. The Windows Server 2016 operating system will be installed,
joined to the domain, and updated as required. Additional preparation will include network interface
configuration for multihomed servers, along with computer and SSL certificate installation. Finally, the
DirectAccess role itself can be installed.

DirectAccess Server

After the physical or virtual server has been provisioned, the Windows Server 2016 operating system can

be installed. Both server core and full graphical user interface (GUI) versions of Windows Server 2016 are
supported. However, it is recommended that the server be configured with a GUI initially to make the
installation and configuration of DirectAccess easier. Once the server has been tested, and prior to placing it
into production, the GUI can be safely removed and the server managed remotely.

Operating System Installation

There are no special requirements for installing the Windows Server 2016 operating system. You can install
the OS using the installation media provided by Microsoft, or it can be deployed using an automated
provisioning process. Avoid installing the OS using an image that is heavily customized or has third-party
firewall or antivirus software installed by default. These commonly interfere with the proper operation of
DirectAccess. Instead, install the operating system from Microsoft media and then deploy DirectAccess.
Once DirectAccess operation has been verified, any additional third-party software required can be
installed.

Single-NIC Configuration

DirectAccess can be deployed with a single network adapter in both perimeter/DMZ and LAN deployments.
There is no special configuration required for single-Network Interface Card (NIC) deployments. Simply
provide an IPv4 address, subnet mask, and default gateway as required.

© Richard M. Hicks 2016 21
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Dual-NIC Configuration

The most common network configuration for the DirectAccess server is multihomed, where the server
is configured with two NICs. Dual NICs are required for edge-facing deployments. They are optional for
perimeter/DMZ deployments. When the DirectAccess server is configured with two network adapters
(multihomed), one network interface is defined as internal, the other as external. Which network the
internal and external network interfaces reside on depends on the chosen topology.
e  Edge-facing deployments
e  External interface connected to the public Internet using public IPv4 addressing

e Internal interface connected to a perimeter or DMZ network or the LAN using
private IPv4 addressing

e  Perimeter/DMZ deployments

e  External interface connected to the perimeter or DMZ network using public or
private IPv4 addressing

e Internal interface connected to a perimeter or DMZ network or the LAN using
private IPv4 addressing

Internal Interface

Open Network Connections by pressing Window Key + X and clicking Network Connections. Rename
the network connections intuitively so they can be quickly identified in the future. Renaming them Internal
and External should be sufficient. Network adapters can be renamed by right-clicking them and choosing
Rename or by simply highlighting a network adapter and pressing F2 (Figure 3-1).
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CHAPTER 3 " INSTALL DIRECTACCESS
& Network Connections - O X
A & > Network Connecti... v 0 Search Network Connections @
Organize v Disable this network device ~ » gk~ M O

Figure 3-1. Rename network connections

To configure the Internal network interface, right-click the Internal network connection and choose
Properties. Highlight Internet Protocol Version 4 (TCP/IPv4) and then click Properties. Provide an [Pv4
address and a subnet mask. DO NOT specify a default gateway! Provide the IP addresses for DNS servers on

the corporate LAN as necessary (Figure 3-2).
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Internet Protocol Version 4 (TCP/IPv4) Properties X

General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(O Obtain an IP address automatically

(®) Use the following IP address:

IP address: [ 172. 16 . 1 .240 |
Subnet mask: | 255.255.255. 0 |
Default gateway: [ g : ; ]

Obtain DNS server address automatically

(@ Use the following DNS server addresses:

Preferred DNS server: [172.16 . 1 .200 |
Alternate DNS server: |172. 16 . 2 .200 |
[[Jvalidate settings upon exit e

o ]| comce

Figure 3-2. Assign IPv4 address, subnet mask, and corporate DNS servers to the Internal network interface

Note A multihomed Windows server must have a default gateway defined on one interface only. That
interface must be the external, Internet-facing network interface. Any remote internal subnets will require static
routes to be defined on the DirectAccess server to reach them.

External Interface

To configure the External interface, right-click the External adapter and choose Properties. Highlight
Internet Protocol Version 4 (TCP/IPv4) and then click Properties. Provide an [Pv4 address, subnet mask,
and default gateway. DO NOT specify any DNS servers! (See Figure 3-3.)
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Internet Protocol Version 4 (TCP/IPv4) Properties X
General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(O Obtain an IP address automatically

(®) Use the following IP address:

IP address: [203. 0 .113.240 |
Subnet mask: | 255 .255.255. 0 |
Default gateway: [203. 0 .113.254 |

Obtain DNS server address automatically
(@ Use the following DNS server addresses:
Preferred DNS server: | . . . ]

Alternate DNS server: | 5 5 - ]

[[Jvalidate settings upon exit e
o] [ conce

Figure 3-3. Assign IPv4 address, subnet mask, and default gateway to External network interface

Click Advanced. If Teredo support is required, click Add under the IP addresses section and specify the
next consecutive public IPv4 address and subnet mask (Figure 3-4).

TCP/IP Address X
IP address: [203. 0 .113.241 |
Subnet mask: | 255.255.255. 0 |

s ][ conce

Figure 3-4. Assign additional IPv4 addresses (if required)
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Select the DNS tab and uncheck the box next to Register this connection’s addresses in DNS (Figure 3-5).

Advanced TCP/IP Settings X

IPSettings DNS  WINS

DNS server addresses, in order of use:

| Add.. | [ Edit. Remove
The following three settings are applied to all connections with TCP/IP
enabled. For resolution of unqualified names:
(®) Append primary and connection specific DNS suffixes
[4] Append parent suffixes of the primary DNS suffix
(O Append these DNS suffixes (in order):

Add... Edit... Remove

DNS suffix for this connection: I

[CJRregister this connection's addresses in DNS
Use this connection's DNS suffix in DNS registration

[oc ][ conce

Figure 3-5. Uncheck the option to register this connection’s address in DNS

Select the WINS tab and uncheck the box next to Enable LMHOSTS lookup. In addition, in the
NetBIOS setting section select the option to Disable NetBIOS over TCP/IP (Figure 3-6).
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Advanced TCP/IP Settings X

IP Settings DNS  WINS

WINS addresses, in order of use:

Add... Edit... Remove

If LMHOSTS lookup is enabled, it applies to all connections for which
TCP/IP is enabled.

[[]enable LMHOSTS lookup Import LMHOSTS...

NetBIOS setting

O Default:
Use NetBIOS setting from the DHCP server, If static IP address
is used or the DHCP server does not provide NetBIOS setting,
enable NetBIOS over TCP/IP.

(O Enable NetBIOS over TCP/IP
(® Disable NetBIOS over TCP/IP

[ oc ] conce

Figure 3-6. Uncheck the option to enable LMHOSTS lookup and select the option to disable NetBIOS over
TCP/IP

Note As the External network interface is public facing and connected to an untrusted network (public
Internet or perimeter/DMZ network), it is recommended that all protocols and services other than IPv4 and IPv6
be disabled to reduce the attack surface of the DirectAccess server.

Back in the Network Connections window, click the Organize button, highlight Layout, and then
select Menu bar (alternatively, you can simply press the Alt key to expose this menu). From the drop-down
menu click Advanced and then Advanced Settings. Ensure that the Internal network interface is listed first.
To adjust the connection order, highlight the Internal network adapter and then click the up arrow on the
right side to move it to the top of the list (Figure 3-7).
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Advanced Settings X

Adapters and Bindings  Provider Order

Connections are listed in the order in which they are accessed by
network services.

Connections:
S intemal t
=<4 Extemal
8 [Remote Access connections] L

Bindings for Intemal:
| @8 File and Printer Sharing for Microsoft Networks 2
[V 4 Intemet Protocol Version 6 (TCP/IPv6)
] 5 Intemet Protocol Version 4 (TCP/IPv4) 1
] B8 Client for Microsoft Networks
W 4 Intemet Protocol Version 4 (TCP/IPv4)
v 5 Intemet Protocol Version 6 (TCP/IPvE)

Figure 3-7. Network connection ordering

Static Routes

As the Internal network interface does not have a default gateway, it will be necessary to configure static
routes to remote internal subnets that will need to be reachable from the DirectAccess server and by
DirectAccess clients. For example, if the DirectAccess server is on the 172.16.1.0/24 subnet, but there are
systems on the 172.16.2.0/24 subnet that must be accessible from the DirectAccess server, a static route will
be defined by entering the following commands in an elevated PowerShell command window:

New-NetRoute -InterfaceAlias <Interface Name> -DestinationPrefix <SubnetID/Mask>
-NextHop <Gateway_ Address>
Using the preceding example, the command to create the static route would look like this:
New-NetRoute -InterfaceAlias Internal -DestinationPrefix 172.16.2.0/24 -NextHop 172.16.1.254
If there are multiple remote subnets on the Internal network, it is recommended that the route be

summarized, if possible. For example, if there are additional subnets that are all in the 172.16.0.0/16
network, you can summarize them as follows:

New-NetRoute -InterfaceAlias Internal -DestinationPrefix 172.16.0.0/16 -NextHop 172.16.1.254
28
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Note If you've read the first two chapters of this book you are no doubt keenly aware of the requirement
for IPv6 to support DirectAccess. However, you’ll notice that no IPv6 configuration is required when configuring
network interfaces. That’s by design. IPv6 configuration is performed automatically when DirectAccess is
configured. If IPv6 is deployed on the Internal network, great! DirectAccess will make use of it, but there’s no
special IPv6 configuration required to support DirectAccess.

Join Domain and Apply Updates

The DirectAccess server must be joined to a domain. It is recommended that the server be renamed prior to
doing this, but it can also be performed after being joined to the domain. Joining the server to the domain can
be accomplished in the traditional way using the GUI, but I suggest using PowerShell so as to simplify and
streamline the process. Using the Add-Computer PowerShell cmmdlet, it is possible to rename the computer,
join it to the domain, and place the server in a specific Organizational Unit (OU) with a single command:

Add-Computer -NewName <new_computer_name> -OUPath <OU_Path> -DomainName <domain_name>
For example:

Add-Computer -NewName EDGE1 -OUPath "OU=DirectAccess,DC=lab,DC=richardhicks,DC=net"
-DomainName lab.richardhicks.net -Restart

Once the DirectAccess server has been joined to the domain, proceed with installing Windows
operating updates as necessary using Windows Update (Window Key + I » Update & Security » Check for
Updates), Windows Server Update Services (WSUS), System Center Configuration Manager (SCCM), or any
other third-party patch-management solution.

Third-Party Software

There is a high propensity for third-party software to interfere with the proper operation of DirectAccess.
This occurs because commonly these non-Microsoft services are not IPv6 aware, or otherwise block
protocols and services necessary for DirectAccess to work. As such, it is generally recommended that no
third-party software be installed on the DirectAccess server.

In many cases, the installation of additional software on the DirectAccess server is unavoidable.
Frequently, organizations have strict guidelines that dictate that management agents or antivirus or firewall
software be installed before production use. Here, it is suggested that DirectAccess be installed, configured,
and completely tested prior to installing third-party software. This will reduce the troubleshooting burden if
the third-party software prevents DirectAccess from functioning correctly.

Certificates

For most deployment scenarios it will be necessary to install certificates on the DirectAccess server.
DirectAccess requires two different types of certificates—a computer (machine) certificate and an SSL
certificate.
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Computer (Machine) Certificates

For DirectAccess deployments that require them, computer certificates are used for IPsec authentication
and encryption. They must be issued to the DirectAccess server by an internal PKI. The certificate must
include the Client Authentication Enhanced Key Usage (EKU).

Best practice is to not use the default Computer certificate template. Instead, it is recommended that a
dedicated certificate template for DirectAccess IPsec be configured and deployed specifically for this purpose.
To create a certificate template, open the Certificate Services management console on the Active Directory
Certificate Services (AD CS) server. In the navigation tree, expand the server and then right-click Certificate
Templates and choose Manage. Optionally, you can press Windows Key + R and enter certtmpl.msc.

Right-click the Workstation Authentication template and choose Duplicate Template. Select the
General tab and provide a descriptive name for the new template. Specify an appropriate validity and
renewal period based on your organization’s security policy (Figure 3-8).

SubjectName |  Sever | lssuance Requirements
Superseded Templates I Extensions I Security

Template display name:
| DirectAccess IPsec

Template name:
| DirectAccess|Psec

Validty period: Renewal period:
L Ylees ] L 6llwecks ]

[[] Publish cedificate in Active Directory
[ ] Do not automatically reenroll if a duplicate certificate exists in Active
Directory

Figure 3-8. Configure the DirectAccess computer certificate template
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Select the Subject Name tab and choose DNS name for the Subject name format (Figure 3-9).

Superseded Templates ] Extensions | Security
Compatbity | General | Request Handing | Cryptography | Key Atestation

O Supply in the request

] Use subject information from existing cerificates for autoenrollment
— renewal requests

(®) Build from this Active Directory information
Select this option to enforce consistency among subject names and to
simplify certificate administration.

Subject name format:
| DNS name v/

[] Include e-mail name in subject name

Include this information in altemate subject name:
[] E-mail name

[+/] DNS name

(L] User principal name (UPN)

(] Service principal name (SPN)

Figure 3-9. Configure the DirectAccess computer certificate template

Select the Security tab and click Add. Specify the names of the DirectAccess client security group and
the name of each DirectAccess server. Optionally, a security group can be created for DirectAccess servers,
and that group can be specified here. For the DirectAccess client group and the DirectAccess servers (or
DirectAccess server group), check the Allow box for both Enroll and Autoenroll. Once complete, click OK
(Figure 3-10).
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Compatibity | General | Request Handing | Cryptography | Key Attestation
Subject Name Server | Issuance i
Superseded Templates | Extensions Security

Group or user names:
83, Authenticated Users
* A Direct AccessClients (LAB\DirectAccessClients)

82, DirectAccessServers (LAB\DirectAccessServers)

2 Richard Hicks {hicks@lab sichardhicks net)

82 Domain Admins (LAB\Domain Admins)

2, Domain Computers (LAB\Domain Computers)

82, Entemrise Admins (LAB\Enterprise Admins)

| Add. || Remove |

For special pemissions or advanced settings, click A:I:m::a:l
Advanced.

| | Concel ||

Figure 3-10. Configure the DirectAccess computer certificate template

Note If certificate autoenroliment will be used (recommended, see next section), it is advisable to also
remove Domain Computers from the list of groups and user names on the Security tab.

In the Certification Authority management console, right-click Certificate Templates and choose New
and Certificate Template to Issue. Highlight the DirectAccess IPsec certificate template and choose OK
(Figure 3-11).
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Select one Certificate Template to enable on this Certification Authority.

Note:  a certificate template that was recently created does not appear on this list, you may need to wait until
information about this template has been replicated to all domain controllers.

All of the certificate templates in the organization may not be available to your CA.

For more information, see Certificate Template Concepts.

Name Intended Purpose

3] Authenticated Session Client Authentication
) CA Exchange Private Key Archival

%] CEP Encryption Cerficate Request Agent

] Code Signing Code Signing

5] Cross Cetfication Authority

Jm DirectAccess |Psec Client Authentication

7] Enroliment Agent Certfficate Request Agent
%) Envoliment Agent (Computer) Cerflicate Request Agent
@ Exchange Enrollment Agent (Offine request) Certficate Request Agent
%] Exchange Signature Only Secure Email

@ Fxchanae | lser Sectire Fmail

Figure 3-11. Issue the DirectAccess computer certificate template

Computer certificates can be requested and installed manually on the DirectAccess server using the
Certificates management console snap-in. To request a computer certificate, press Window Key + R on the
DirectAccess server to bring up the Run command box and enter certim.msc

Expand Certificates (Local Computer), right-click Personal, and choose All Tasks and Request New
Certificate. Click Next twice, select the DirectAccess IPsec certificate template, and click Enroll (Figure 3-12).
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" Certificate Enrollment

Request Certificates

You can request the following types of certificates, Select the certificates you want to request, and then
click Enroll.

Active Directory Enrollment Policy
(] Computer 1) STATUS: Available Details v

[“] DirectAccess IPsec 1) STATUS: Available Details v

[[] Show all templates

Figure 3-12. DirectAccess IPsec computer certificate request

Automatic Enrollment

To streamline the provisioning of certificates for DirectAccess servers and clients, and to ensure that certificates
are automatically renewed before they expire, it is recommended that certificate auto-enrollment be
configured. This is accomplished by creating and deploying a Group Policy Object (GPO) in Active Directory.

To create and deploy a computer certificate auto-enrollment GPO, open the Group Policy Management
console, expand the Forest, Domains, and the domain where the DirectAccess server and clients are joined.
Right-click Group Policy Objects and click New. Provide a descriptive name for the new GPO and click OK.

Right-click the newly created GPO and choose Edit. Expand Computer Configuration, Policies,
Windows Settings, and Security Settings, and highlight Public Key Policies. Double-click Certificate
Services Client - Auto-Enrollment and select Enabled for the Configuration Model. Select the option to
Renew expired certificates, update pending certificates, and remove revoked certificates and Update
certificates that use certificate templates and click OK (Figure 3-13).
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Enroliment Policy Configuration |

Enroll user and computer certificates automatically

Configuration Model: |Enabled

[¥]Renew expired certificates, update pending certificates, and remove
revoked certificates

[¥] Update certificates that use certificate templates

Log expiry events and show expiry notifications when the percentage of
remaining certificate lifetime is

| 0Fq *

Additional stores. Use "," to separate multiple stores. For example:
"Store1, Store2, Store3"

l

Figure 3-13. Configure computer certificate auto-enrollment

In the Group Policy Management Console, select the GPO and click Add under Security Filtering.
Remove Authenticated Users and specify the DirectAccess client security group and all DirectAccess
servers (or the DirectAccess servers security group; Figure 3-14).
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Security Filtering
The settings in this GPO can only apply to the following groups, users, and computers:

Name =

2 Direct Access Clients (LAB\DirectAccessClients)
52 Direct Access Servers (LAB\DirectAccessServers)

Figure 3-14. Computer certificate auto-enrollment GPO security filtering

Finally, link the GPO to the domain. Optionally, the GPO can be linked directly to the DirectAccess
servers and clients OU, if necessary.

SSL Certificate

An SSL certificate is required for the IP-HTTPS IPv6 transition protocol. It is recommended that the SSL
certificate be obtained from a public certificate authority (CA), although the SSL certificate can be issued by
the organization’s internal PKI.napd

Note If an SSL certificate is issued by the organization’s internal PKI and Windows 7 clients are to be
supported, the Certificate Revocation List (CRL) must be publicly accessible.

The first step in requesting a public SSL certificate is to generate a Certificate Signing Request (CSR).
This can be accomplished in a variety of ways, including using the Microsoft Management Console (MMC)
Certificates snap-in, the certutil.exe command-line tool, and even the Internet Information Services (IIS)
management tool. Another convenient method is to use the DigiCert Certificate Utility for Windows.! This
handy free tool greatly simplifies the process of creating a CSR. Download and run the tool, highlight SSL,
and then click Create CSR.

Choose SSL for the Certificate Type and enter the Common Name. The Common Name will be the
public Fully Qualified Domain Name (FQDN) defined in the DirectAccess configuration (for example,
da.richardhicks.net). If requesting a wildcard certificate, enter *.yourdomain.tld (for example *.richardhicks.
net). Provide the remaining details as required and click Generate when finished (Figure 3-15).

'The DigiCert Certificate Utility for Windows can be downloaded for free from https://www.digicert.com/util/.
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DigiCert Certificate Utility for Windows®

Create CSR

Certificate Details
Certificate Type: @) SSL (O Code Signing

Common Name: | = richardhicks.net

Subject
Alternative
Names:

Organization: lRichard M. Hicks Consulting

Department: [Profm‘ondm

Cty: [P

State: | CA

Key Size: [m

Provider: | Microsoft RSA SChannel Cryptographic Provider

IGenerau:” Cancel ]|

Information
Generate

Press Generate to create the new key and CSR.

Figure 3-15. Creating a Certificate Signing Request (CSR) using the Digicert Certificate Utility for Windows

A new certificate request will be created. Copy the CSR or save it to a file, then submit it to a public CA

(Figure 3-16).
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(@) DigiCert Certificate Utility for Windows® - Create CSR

@ The certificate request has been successfully created

MIIC7DCCAAQCAQAWgaYxCzAJBgNVBAYTALVIMRMWEQYDVOOIEwpDYWxpZmSybmlh
MRBWHQYDVQRHEXZSYWSjaG8gUZ FudGEQTWFyZ2 FyaXRhMR4wWHAYDVQQLEXVQcemSm
ZXNzaWSuYWwgU2Vydml j ZXMxJDAiBgNVBAoTG1IpYZ2hhemQgTS4g5Glja3MgRz9u
c3VsdGluZzEbMBkGALUEAXMSKi SyaWNoYXJkaGlja3MubmVOMIIBIjANBgkghkiG
9wOBRQEFAROCAQEBAMIIBCgKCAQEAOLQYPEBGHQFM/ yhanjuevGRwDE78069LglIjJd
wgGxpRH1TMwS9+eV7KUiOrNbvRibrS+yuD9ko/TIZt5XNo+zWcSktOhlKvA/DRB]J
ZkB8/k2£gRarEKLKOQO7CdqvHS4KInGCgBHgIbBbugSY+Y/p4Eh] 3cpBwNUbe5cQ0
CD+TOxz72Pib0h/+20EmHY1I410NPx0gm5SpqR4U/ /T8 Tul257ThOntwP5CnmIbVQF
gdeIyULltluNace4l8uaHKVMX1tFrtBgSn+nOM5e049HUZ jA++GPHEMaBZWNWocO
£k7/uthwiQuMSYkzGelYOwLbdDiKgleg4inMogpe+lceMBadFtwIDAQABOAAWDQYJ
KoZIhveNAQEFBQADggEBAHuknSpxCkurW/3cTipo6LNZGLddjpSkItMZgDzz+tmu
s1WYFdboWIFgWrZ2L1R7TI2yxQcZZl2grPAZ2owd4rtNGCKB150UBAHVYt 2XWLwOUuO0I
PAm+DHz14UlyWIWZ2 JKfHOe£7xr9+MjV1v0jGGt1l360EpKHS52+b83BbIz0uG/8ocesS
TM£+P78CtVHQuUXiUBpWkYaiyYpnsBZH4xrB/8EgfQk0QBIfRRWCID+AJyn+0NnhN3
L9Y135tLtEKXxRbtTeW+UiItCE£luTROwWGSNoCuPzAT4NgGE+meBWIMZVEYT7TLWIEHS
1sFg+HSoBFNNOfmCBA70XTrig4LhrPQCxgf+VeyFGaso=

Copy CSR savetoFle | Close

Figure 3-16. Certificate Signing Request (CSR)

ad

Once the CSR has been approved and processed by your CA, download the certificate and any
ditional intermediate certificates provided. Import any intermediate certificates using the Certificates
MMC snap-in prior to importing the new certificate. Intermediate certificates should be imported into the

Certificates (Local Computer) » Intermediate Certification Authority » Certificates store.

In the DigiCert utility click Import and specify the location of the certificate downloaded from the CA.

Enter a new friendly name for the certificate and click Finish (Figure 3-17).
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(@) DigiCert Certificate Utility for Windows®@ X

Certificate Import

The following certificate is ready to be imported. For more details of .
the certificate press the View Certificate button. Bt

Name: * richardhicks.net

Serial Number: (00DA473DA050997AC45

Thumbprint:  2DBS6CY 10DADE503FF0 112BA3A3AFAS6838D4F60
Private Key:  Search for an existing private key match on the computer

Enter a new friendly name or you can accept the default:
* richardhicks.net

Press the Finish button to import the certificate and search for a matching private key.

T e

Figure 3-17. Certificate Import using the DigiCert Certificate Utility for Windows

Once the certificate has been successfully imported, select the certificate and choose Export
Certificate. Select the option to export the private key. Additionally, select the option to Include all
certificates in the certification path if possible and click Next. Provide a password and click Next. Finally,
specify the location to save the file and click Finish.

To import the SSL certificate on the DirectAccess server, press Window Key + R to bring up the Run
command box. Enter mmc.exe, click File, and then choose Add/Remove Snap-In. Highlight Certificates
and click Add. Select Computer Account and click Finish. Choose Local Computer (the computer this
console is running on) and click Finish and OK.

Expand Certificates (Local Computer), right-click Personal, and choose Import. Click Next, specify
the file name of the exported certificate, and click Next again. Provide the password for the certificate file,
click Next twice, and then click Finish.

Note If any intermediate certificates appear in the Personal/Certificates store after importing the SSL
certificate, move them to the Intermediate Certification Authority/Certificates store as necessary.

Installing the DirectAccess-VPN Role

Installing the DirectAccess-VPN role can be accomplished using either the GUI or PowerShell. PowerShell is
the preferred method for installing the role, as it takes only a single PowerShell command to install the role
and management tools.
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PowerShell

Installing the DirectAccess-VPN role using PowerShell is simple and straightforward. On the DirectAccess
server, open an elevated PowerShell window and enter the following command:

Install-WindowsFeature DirectAccess-VPN -IncludeManagementTools

That's it!

GUI

Installing the DirectAccess-VPN role using the GUI is accomplished by opening Server Manager on the
DirectAccess server, clicking Manage in the upper-right corner of the window, and then clicking Add Roles
and Features. Click Next, choose Role-based or feature-based installation, and click Next. Choose Select a
server from the server pool and click Next. Select the Remote Access server role and click Next (Figure 3-18).

[ Add Roles and Features Wizard - a X
= DESTINATION SERVER
Select server roles W0 s i

Select one or more roles to install on the selected server.

Before You Begin

Installation Type Roles Description
Server Selection | Active Directory Federation Services ” Remote Access provides seamless
Server Roles [] Active Directory Lightweight Directory Services connectivity through DirectAccess,
[[] Active Directory Rights Management Services VPN, and Web Application Proxy.
Features [] DHCP Server DirectAccess provides an Always On
Remote Access ] DNS Server and Always Managed expenience.
[[] Fax Server RAS provides traditional VPN
Role Services i (W] File and Storage Services (1 of 12 installed) services, including site-to-site
[[] Host Guardian Service (branch-office or cloud-based)
[] Hyper-v connectivity. Web Application Proxy
[] MultiPoint Services enables the publishing of selected
[} Network Controller HTTP- and HTTPS-based
[[] Network Policy and Access Services applications from your corporate
[ Print and Document Services network to client devices outside of
the corporate network. Routing
[C] Remote Desktop Services provides traditional routing
[[] Volume Activation Services capabilities, including NAT and other
b [m] Web Server (1IS) (10 of 43 installed) connectivity options. RAS and
[] Windows Deployment Services Routing can be deployed in single-
[C] Windows Server Essentials Experience tenant or multi-tenant mode.

[[] Windows Server Update Services

| < Previous ] | Next > Install Cancel

Figure 3-18. Select the Remote Access server role

Role features are automatically selected. Click Next twice and then select the DirectAccess and VPN
(RAS) role service (Figures 3-19 and 3-20).
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iz Add Roles and Features Wizard — B X
Select role services L —

Before You Begin Select the role services to install for Remote Access

Installation Type Description
Server Selection DirectAccess gives users the
Server Roles experience of bemg seamlessly

[] Web Application Pro: connected to their corporate
Features PP o network any time they have Internet
Remote Access access. With DirectAccess, mobile

computers can be managed any

_ time the computer has Internet
Confirmation connectivity, ensuring mobile users

stay up-to-date with security and
system health policies. VPN uses the
connectivity of the Internet plus a
combination of tunnelling and data
encryption technologies to connect
remote clients and remote offices.

[ <Previous | [ Net> | | instan | [ Cancel |

Figure 3-19. Select the DirectAccess and VPN (RAS) role service
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[z, Add Roles and Features Wizard

Add features that are required for DirectAccess and

VPN (RAS)?

The following tools are required to manage this feature, but do not

have to be installed on the same server.
4 Remote Server Administration Tools

4 Role Administration Tools
4 Remote Access Management Tools

{

Include management tools (if applicable)

[Tools] Remote Access module for Windows PowerShel

Add Features

Cancel

Figure 3-20. Add features that are required for DirectAccess and VPN (RAS)
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Confirm the installation selections and click Install (Figure 3-21).




CHAPTER 3 " INSTALL DIRECTACCESS

f Add Roles and Features Wizard - (m} X
Confirm installation selections WP pirbsiginy

= To install the following roles, role services, or features on selected server, click Install.

[[] Restart the destination server automatically if required

Optional features (such as administration tools) might be displayed on this page because they have
been selected automatically. If you do not want to install these optional features, click Previous to clear
their check boxes.

Remote Access
DirectAccess and VPN (RAS)

e Remote Server Administration Tools
Confirmation S
Role Administration Tools

Remote Access Management Tools

Remote Access module for Windows PowerShell

Export conflgu’atlon settings
Specify an alternate source path

< Previous Next > Install ] | Cancel

Figure 3-21. Confirm your installation selections

Configuring Additional Nodes

If multiple DirectAccess servers will be configured in a load-balanced cluster, each server must be prepared
using the steps outlined in this chapter prior to joining the cluster. Each additional DirectAccess server

will have to be provisioned and have network interface cards configured according to the chosen network
topology. The servers must be joined to the domain, updated, and have all required certificates (computer
and SSL) installed. Finally, the DirectAccess role can be configured.

Summary

Getting all of the pieces in place prior to installing the DirectAccess-VPN role is not a trivial task. Pay careful
attention to network interface configuration, especially static route configuration for dual-NIC deployments.
Use caution when deploying third-party software, as it often interferes with DirectAccess operation. Ensure
that computer and SSL certificates are installed and configured properly too. Save yourself some time and
use PowerShell to install the DirectAccess-VPN role, and don’t forget that if you are planning to deploy
multiple DirectAccess servers in a load-balanced cluster, all of the steps outlined in this chapter must be
completed on each DirectAccess server prior to deployment.
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Configure DirectAccess with the
Getting Started Wizard

There are two options for configuring DirectAccess using the Graphical User Interface (GUI). The first option
is to use the Getting Started Wizard. The second is to use the Remote Access Setup Wizard. On the surface they
would appear to perform the same function. However, the two options differ in subtle but important ways.

The Getting Started Wizard only requires the administrator to select a deployment option, choose a
network topology, and provide a public hostname. It can be accomplished with as few as three mouse clicks.
That’s it! However, it configures DirectAccess in a highly simplified manner and with limited options that
may not be suitable for many deployments.

Before We Begin

The Getting Started Wizard configures DirectAccess using default settings that are typically less than optimal.
Its basic configuration lacks support for common requirements, such as support for Windows 7 clients, load
balancing, strong user authentication, force tunneling, and geographic redundancy with multisite. As such,
using the Remote Access Setup Wizard is often a better choice.

However, if the DirectAccess deployment is small and doesn’t require Windows 7 client support or high
availability, using the Getting Started Wizard to deploy DirectAccess is an acceptable option.

Getting Started Wizard

To launch the Getting Started Wizard, open the Remote Access Management Console on the DirectAccess
server. The Remote Access Management Console can be found by clicking on the Start menu and navigating to
All Apps » Windows Administrative Tools » Remote Access Management Console. Expand Configuration,
highlight DirectAccess and VPN, and then click Run the Getting Started Wizard (Figure 4-1).
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|| configure Remote Access
DirectAccess & VPN settings have not yet been configured. Select one of the wizard options.
< Run the Getting Started Wizard —«je—
Use this wizard to configure DirectAccess and VPN quickly, with default recommended settings.

< Run the Remote Access Setup Wizard
Use this wizard to configure DirectAccess and VPN with custom settings.

Figure 4-1. Run the Getting Started Wizard

Note The Getting Started Wizard and the Remote Access Setup Wizard will not appear if DirectAccess has
already been configured.

Deployment Options

The Getting Started Wizard provides three options for configuring DirectAccess and VPN (Figure 4-2).

B Configure Remote Access X

Welcome to Remote Access
Use the options on this page to configure DirectAccess and VPN.

—> Deploy both DirectAccess and VPN (recommended)
Configure DirectAccess and VPN on the server, and enable DirectAccess client computers. Allow
remote client computers not supported for DirectAccess to connect over VPN.

—> Deploy DirectAccess only

Configure DirectAccess on the server, and enable DirectAccess client computers.

—> Deploy VPN only
Cenfigure VPN using the Routing and Remote Access console. Remote client computers can
connect over VPN, and multiple sites can be connected using VPN site-to-site connections. VPN
can be used by clients not supported for DirectAccess.

Figure 4-2. Configure Remote Access window
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Deploy both DirectAccess and VPN (recommended)

Although the GUI suggests this option is “recommended,” there are some very important reasons why VPN
should not be installed on the DirectAccess server. The most critical reason is that it eliminates support

for important scalability and performance features included in DirectAccess, namely null encryption for
IP-HTTPS connections for Windows 8.x and Windows 10 clients. Having VPN and DirectAccess on the same
server also makes the solution more complex, especially when configuring redundancy for DirectAccess
(load balancing and multisite). As such, this configuration should be avoided if possible.!

Deploy DirectAccess only

This option should be selected.

Deploy VPN only

This is a book about DirectAccess, so this option is not applicable for our purposes.

Installing DirectAccess

To install DirectAccess without VPN, select the option to Deploy DirectAccess only. The Getting Started
Wizard will perform a prerequisites check to ensure essential supporting components are installed.

Note It is not uncommon to receive an error message at this point. Typical errors are IPv6 being disabled
via Group Policy or the registry, WinRM not being configured, and IPv6 transition protocols being disabled.
Resolve any issues before proceeding.

Network Topology

Select the desired network topology for the server (Figure 4-3). Options are Edge, Behind an edge device
(with two network adapters), and Behind an edge device (with a single network adapter). Options that
are not supported will be grayed out. For example, if the server has a private IPv4 address assigned to its
External network interface, the Edge option will not be displayed. If the DirectAccess server has only one
network interface, the Edge and Behind an edge device (with two network adapters) options will both be
unavailable. In addition, enter the Fully Qualified Domain Name (FQDN) that will be used by DirectAccess
clients to connect to the DirectAccess server. The FQDN must resolve to the public IPv4 address assigned
to the DirectAccess server’s External network interface, and it must match the subject name of the SSL
certificate. For NAT deployments, it must resolve to the public IPv4 address assigned to the NAT device.

'The Web Application Proxy (WAP) role can also be configured on the same server as DirectAccess. Although technically
supported, it too should be avoided if possible. The same reasons why VPN should not be installed on the DirectAccess
server also apply to WAP. Best practice is to install DirectAccess on a server dedicated to the WAP role.
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% Configure Remote Access X

Select the network topology of the server,

@ Edge

(O Behind an edge device (with two network adapters)
O Behind an edge device (with a single network adapter)

In this topelogy, the Remote Access server is deployed at the edge of the internal ¢ twork
and is configured with two adapters. One adapter is connected to the internal network, The other is
connected to the Internet.

Type the public name or IPv4 address used by clients to connect to the Remote Access server:
da.richardhicks.net

Figure 4-3. Remote Access Server Setup window

Apply Settings

Click Finish to apply the settings (Figure 4-4). Recall that the Getting Started Wizard uses predefined
configuration settings that may not be applicable in all scenarios. In some cases, it may be necessary to make
changes to the default settings created by the Getting Started Wizard. Click on the Click here link to review
and edit settings, if necessary.
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% Configure Remote Access X

Remote Access settings will be applied.

Click here to edit the wizard settings. Configuration settings that can be modified include GPO settings,
the DirectAccess client security group, server adapters, and DNS properties.

To apply the configuration settings, click Finish.

< Back Net> | Finsh | Cancel

Figure 4-4. Remote Access settings to be applied

Review and Edit Settings

It is possible to edit some, though not all, of the settings configured using the Getting Started Wizard.
Settings available to edit are GPO settings, remote client settings, remote access server settings, and
infrastructure server settings (Figure 4-5).
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B3 Remote Access Review m] X

Remote Access Review

o| 5 y of R Access configuration settings.

Review the configuration settings. ~

. GPO Settings change...

LAB
DirectAccess server GPO name: DirectAccess Server Seftings
Client GPO name: DirectAccess Client Settings

( -
‘% Remote Clients Change..

« DirectAccess settings will be applied to all mobile computers in security groups:

82, LAB\Domain Computers
« Resource used to verify internal network connectivity:
A default web probe to check corporate connectivity will be created automatically
« DirectAccess connection name: Workplace Connection

Savetoafie | Prnt OK

Figure 4-5. Remote Access Review window

GPO Settings

By default, the Getting Started Wizard will name the DirectAccess client and server settings’ GPOs
DirectAccess Client Settings and DirectAccess Server Settings, respectively (Figure 4-6). If different names
are desired, click Change next to GPO Settings and provide new GPO names as required. If prestaged GPOs
are to be used, click Browse and select them accordingly.
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B3 GPO Names X
L GPO Names

Z GPOs that will be used for DirectAccess deployment.

Review the GPOs that wil be apphed to the clent computers security group and the DirectAccess server in the relevant domains. Modify GPO

settings f required.
( Direct Access client GPO
‘* GPO containing Direct Access client settings:
- DirectAccess server GPO
r GPO containing Direct Access server settings:
LA DrectAcosss Server Settings Bowse.. | &

* - Anew Group Polcy Object (GPO) will be created
= - Use exdsting Group Policy Object

0K Cancel

Figure 4-6. Edit GPO settings

Remote Clients

The Getting Started Wizard will configure the DirectAccess Client Settings GPO to apply to the Domain
Computers security group. Additionally, it will also configure the GPO with a Windows Management
Instrumentation (WMI) filter that further restricts the application of this GPO to only those computers
with a mobile processor. For a variety of reasons, either or both of these settings may not be desirable.
Click Change next to Remote Clients to specify a different security group or to disable the application of
DirectAccess client settings only to mobile computers (Figure 4-7).
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55 Remote Access Setup *
|( DirectAccess Client Setup

‘ s e :

m Select one or more security groups containing clent computers that will be enabled for DirectAccess.

Metwork Connectivity Assistant

B2 Domain Computers (LAB\Domain Computers) Add...
Remove

[ Enable DirectAccess for mobile computers only

With this setting enabled, all mobile computers in the specified security groups will be enabled as
DirectAccess clients.

<Back Finish Cancel

Figure 4-7. DirectAccess Client Setup window

Clicking Next or highlighting Network Connectivity Assistant on the left allows the administrator to
change the Network Connectivity Assistant (NCA) settings provided to DirectAccess client computers. In
addition, a help desk email address can be provided, the DirectAccess connection name can be changed,
and DirectAccess clients can be allowed to use local name resolution, if necessary (Figure 4-8).

[ B Remote Access Setup x
s DirectAccess Client Setup
f A e crio
Select Groups
MNetwork Connectnity Assistant The Network Connectivity Assistant (NCA) runs on DirectAccess chient computers to provide
D and support.

Resources that validate connectivity to internal network:

Rescurce Type
Helpdesk email address: adrmin@nichardhicks.net
DirectAccess connection name: .w’wiah(c Connection |

[ Allow Directhccess clients to use local name resclution

< Back Mext > Finish. Cancel

Figure 4-8. DirectAccess Client Setup window

Note Providing a help desk email address is critically important for client-side troubleshooting. Without an
email address specified here, it is not possible to collect diagnostic logs on the client.
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Remote Access Server

If changes are to be made to the network topology, or perhaps if the public hostname requires editing, click
Change next to Remote Access Server to access these settings. You can choose another network topology or
make changes to the public hostname as required (Figure 4-9).

Select the network topology of the server,

@® Edge

(O Behind an edge device (with two network adapters)
(O Behind an edge device (with a single network adapter)

In this topelogy, the Remote Access server is deployed at the edge of the internal corporate network
and is configured with two adapters. One adapter is connected to the internal network. The other is
connected to the Internet.

Type the public name or IPvd address used by clients to connect to the Remote Access server
|da.richardnics.net

[ €k [Noes ][ Finsn || canca |

Figure 4-9. Remote Access Server Setup window

Clicking Next or highlighting Network Adapters on the left allows the administrator to make changes

to the default network adapter selection (Figure 4-10). The Getting Started Wizard automatically chooses the
option to use a self-signed certificate for IP-HTTPS connections. If a public SSL certificate is to be used, click
Browse and choose the certificate accordingly.

Select the network adapters on the Remote Access server,

Adapter connected to the external network: Adapter connected to the internal network:

: < ] :. . v| |—_—.
203.0.113.240 172.16.1.240

Select the certificate used to suthenticate IP-HTTPS

B Use a self-signed certificate created automatically by DirectAccess

o | oo ]

o Transition technologies are enabled for IPvd support.

Cancel |

Figure 4-10. Configure the network adapter and SSL certificate settings
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Infrastructure Servers

Clicking Change next to Infrastructure Servers allows the administrator to make changes to DNS suffixes
and internal DNS servers for DirectAccess clients (Figure 4-11). A DNS name or suffix with a corresponding
DNS server entry will be available over the DirectAccess connection. A DNS name or suffix without a
corresponding DNS server entry will not be available over the DirectAccess connection and is said to be
exempted or excluded. By default, the Network Location Server (NLS) hostname is excluded because it must
not be reachable over the DirectAccess connection. In addition, exclusions are often required to ensure that
public-facing resources such as websites are not tunneled back over DirectAccess.

B Remote Access Setup X

= = Infrastructure Server Setup

qa"/' Configure infrastructure servers. DirectAccess clients access these servers before connecting to resources on
et theinternal network.

Enter DNS suffixes and internal DNS servers. DirectAccess client queries that match a suffic use
the specified DNS server for name resolution. Name suffices that do net have corresponding
DINS servers are treated as exemptions, and DNS settings on client computers are used for name
resclution.

Name Suffix DNS Server Address
» lab.richardhicks.net 2002:cb00:71f0:3333::1

DirectAccess-NLS.lab.richardhicks.net

< Back Next > Cancel

Figure 4-11. Enter DNS suffixes and internal DNS servers

Note Internal corporate DNS servers should NEVER be specified here. The DNS server used by
DirectAccess clients should ALWAYS be a DNS64 IPv6 address, which notably always ends with 3333::1. If there
is no entry for the DNS server for a given name suffix, this server or namespace will not be accessible over the
DirectAccess connection.

Confirm Policy Application

Once the DirectAccess configuration is complete and the settings have been applied, highlight Operations
Status in the navigation tree of the Remote Access Management Console to view the DirectAccess server’s
Operations Status (Figure 4-12). The Operations Status for all DirectAccess supporting services should
indicate Working and have a green check next to it.
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B Rerncte Access Management Conssle - o »

Mensgan -
d VPN ca
Refresh
Dash a4 Operations Status #
perati u Configure Refresh Interval
BB Femote Client St ey & marites, 02 seconds
T -

Disable Connectivity Check (FING)

4 mirwtes, 05 seconds

Figure 4-12. DirectAccess server Operations Status window

Note Settings for the DirectAccess server are applied using Active Directory Group Policy. As such, it may
take a period of time before those settings have been replicated in AD and are available to the DirectAccess
server. Also, if the operations status of any supporting service is “unknown” and has a blue question mark next
to it, continue to hit Refresh until its status has been updated.

Limitations and Drawbacks

Although the Getting Started Wizard allows the administrator to quickly and easily configure DirectAccess,
there are some limitations and drawbacks to using this method.

DirectAccess Client Targeting

By default, the Getting Started Wizard applies DirectAccess client policies to all computers in the domain
and filters the policy to apply only to mobile computers using a WMI filter. This assumes that all mobile
computers in the organization should receive DirectAccess client settings. It also assumes that any non-
mobile PCs, such as desktops or virtual machines, will not receive DirectAccess client settings. Often this
is not the case. The application of DirectAccess client settings to all computers in the domain that have a
mobile processor is often too broad, and further it prevents an administrator from knowing exactly which
machines the DirectAccess client settings have been applied to.

Using a dedicated security group is ideal, because DirectAccess client settings can be targeted at
specific machines with much more granularity. It allows for the application of DirectAccess client settings to
non-mobile processor devices, such as desktop workstations and virtual machines. Security groups are also
self-documenting, enabling administrators to quickly determine which systems have been provisioned for
DirectAccess.
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Network Location Server

Using the Getting Started Wizard automatically configures the DirectAccess server as the Network Location
Server (NLS). With the NLS collocated on the DirectAccess server, taking the DirectAccess server offline at
any time may prevent DirectAccess clients on the Internal network from connecting to local resources. This
occurs because the client, not being able to reach the NLS, will believe it is outside the network, and the
Name Resolution Policy Table (NRPT) will be enabled, preventing access to local resources by hostname.
Enabling load balancing and configuring multisite also require the NLS to be installed on a separate system.
Although collocating the NLS on the DirectAccess server is acceptable for very small deployments, in
most cases it is recommended that the NLS be hosted on another system and be made highly available.

IP-HTTPS Certificate

When DirectAccess is configured using the Getting Started Wizard, a self-signed certificate is created and
provisioned for use with the IP-HTTPS IPv6 transition technology. Self-signed certificates provide little in
terms of security, and they provide no inherent trust. Self-signed certificates are not managed, cannot be
revoked, and cannot be rekeyed later, if required.

Client Support

Windows 7 clients are not supported when configuring DirectAccess with the Getting Started Wizard. This
simplified deployment does not require a Public Key Infrastructure (PKI) to manage computer certificates
for IPsec authentication and encryption. Instead, DirectAccess uses a component called the Kerberos Proxy
on the DirectAccess server to authenticate to Active Directory as well as for IPsec encryption. Kerberos Proxy
is only supported for clients with Windows 8 and later.

Deployment Flexibility

Most advanced deployment options—such as load balancing, multisite, strong user authentication, and
force tunneling—will all require significant design changes in order to implement them after using the
Getting Started Wizard. Often these changes will be disruptive. They may also require clients to be brought
back to the corporate network, or connected out-of-band using traditional client-based VPN to receive the
updated configuration.

Summary

For many, the Getting Started Wizard looks like the intuitive choice for configuring DirectAccess. The
simplified deployment with reduced infrastructure requirements looks enticing, but from experience I can
tell you it often causes more problems than it solves.

In some cases, using the Getting Started Wizard may be sufficient. For small deployments with limited
requirements, the simplified deployment can be used without issue.

To address some of the challenges and shortcomings imposed by the Getting Started Wizard’s
restrictive default option selections, it is possible to edit many of the defaults prior to deployment. However,
the process is cumbersome and unintuitive. If more than a few of these settings have to be changed, it is
recommended that the Remote Access Setup Wizard be used instead. It provides much more granular
control of configuration settings, offers better deployment flexibility for the future, and with the use of PKI is
fundamentally more secure.
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Configure DirectAccess with the
Remote Access Setup Wizard -

In this chapter, DirectAccess will be configured using the Graphical User Interface (GUI), this time
leveraging the Remote Access Setup Wizard instead of the Getting Started Wizard, as outlined in Chapter 4.

Using the Remote Access Setup Wizard provides several key advantages. It gives the administrator much
more granular control over the initial configuration of DirectAccess. It also allows for flexible deployment
configuration using optimal settings, and it provides crucial support for popular deployment options, such
as Windows 7 client support.

Additionally, the Remote Access Setup Wizard lets the administrator deploy DirectAccess using
common implementation best practices, such as using a security group for applying DirectAccess client
settings, specifying a public SSL certificate for IP-HTTPS, and hosting the Network Location Server (NLS)
on another server, just to name a few. It also exposes several advanced configuration settings, such as force
tunneling, strong user authentication, management server definition, and end-to-end encryption.

Remote Access Setup Wizard

To launch the Remote Access Setup Wizard, open the Remote Access Management Console on the
DirectAccess server. The Remote Access Management Console can be found by clicking on the Start menu
and navigating to All Apps » Windows Administrative Tools » Remote Access Management Console.
Expand Configuration, highlight DirectAccess and VPN, and then click Run the Remote Access Setup
Wizard (Figure 5-1).
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|| configure Remote Access
DirectAccess & VPN settings have not yet been configured. Select one of the wizard options.
< Run the Getting Started Wizard
Use this wizard to configure DirectAccess and VPN quickly, with default recommended settings.

< Run the Remote Access Setup Wizord —«fj—
Use this wizard to configure DirectAccess and VPN with custom settings.

Figure 5-1. Run the Remote Access Setup Wizard

Note The Getting Started Wizard and the Remote Access Setup Wizard will not appear if DirectAccess has
already been configured.

Deployment Options

The Remote Access Setup Wizard provides three options for configuring DirectAccess and VPN (Figure 5-2).

£ Configure Remote Access X

Welcome to Remote Access
Use the options on this page to configure DirectAccess and VPN.

—> Deploy both DirectAccess and VPN (recommended)
Configure DirectAccess and VPN on the server, and enable DirectAccess client computers. Allow
remote client computers not supported for DirectAccess to connect over VPN,

—> Deploy DirectAccess only

Configure DirectAccess on the server, and enable DirectAccess client computers.

—> Deploy VPN only
Configure VPN using the Routing and Remote Access console. Remote client computers can
connect over VPN, and multiple sites can be connected using VPN site-to-site connections. VPN
can be used by clients not supported for DirectAccess.

Figure 5-2. Configure Remote Access
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Deploy both DirectAccess and VPN (recommended)

Although the GUI suggests this option is “recommended,” there are some very important reasons why VPN
should not be installed on the DirectAccess server. The most critical reason is that it eliminates support

for important scalability and performance features included in DirectAccess, namely null encryption for
IP-HTTPS connections. Having VPN and DirectAccess on the same server also makes the solution more
complex, especially when configuring redundancy for DirectAccess (load balancing and multisite). As such,
this configuration should be avoided if possible.

Deploy DirectAccess only

This option should be selected.

Deploy VPN only

This is a book about DirectAccess, so this option is not applicable for our purposes.

Installing DirectAccess

To install DirectAccess without VPN, select the option to Deploy DirectAccess only. The Remote Access
Setup Wizard will perform a prerequisites check to ensure essential supporting components are installed.

Note It is not uncommon to receive an error message at this point. Typical errors are IPv6 being disabled
via the registry, WinRM not being configured, and IPv6 transition technologies being disabled. Resolve any
issues before proceeding.

Once the prerequisite check is complete, a four-step deployment wizard is displayed (Figure 5-3).

'The Web Application Proxy (WAP) role can also be configured on the same server as DirectAccess. Although technically
supported, this too should be avoided if possible. The same reasons why VPN should not be installed on the DirectAccess
server also apply to WAP. Best practice is to install DirectAccess on a server dedicated to the DirectAccess role.
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& N Remote Access Setup
% Configure Remote Access, including DirectAccess and VPN.

Step 3

== Infrastructure
48 Servers
e ol
Identify infrastructure
servers accessed by

—  DirectAccess clients before

connecting to internal
Step 1 Step 2 e
[ ) ( Confi
Remote o Remote Access L
&* Clients ! Server
Identify client computers Define configuration and Internal
that will be enabled for network settings for the Network Step 4
DirectAccess. | Remote Access server.
Application
W | servers
Configure... Configure. 4
Identify intemnal application
\ ) J SErVers requining
l——| end-to-end authentication

with DirectAccess clients.

Configure

Figure 5-3. Remote Access Setup Wizard's step-by-step deployment wizard

Step 1: Remote Clients

Step 1 of the Remote Access Setup Wizard allows the administrator to select the DirectAccess deployment
scenario, choose which security groups the DirectAccess client settings Group Policy Object (GPO) will be
applied to, and define settings for the Network Connectivity Assistant for Windows 8.x and Windows 10 clients.

Deployment Scenario

Click Configure under Remote Clients on Step 1 to select a deployment scenario (Figure 5-4). There are two
options to choose from:

e Deploy full DirectAccess for client access and remote management. Select this
option to grant DirectAccess computers and logged-on users full, unrestricted access
to the Internal network when connected remotely.

e  Deploy DirectAccess for remote management only. Select this option to grant
DirectAccess computers limited access to the Internal network when connected
remotely. Choosing this option restricts access only to infrastructure services, such
as domain controllers and system-management servers. Users cannot access any
other internal resources. However, administrators on the Internal network can still
initiate connections outbound to connected DirectAccess clients.
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%5 Remote Access Setup

Deployment Scenario Deploy DirectAccess to allow DirectAccess client computers | ion the |
Select Groups internal network resources, and remotely manage DirectAccess clients.

Network Connectivity Assistant
Select a deployment scenario:

@ Deploy full DirectAccess for client access and remote management

With this option selected, DirectAccess client computers located on the Internet can
connect to the i | network via the Remote Access server. Administrators can remotely
manage these clients.

(O Deploy DirectAccess for remote management only

Admini can ly ge DirectAccess client computers located on the Internet.
With this option selected, DirectAccess is not deployed for client access to the internal
network.

| <Back [ Net> || Fmsh | Cencel |

Figure 5-4. Select a DirectAccess deployment scenario

Note When selecting the remote management only scenario, the Network Connectivity Assistant (NCA) will
not be displayed in the Windows 8.x or Windows 10 GUI. In addition, the DirectAccess Connectivity Assistant
(DCA) v2.0 should not be deployed to Windows 7 clients in this scenario.
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Select Groups

Click Next to select groups. Click Add to specify a domain security group for DirectAccess clients (Figure 5-5).
Two additional options are also available for the administrator to enable. They are:

e  Enable DirectAccess for mobile computers only. Selecting this option will
configure a WMI filter on the DirectAccess client settings GPO to apply the settings
only to computers that have a mobile processor.

e  Use force tunneling. DirectAccess clients are configured to use split tunneling by
default. In split-tunneling mode, DirectAccess clients can access resources on both
the corporate network and the public Internet at the same time. Selecting this option
will configure DirectAccess clients to use only the corporate proxy server, forcing all
Internet traffic over the DirectAccess connection.

£ Remote Access Setup X

( @ DirectAccess Client Setup
Enable DirectA for ged comp in specified security groups, and configure client settings.

Deployment Scenario Select one or more security groups containing client computers that will be enabled for DirectAccess.
Select Groups —
1o i : li Add...
Network Connectivity Assistent I A DirectAccessClients (LAB\DirectAccessClients) dd
Remove

[ Enable DirectAccess for mobile computers only

With this setting enabled, all mobile computers in the specified security groups will be enabled as
DirectAccess clients.

[ Use force tunneling

DirectAccess clients connect to the i | network and to the | via the R te Access server.

< Back Next > Finish Cancel

Figure 5-5. Highlight Select Groups and optionally enable DirectAccess for mobile computers only and/or to
use force tunneling
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Note The use of force tunneling comes with some potential negative side effects. When force tunneling
is enabled, all client Internet traffic is backhauled over the DirectAccess connection. The advantage is that
web-browsing policies can be enforced by the on-premise proxy server. The disadvantage is that the additional
overhead imposed by sending all web traffic over an encrypted connection (especially for HTTPS-protected
websites, which are already encrypted) can result in a poor web-browsing experience for DirectAccess clients.
Additionally, the use of strong user authentication is not supported when force tunneling is enabled.

Network Connectivity Assistant

Click Next to configure the Network Connectivity Assistant (NCA) (Figure 5-6).

£ Remote Access Setup &

( DirectAccess Client Setup
Enable DirectAccess for managed computers in specified security groups, and configure client settings.

Deployment Scenario

Select Groups The Network Connectivity Assistant (NCA) runs on DirectAccess client computers to provide
DirectAccess connectivity information, diagnostics, and remediation support.
Resources that validate connectivity to internal network:
Resource Type
.
Helpdesk email address: [admin@richardhicks.net |
DirectAccess connection name: :Workplace Connection 1

[A Allow DirectAccess clients to use local name resolution

< Back Next > Cancel

Figure 5-6. Configure the Network Connectivity Assistant

Note  NCA settings apply only to Windows 8.x and Windows 10 clients. These settings are not used by
Windows 7 clients. The DirectAccess Connectivity Assistant (DCA) v2.0 can optionally be deployed to provide
similar functionality for Windows 7 clients, but must be configured separately. See “Chapter 9: Supporting
Windows 7 Clients” for more information.
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The Resources that validate connectivity to the internal network field is initially blank. Intuitively,
information should be supplied here. However, it is not necessary (or recommended) to do so at this time.
Resource validation is performed by Windows 8.x and Windows 10 clients by checking connectivity to this
URL after the DirectAccess connection is made. During initial configuration, the DirectAccess deployment
wizard will automatically populate this field with the URL http://DirectAccess-WebProbeHost, which
is hosted on the DirectAccess server (a corresponding host record in DNS resolving to the internal IPv4
address of the DirectAccess server is also configured). This setting can later be changed after the initial
configuration has been completed.

Note If multiple resources are entered here, all must validate successfully for the remote client to indicate
that a successful DirectAccess connection has been made.

A help desk email address should be provided. Optionally, the administrator can change the
DirectAccess connection name as it appears in the Windows 8.x and Windows 10 GUI. Also, the option to
allow DirectAccess clients to use local name resolution can be enabled. Click Finish to complete Step 1.

Note If a help desk email address is not provided, it will not be possible to generate and collect
troubleshooting information from Windows 8.x and Windows 10 clients.

Also, selecting the option to allow DirectAccess clients to use local name resolution allows the user to
effectively disconnect the DirectAccess connection by clicking Disconnect on the Network Connectivity
Assistant (NCA) GUI. However, only the Name Resolution Policy Table (NRPT) is disabled, leaving existing
DirectAccess IPsec connections unaffected (new DirectAccess IPsec connections cannot be established until the
computer is restarted). Administrators can still remotely manage DirectAccess clients when a user chooses to
disconnect because IPsec tunnels are still established.

Step 2: Remote Access Server

Step 2 of the Remote Access Setup Wizard allows the administrator to select a network topology and provide
a public name for the DirectAccess server, assign network adapters and choose an SSL certificate for IP-
HTTPS connections, and specify user authentication methods.

Network Topology

Click Configure under Remote Access Server on Step 2 to select a network topology (Figure 5-7). There are
three options to choose from:

e  Edge. Choose this topology when the DirectAccess server is configured with two
network adapters and has a public IPv4 address assigned to the External interface.

¢ Behind an edge device (with two network adapters). Choose this topology when
the DirectAccess server is configured with two network adapters and has a private
IPv4 address assigned to the External interface.

¢ Behind an edge device (with a single network adapter). Choose this topology
when the DirectAccess server is configured with a single network adapter.
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£ Remote Access Setup

Network Topology
Network Adapters
Authentication @® Edge
(O Behind an edge device (with two network adapters)
© Behind an edge device (with a single network adapter)

Select the network topelogy of the server.

In this topology, the Remote Access server is deployed at the edge of the internal corporate network
and is configured with two adapters. One adapter is connected to the internal network. The other is
connected to the Internet.

Type the public name or IPv4 address used by clients to connect to the Remote Access server:
da.richardhicks.net

<Back [ Net> || Fnish | Cancel |

Figure 5-7. Select the network topology of the server

In addition, provide the public name or IPv4 address used by clients to connect to the remote access server.

Note Although this field will accept an IPv4 address, it is strongly recommended that a fully qualified
domain name (FQDN) be used instead. This FQDN must resolve to the public IPv4 address assigned to the
DirectAccess server when configured with the Edge topology, or to the public IPv4 address assigned to the
border router or edge firewall when the DirectAccess server is configured behind an edge device.
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Network Adapters

Click Next to configure network adapters (Figure 5-8).

B3 Remote Access Setup X

Network Tepelogy
Select the network adapters on the Remote Access server.
Metwork Adapters
Authentication Adapter connected to the external network: Adapter connected te the internal network:
External v Details... Internal v Details...
203.0.113.240 172.16.1.240

Select the certificate used to authenticate IP-HTTPS connections:

Use a self-signed certificate created automatically by DirectAccess

[eN=".richardhicks.net, OU=Domain Control Validated Browse...

.0'. Transition technologies are enabled for IPv4 support.

< Back Next > Finish

Figure 5-8. Configure network adapters and select the IP-HTTPS SSL certificate

The wizard automatically detects network adapters based on their configuration. Assuming they are
configured correctly, no changes should be required. Also, if a public SSL certificate is available and matches
the public name specified in the previous step, it will be automatically selected.

Note If no suitable SSL certificate is found, the option of creating a self-signed certificate is selected.
However, this should be avoided whenever possible.
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Authentication

Click Next to configure authentication (Figure 5-9).

£ Remote Access Setup X

_;‘ Remote Access Server Setup
I . Configure DirectAccess and VPN settings.
2

Network Topology Specify how DirectAccess clients authenticate. If computer certificates are not used for

Network Adapters authentication, DirectAccess acts as a Kerberos proxy on behalf of the client. Enable support for
7
‘Authentication Windows 7 clients.

User Authentication
(@ Active Directory credentials (username/password)
(O Two-factor authentication (smart card or one-time password (OTP))
Use OTP

[ Use computer certificates

Use an intermediate certificate

Browse...

[] Enable Windows 7 client computers to connect via DirectAccess

< Back Next > Cancel

Figure 5-9. Configure DirectAccess authentication

Select the option to use Active Directory credentials (username/password).

Note If two-factor authentication is required, it is still recommended to use Active Directory (AD) credentials
for now. Configuring two-factor authentication is not trivial and is difficult to troubleshoot. It is best to ensure that
DirectAccess is working with AD authentication alone first, then enable two-factor authentication afterward.

In addition to Active Directory credentials, it is recommended that computer certificates also be used
for authentication. This will provide an additional level of security and assurance for DirectAccess clients
and ensures maximum deployment flexibility in the future when enabling features that require certificate
authentication.

To enable certificate authentication, select the option to Use computer certificates. If an intermediate
Certification Authority (CA) is used to issue certificates to the DirectAccess server and clients, select the
option to Use an intermediate certificate and click Browse. Select the certificate belonging to the CA that
will be issuing certificates to the DirectAccess server and clients (Figure 5-10).
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Windows Security X

Remote Access Setup
Select a certificate.

LAB-ISSUING-CA
Issuer: LAB-ROOT-CA
Valid From: 2/26/2016 to 2/26/2026

Click : it
properties
LAB-ROOQOT-CA

Issuer: LAB-ROQT-CA
Valid From: 2/26/2016 to 2/26/2036

Starfield Secure Certificate
Authority - G2

Issuer: Starfield Root Certificate
Authority - G2

Valid From: 5/2/2011 to 5/2/2031

Starfield Root Certificate
Authority - G2

Issuer: Starfield Class 2 Certification
Authority

Valid From: 12/31/2013 to 5/29/2031

Starfield Class 2 Certification
Authority

Issuer: Starfield Class 2 Certification
Authority

Valid From: 6/29/2004 to 6/29/2034

www.verisign.com/CPS
Incorp.by Ref. LIABILITY
LTD.(c)97 VeriSign

Issuer: Class 3 Public Primary

Cartificatinn Autharihe

Figure 5-10. Select a CA certificate

68



CHAPTER 5 * CONFIGURE DIRECTACCESS WITH THE REMOTE ACCESS SETUP WIZARD

Note Itis important to understand that this is not the certificate issued to the DirectAccess server. It is the
certificate issued to the CA that will be used to issue computer certificates to DirectAccess servers and clients.
If there is more than one certificate for a given CA, ensure that the exact certificate is chosen. To confirm, click
the link below the certificate and view the properties. Click the Details tab and select Thumbprint. Confirm this
thumbprint matches that of the CA server’s certificate.

Finally, if Windows 7 clients are to be supported, select the option to Enable Windows 7 client
computers to connect via DirectAccess and click Finish.

Note Selecting the option to enable support for Windows 7 clients even for deployments that are
exclusively Windows 8.x and Windows 10 is recommended for optimum security. This option forces machine
certificate authentication for all DirectAccess clients.

Step 3: Infrastructure Servers

Step 3 of the Remote Access Setup Wizard allows the administrator to define a Network Location Server
(NLS), configure DNS servers, define the DNS suffix search list, and specify management servers for use by
DirectAccess clients.

Network Location Server

Click Configure under Infrastructure Servers on Step 3 to configure a Network Location Server (Figure 5-11).
There are two options to choose from:

e The network location server is deployed on a remote web server
(recommended). This is the preferred configuration option.

¢ The network location server is deployed on the Remote Access server. This option
should be avoided whenever possible.
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£ Remote Access Setup

Network Location Server

Specify settings for the network location server, used to determine the location of DirectAccess
DNS client comp A client computer connecting successfully to the site is ito be on the
internal network, and DirectAccess is not used.

DNS Suffix Search List

Management @ The network location server is deployed on a remote web server (recommended)
Type in the URL of the network location server:
[https://nis.lab.richardhicks.net/ || validate |

) The network location server is deployed on the Remote Access server
Select the certificate used to authenticate the network location server:

Use a self-signed certificate

@ Connectivity to URL https://nls.lab.richardhicks.net/ was validated successfully.

| <Back [ Net> || Fmsh | Cencel |

Figure 5-11. Configure the Network Location Server (NLS)

Select the option to deploy the network location server on a remote web server. Enter the URL
(including HTTPS://) and click Validate. Ensure that connectivity to the URL validates successfully.

Note For the network location server to be properly validated, the name of the NLS entered must match
the subject name on the SSL certificate installed on the NLS web server.
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DNS

Click Next to configure DNS settings for DirectAccess clients (Figure 5-12).

£ Remote Access Setup X
Infrastructure Server Setup
~ Configure infrastructure servers. DirectAccess clients access these servers before connecting to on the i
Network Location Server Enter DNS suffixes and internal DNS servers. DirectAccess client queries that match a suffix use
q
DNS the specified DNS server for name resclution. Name suffixes that do not have corresponding
; % DNS servers are treated as exemptions, and DNS settings on client computers are used for name
DNS Suffix Search List st g 9 '

Management

Mame Suffix DNS Server Address
3 lab.richardhicks.net 2002:cb00:71£0:3333::1

nls.lab.richardhicks.net

Select a local name resclution option:
() Use local name resolution if the name does not exist in DNS (most restrictive)

® Use local name resolution if the name does not exist in DNS or DNS servers are
unreachable when the client computer is on a private network (recommended)

(O Use local name resolution for any kind of DNS resolution error (least restrictive)

< Back Next > Finish Cancel

Figure 5-12. Configure DNS and select local name-resolution options

The settings here specify the configuration of the Name Resolution Policy Table (NRPT) on DirectAccess
clients. The NRPT defines which DNS servers DirectAccess clients will use to resolve names in a particular
namespace. The DirectAccess server’s DNS sulffix is automatically added and assigned a DNS server address.
In addition, the name of the NLS is added but is not assigned a DNS server address. A name suffix without a
corresponding DNS server address is effectively excluded, and DirectAccess clients will not be able to access
this host (or resources in this namespace) over the DirectAccess connection.

Note DNS configuration is simple and straightforward when the internal and external namespaces are
distinct. However, when split DNS is employed and the internal and external namespaces are the same, additional
configuration is required. Any resources that should be reachable externally and not over the DirectAccess
connection will need to be excluded. NRPT exclusions are defined as table entries for which no DNS server is
defined (blank), such as the Network Location Server (NLS). Examples would include public-facing websites, mail
services, unified communications, and so forth. Also, the public name of the DirectAccess server must be excluded.
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To add additional DNS suffixes, double-click an empty field, enter the DNS suffix name, and then click
Detect (Figure 5-13). This will automatically populate the correct DNS server address. To exclude a specific
server or an entire namespace from the NRPT, perform these steps without entering a DNS server address.

& DNS Server Addresses x
DNS suffix:
|amﬁd1an'lidtsnet
Example: comp.contoso.com

DNS server IPv4 addresses:

2002:cb00:71F0:3333::1

Example: 157.60.41.211

Figure 5-13. Configure the DNS server addresses

Note This method automatically populates the field with an IPv6 address ending in 3333::1. This IPv6
address is assigned to the Internal network interface of the DirectAccess server and is used by the DNS64
service. This is the preferred method for configuring DNS servers and ensures that DirectAccess clients always
use the DNS64 service running on the DirectAccess server for name resolution.
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Local name-resolution behavior using IPv6 Link Local Multicast Name Resolution (LLMNR) and
NetBIOS over TCP/IP can also be configured. There are three local name-resolution options to choose from.
They are:

e  Uselocal name resolution if the name does not exist in DNS (most restrictive).
This option is the most secure. When this option is selected, DirectAccess clients will
only use local name resolution for host names that can’t be resolved by internal DNS
servers. However, if a host name can be resolved, or the internal DNS servers are not
available, local name resolution will not be used.

e  Uselocal name resolution if the name does not exist in DNS or DNS servers are
unreachable when the client computer is on a private network (recommended).
This is the recommended option and provides reasonable security, as it only allows
the use of local name resolution on a private network when internal DNS servers are
unavailable.

e  Uselocal name resolution for any kind of DNS resolution error (least restrictive).
This option provides the least security. If internal DNS servers are unavailable, or if
any type of DNS error is encountered, local name resolution will be used.

DNS Suffix Search List

Click Next to configure the DNS suffix search list (Figure 5-14).

£ Remote Access Setup X

l’ﬂ Infrastructure Server Setup
~ Configure infrastructure servers. DirectAccess clients access these servers before connecting to resources on the internal network.

Network Location Server Add additional suffixes to search for short unqualified name in multiple locations. If a query fails for a
DNS suffix, the other suffixes are appended to the name and the DNS query is repeated for the alternate FQDN.

DNS Suffix Search List

Management B Configure DirectAccess clients with DNS client suffix search list

Detected domain suffixes: Domain suffixes to use:

<Primary DNS suffix of client>
lab.richardhicks.net

Add -> A
<- Remove v
New Suffic | | Add

0 The primary domain DNS suffix appears first in the list.

< Back Next > Finish Cancel

Figure 5-14. Configure the DirectAccess client DNS suffix search list
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The option to Configure DirectAccess clients with DNS client suffix search list is enabled by default.
This is recommended to ensure that DirectAccess clients can properly resolve single-label hostnames using
internal DNS servers. To include additional DNS suffixes, enter a new suffix name and click Add.

Management

Click Next to configure management servers (Figure 5-15). Management servers are reachable by the
DirectAccess client without requiring a user to be logged on. These may include patch-management servers,
remediation servers, or any other server that must be accessible to the DirectAccess server prior to user logon.

£ Remote Access Setup X
Infrastructure Server Setup
- Configure infrastructure servers. DirectAccess clients access these servers before connecting to on the i
Network Location Server Specify management servers used for DirectAccess client management. For example update and
DNS remediation servers,
DNS Suffix Search List Management servers:

M Management Servers (IP Address, IPv6 Prefix, FQDN)

After you complete the wizard and apply the settings, the management servers list will be
updated with automatically-discovered System Center Configuration Manager servers.

< Back Next > Cancel

Figure 5-15. Configure the DirectAccess management servers
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To add a management server, double-click a blank entry and provide the hostname or IPv4 address of
the internal management server and click OK (Figure 5-16). Once complete, click Finish.

£% Add a Management Server X

Specify the computer name or |IPv4 address:
@® Computer name (FQDN):
| epo Jab richardhicks net
Example: engineeringcomputer1.contoso.com

O IPv4 address

Example:
157.60.79.2

o] [ omes

Figure 5-16. Add a management server

Note It is not necessary to enter names or IP addresses for management servers that register SRV records
in DNS. For example, management servers running Windows Server Update Services (WSUS) or System Center
Configuration Manager (SCCM) will automatically be discovered and added to the management servers list
during initial DirectAccess configuration. This may apply to some third-party management platforms as well.
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Finish and Apply Changes

At the completion of Step 3, configuration changes can be applied by clicking Finish in the lower-right
corner of the Remote Access Management console. This brings up a window that provides a summary of the
remote access configuration settings (Figure 5-17).

£ Remote Access Review m} X

Review the configuration settings. A

~ GPO Settings change..

LAB

DirectAccess server GPO name: DirectAccess Server Settings

Client GPO name: DirectAccess Client Settings
% Remote Clients

« DirectAccess is deployed for client access and remote client management
e DirectAccess security groups:

#2, LaB\DirectaccessClients
« Force tunneling is disabled v
« Resource used to verify internal network connectivity:

Savetoafie | Pint | Appy || Cancel

Figure 5-17. Summary of DirectAccess configuration settings
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By default, the Remote Access Setup Wizard will name the DirectAccess client and server settings GPOs
DirectAccess Client Settings and DirectAccess Server Settings, respectively. If different names are desired,

click Change next to GPO Settings and provide new GPO names as required. If prestaged GPOs are to be
used, click Browse and select them accordingly (Figure 5-18).

£ GPO Names

settings f required.
DirectAccess client GPO
: GPO containing DirectAccess client settings:
LAB [DrectAccess Client Settings

| [ Bowse.. | @ -

= DirectAccess server GPO
GPO containing DirectAccess server settings:

|[(Bowe. | @ -

* - Anew Group Policy Object (GPO) wil be created
== - Use existing Group Policy Object

Review the GPOs that will be applied to the client computers security group and the DirectAccess server in the relevant domains. Moddfy GPO

Figure 5-18. Edit the GPO settings

After reviewing the configuration settings, click Apply. Once the configuration has been applied

successfully, click More Details to review warning messages, if any were raised (Figure 5-19).
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Applying Remote Access Setup Wizard Settings

() More details

Figure 5-19. Configuration status window

All of the changes made using the Remote Access Setup Wizard are implemented using PowerShell
commands. These commands can be saved as a PowerShell script by right-clicking anywhere in the window
and choosing Copy script (Figure 5-20).
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Applying Remote Access Setup Wizard Settings

0 The configuration was applied successfully.

et
L—‘.I-'o Inttializing operations before applying configuration A

-4 Configuing Remote Access settings Copy
4% Retrieving server GPO details. .. | Copy script M

Clearing existing stale configuration R T
Checking the specified adapters... Auto scroll
Checking the network location server €.
Checking the network location server URL...
Checking the specffied adapters...
Checking for a native IPv6 deployment...

) Verifying the IP-HTTPS certificate...

W minutes.

Figure 5-20. Generate the PowerShell script
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Once the script has been copied, paste the contents of the clipboard into a new text file and save it
(Figure 5-21).

F da_config - Notepad — [m] X
File Edit Format View Help

hnstall-Remotenccess -NoPrerequisite -Force -PassThru -ServerGpoName ‘lab.richardhicks.net\DirectA
Set-DAServer -IPsecRootCertificate ([System.Byte[]]@(48,13e,3,217,48,130,2,193,160,3,2,1,2,2,19,79
3,219,212,66,164,186,173,236,96,153,211,43,55,180,160,63,174,246,153,70,69,11,117,195,2,195,59, 208
247,5,56,109,124,223,230,150,48,68,6,3,85,29,31,4,61,48,59,48,57,160,55,160,53,134,51,104,116,116,
45,61,152,159,8,196,149,240,201,207,154,58,0,132,20,255,18,216,239,178,251,244,30,44,61,58,89,117,
Add-DAClientDnsConfiguration -DnsSuffix '.azure.richardhicks.net' -DnsIPAddress @('2002:cb@@:71f@:
Add-DAClient -SecurityGroupNamelist @('LAB\DirectAccessClients') -Verbose -ComputerName ‘edgel.lab
Remove-DAClient -SecurityGroupNamelist @('lab.richardhicks.net\Domain Computers®') -Verbose -Comput
Set-DAClient -Downlevel "Enabled’ -OnlyRemoteComputers ‘Disabled’ -Verbose -ComputerName ‘edgel.la
Set-GPRegistryValue -Type 'String' -Value 'lab.richardhicks.net,azure.richardhicks.net’ -Name 'Dir

Set-GPRegistryValue -Type 'String' -Value 'lab.richardhicks.net,azure.richardhicks.net’ -Name 'Dir

Set-DAClientExperienceConfiguration -FriendlyMName ‘Workplace Connection’ -PreferlLocalNamesAllowed

Figure 5-21. Save the PowerShell script

Confirm Policy Application

Once the DirectAccess configuration is complete and the settings have been applied, highlight Operations
Status in the navigation tree of the Remote Access Management Console to view the DirectAccess server’s
Operations Status (Figure 5-22). The Operations Status for all DirectAccess-supporting services should
indicate Working and have a green check next to them.

15 Remnete Access Management Console - 8 x

Tasks

¥ Combiguration
Directiiccess and VPN
I Dashboard

ng 16 mmtes, 37 seconds
£ Directhccess A Worng 16 mnutes, 37 seconds

BB Femote Client Statun

i fepertmng P Working 21 mimutes, 37 seconds Disable Connectivity Check (FING)
ONS Wordng 16 minwtes, 37 secancs
adou’ DNSSS Worldng 21 minwtes, 37 secondy
Daman controler Workng 21 mieutes, 37 seconds
P-HTTPS Working 21 minutes, 37 seconds
Prec Working 21 minutes, 37 seconds
NATEL Working 21 mirwtes, 37 seconds
Hetwork sdapters Worling 21 mirtes, 37 seconds
Network location server Worong 16 mimutes, 33 seconds
Network security Working 21 mimutes, 37 seconds
Services Working 16 minutes, 38 seconds
o Details A
& edgellaborichardhicks.net: Working properly

Figure 5-22. DirectAccess server operation status
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Step 4: Application Servers (Optional)

Step 4 of the Remote Access Setup Wizard is optional. By default, DirectAccess client communication is
authenticated and encrypted only between the DirectAccess client and the server. Communication between
the DirectAccess server and hosts on the Internal network is not authenticated or encrypted.

If full end-to-end authentication—and, optionally, encryption—from the DirectAccess server to specific
application servers is required, click Edit under Application Servers on Step 4. Select the option to Extend
authentication to selected application servers, click Add, and specify an Active Directory security group
that includes servers requiring end-to-end authentication (Figure 5-23).

£ Remote Access Setup X

DirectAccess Application Server Setup

L Optionally configure authentication between DirectAccess clients and internal application servers.
-

(O Do not extend authentication to application servers
(8) Extend authentication to selected application servers
Select the security groups containing the servers:

| [ A

|:| Allow access only to servers included in the security groups

With this option enabled, clients can only access appl 1 servers in the fied security groups. Clients can still access
infrastructure servers, including domain controllers, DNS servers, and servers used for DirectAccess client management.

[ Do not encrypt traffic. Use authentication only

With this setting enabled, end4o-end traffic is authenticated but not encrypted. This option is less secure. Authentication without
encryption is supported only for application servers running Windows Server 2008 R2 or a later operating system

l\ IPvE addressing is required to enable addtional end{o-end authentication

Figure 5-23. Extend authentication to selected application servers

Two additional configuration options are available to choose from. They are as follows:

e Allow access only to servers included in the security groups. Select this option to
allow DirectAccess clients to access only the internal application servers included
in the defined security groups. DirectAccess clients will still be able to access
infrastructure and management servers.

e Do not encrypt traffic. Use authentication only. Select this option if only
authentication is required and not encryption. Application servers must be running
Windows Server 2008 R2 or later to support this option.
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Note When configuring DirectAccess end-to-end authentication and encryption, application servers must
be configured with an IPv6 address. If IPv6 has not been deployed on the Internal network, the ISATAP IPv6
transition protocol can be used for deployments where it is supported.

Summary

Using the Remote Access Setup Wizard is the recommended and preferred method for configuring
DirectAccess. It allows more-granular configuration than the Getting Started Wizard does and, crucially,
provides the ability to support more-advanced deployment scenarios. It is required for configuring
DirectAccess to support Windows 7 clients, and to implement DirectAccess using configuration best
practices, such as using security groups for deploying client settings, using a public SSL certificate for
IP-HTTPS, and hosting the NLS on another server. Also, using the Remote Access Setup Wizard is necessary
in order to configure advanced settings like force tunneling, strong user authentication, and end-to-end
encryption.
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Configure DirectAccess Load
Balancing

For many organizations, providing secure remote access is vital to the productivity of remote employees.
Ensuring that the solution is highly available is critical, and eliminating single points of failure is crucial to
making sure that planned or unplanned outages do not prevent mobile workers from accessing resources on
the corporate network when they are outside the office.

In addition, many DirectAccess deployments require more than one server in order to adequately meet
demands when supporting large numbers of connected DirectAccess clients.

To address both availability and scalability requirements, DirectAccess supports load balancing using
either native Windows Network Load Balancing (NLB) or an external load balancer (ELB). With load
balancing enabled and configured, single points of failure are eliminated and essential redundancy is
provided. In addition, capacity can be added to support more DirectAccess clients, if required.

Load Balancing

In generic terms, load balancing is a concept where network traffic is distributed among multiple redundant
systems for a variety of purposes. First is the obvious: improving availability. If multiple systems are available
to process requests and one becomes unavailable for any reason (planned or unplanned), service is not
interrupted, as other systems are available to handle the load. The second, and less obvious reason, is
scalability. If one system does not have the capacity to handle all of the requests, additional capacity can be
added by adding more servers.

DirectAccess Load Balancing

DirectAccess supports load balancing using either Windows Network Load Balancing (NLB) or a physical or
virtual external load balancer (ELB).

Windows Network Load Balancing

Windows Network Load Balancing is a feature of the Windows Server 2016 operating system and is designed
to distribute network traffic evenly to all hosts in the load-balanced cluster. It is a simple and cost-effective
way to provide local redundancy for DirectAccess. A maximum of eight nodes are supported in a single
DirectAccess server cluster with NLB.
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NLB for DirectAccess supports two distinct operating modes: unicast (default) and multicast. Each has
its own advantages and disadvantages.

Unicast Operating Mode

When NLB is enabled, the default operating mode is set to unicast. In this mode, the MAC address of each host
in the cluster is overwritten with a common MAC address. Additionally, NLB prevents the network switch from
learning this MAC address. By design, this induces switch flooding, which allows all hosts in the NLB cluster to

"see” all traffic. The NLB driver then decides which host in the cluster will process the incoming request.

Multicast Operating Mode

NLB can also be configured in multicast operating mode. In this mode, each host in the cluster retains

its original MAC address, and a multicast MAC address is assigned to the cluster’s IPv4 address. In many
environments, network routers will not deliver packets to a unicast IPv4 address associated with a multicast
MAC address, so creating a static Address Resolution Protocol (ARP) entry on the router for the subnet
where the DirectAccess servers reside is often required.

Note NLB in multicast operating mode is required when the DirectAccess server is hosted in a VMware virtual
environment. Details about how to configure NLB in multicast operating mode are covered later in this chapter.

NLB Drawbacks

NLB is simple and effective, but it comes with some potential drawbacks. DirectAccess is limited to eight
nodes when using NLB, but four nodes should be considered the practical limit. In addition, NLB operates at
Layer 2 of the Open Systems Interconnection (OSI) model.! Cluster members communicate with each other
via heartbeat messages. These heartbeats are broadcast by all nodes in the cluster once per second, and all
hosts on the network segment receive this traffic, including those that are not part of the cluster. This results
in a lot of noise on the network, which can degrade network performance. NLB also consumes valuable CPU
cycles on the DirectAccess server, which can negatively impact performance. All of these problems become
exponentially worse as more hosts are added to the cluster.

Note For more information about Windows Network Load Balancing, see Overview of Network Load
Balancing on Microsoft TechNet (https://technet.microsoft.com/en-us/1library/cc725691.aspx).

External Load Balancer

A better choice to provide load balancing for DirectAccess servers is to use a dedicated, purpose-built load-
balancing appliance. External load balancers operate at Layers 3-7 of the OSI model and provide better
performance than NLB does. In addition, external load balancers offer more intelligent traffic distribution
and provide better visibility compared to NLB. A maximum of 32 nodes are supported in a single
DirectAccess server cluster with an external load balancer.

'https://en.wikipedia.org/wiki/0SI_model.
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The external load balancer can be physical or virtual. A physical appliance is recommended for
optimum performance. Virtual appliances work well for smaller deployments.

Capacity Planning

When designing a load-balanced architecture, ensure that enough capacity exists, even in a failure state. For
example, if two load-balanced servers are running at 70 percent capacity and one fails, the remaining server
will not have enough reserve capacity to handle both its load and the failed server’s load. The result will be a
total outage, with the first server being overrun with requests.

Ideally, the load-balanced system should be designed such that a single server failure will not result in
overloading the remaining servers. For example, if three servers are load-balanced, and each is running at
25 percent utilization, a failure of one server will result in increased utilization on the remaining servers, but
they will still have enough reserve capacity to handle the additional load.

Preparing for Load Balancing

By definition, load balancing implies that there will be at least two servers. Before adding another
DirectAccess server to create a cluster, the new server must be prepared as outlined in Chapter 3. It must
have Windows Server 2016 installed and configured, it must be joined to the domain, and it must have the
necessary certificates installed. It must also have the DirectAccess role installed.

Important DO NOT configure DirectAccess on the second server! Install the DirectAccess-VPN role only.
The server will be added to the cluster and configured from the first server.

Add NLB Feature

Adding the NLB feature can be accomplished using either the GUI or PowerShell. PowerShell is the
preferred method for installing the feature, as it takes only a single PowerShell command to install the role
and management tools.

Note Itis not necessary to install the NLB feature when using an external load balancer.

PowerShell

To install the NLB feature, open an elevated PowerShell window on the DirectAccess server and enter the
following command:

Install-WindowsFeature NLB -IncludeManagementTools

Note Repeat this step on each DirectAccess server that will be joined to the cluster.
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GUI

To install the NLB feature using the GUI, open the Server Manager on the DirectAccess server, click Manage
in the upper-right corner of the window, and then click Add Roles and Features. Click Next, choose Role-
based or feature-based installation, and click Next. Choose Select a server from the server pool and click
Next twice, then select the Network Load Balancing feature (Figure 6-1).

e Add Roles and Features Wizard - (m} X
DESTINATION SERVER
Select features Wi

Select one or more features to install on the selected server.

Before You Begin

Installation Type Features Description
erver Selection L IF AUUIT33 MGHAYSIITIIL [ v SCI Ve A Network Load Balancing (NLB)
erver Roles [] iSNS Server service distributes traffic across several
Server Roles
[] Isolated User Mode servers, using the TCP/IP networking
[] LPR Port Monitor protocol. NLB is particularly useful
[[] Management OData IIS Extension for ensuring that stateless
v Message Queuing applications, such as Web servers
O Mulll.pafh o running Internet Information
[J MultiPoint Connector Services (IIS), are scalable by adding
Network Load Balancing additional servers as the load
[[] Peer Name Resolution Protocol increases.

[ Quality Windows Audio Video Experience
+| RAS Connection Manager Administration Kit (CM£
[] Remote Assistance
[[] Remote Differential Compression
I [m] Remote Server Administration Tools (2 of 41 instal
[C] RPC over HTTP Proxy
[] Setup and Boot Event Collection
[ Simple TCP/IP Services
+/| SMB 1.0/CIFS File Sharing Support (Installed)

< Previous ] | Next > Install Cancel

Figure 6-1. Select the Network Load Balancing feature

Click Add Features when prompted to add features that are required for Network Load Balancing
(Figure 6-2) and click Next.
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[z Add Roles and Features Wizard X

Add features that are required for Network Load
Balancing?

The following tools are required to manage this feature, but do not
have to be installed on the same server.

4 Remote Server Administration Tools
4 Feature Administration Tools
[Tools] Network Load Balancing Tools

Include management tools (if applicable)

Add Features Cancel

Figure 6-2. Add features required for Network Load Balancing

Confirm installation selections and click Install (Figure 6-3).
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T, Add Roles and Features Wizard _ a %
Confirm installation selections Lot

To install the following roles, role services, or features on selected server, click Install.

[] Restart the destination server automatically if required

Optional features (such as administration tools) might be displayed on this page because they have
been selected automatically. If you do not want to install these optional features, click Previous to clear
their check boxes.

Remote Server Administration Tools
Feature Administration Tools
Network Load Balancing Tools

Export configuration settings
Specify an alternate source path

Next > Install H Cancel

Figure 6-3. Confirm your installation selections

Hyper-V and NLB

Special consideration is required when enabling NLB on DirectAccess servers hosted in a Hyper-V virtual
environment. By default, Hyper-V virtual switches will not send or receive traffic for hosts where the MAC
address has been changed in the operating system, which happens when NLB is configured in unicast
operating mode. To resolve this issue, MAC address spoofing must be enabled on each DirectAccess server
virtual network interface. To do this, open the Hyper-V manager and right-click Settings on the DirectAccess
virtual server. Expand Network Adapter and highlight Advanced Features. Check the box next to Enable
MAC address spoofing (Figure 6-4). Repeat this process for each network adapter on the DirectAccess
server and on each DirectAccess server that will be part of the cluster.
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2 Hardware
4’_’.‘ Add Hardware
1K Firmware

Boot from Fie

@ searity.

ot enabled

2 Virtual processors

= & SCSI Controller
® & Hard Drive

= § Network Adapter

Hardware Acceleration
® U Network Adapter

o e M

2 Management

;_‘ Smart Paging File Location
I Automatic Start Action

Restart if previously running
{8 Automatic Stop Action

Advanced Features

MAC address
@ Dynamic
O static
00 |- 15 |-/ 5D |-/ 00 |-/ 01 |-/ 26
MAC address spoofing allows virtual machines to change the source MAC
address in outgoing packets to one that is not assigned to them.
[4] Enable MAC address spoofing <«

DHCP guard
DHCP guard drops DHCP server messages from unauthorized virtual machines
pretending to be DHCP servers.

[[] Enable DHCP guard

Router guard
Router guard drops router advertisement and redirection messages from
unauthorized virtual machines pretending to be routers.

[[] Enable router advertisement guard

Protected network
xn&swmmdummmaswmwammmws
tected.

[ Protected network

Port mirroring
Port mirroring allows the network traffic of a virtual machine to be monitored by
copying incoming and outgoing packets and forwarding the copies to another
virtual machine configured for monitoring.

Mirroring mode: None v

Figure 6-4. Enable MAC address spoofing

Enable Network Load Balancing (NLB)

To enable load balancing using Windows Network Load Balancing, open the Remote Access Management
console on the first DirectAccess server, highlight DirectAccess and VPN in the navigation tree, and click

Enable Load Balancing under Load Balanced Cluster in the Tasks pane (Figure 6-5).
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> Tasks

General A
Remove Configuration Settings
Add an Application Server
View Configuration Summary
Refresh Management Servers
Reload Configuration

VPN A
Open RRAS Management
Enable VPN
Enable Site-to-Site VPN

Multisite Deployment A
Enable Multisite

Load Balanced Cluster A

Enable Load Balancing <«

Figure 6-5. Enable load balancing

Note To enable load balancing on a multisite DirectAccess entry point, highlight the entry point in the
navigation tree and click Enable Load Balancing under Load Balanced Cluster in the Tasks pane.

Click Next and choose Use Windows Network Load Balancing (NLBn (Figure 6-6).
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£ Enable Load Balancing X

Load Balancing Method

Before You Begin Select a load balancing method for this cluster.

Load Balancing Method

® Use Windows Network Load Balancing (NLB)

_) Use an external load balancer

Figure 6-6. Select a load-balancing method

The existing dedicated IP address (DIP) assigned to each network interface on the first DirectAccess
server will become the virtual IP address (VIP) for the cluster.? A new dedicated IP address for the
DirectAccess server must then be assigned (Figures 6-7 and 6-8). Provide new IP addresses to be assigned to
this DirectAccess server and click Next.

*https://www.youtube.com/watch?v=3tdqgY9Y-uo
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£ Enable Load Balancing

External Dedicated IP Addresses

Before You Begin Configure dedicated IP addresses (DIPs) for the server external adapter. With load balancing
enabled, the current primary DIPs of the network adapters will be used as the virtual IP

Load Balancing Methed
addresses (VIPs) for the load balanced cluster.

intemal Eips IPvd address: |203.0.113.241
Example: 203.0.113.18

Subnet mask: | 255.255.255.0
Example: 255.255.0.0

(PfemcmsiE Next > g Commit _

Figure 6-7. Configure a new external dedicated IP address
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£ Enable Load Balancing

Before You Begin
Load Balancing Method

External DIPs

Internal Dedicated IP Addresses

Configure dedicated IP addresses (DIPs) for the server internal adapter. With load balancing
enabled, the current primary DIPs of the network adapters will be used as the virtual IP

addresses (VIPs) for the load balanced cluster.

I1Pv4 address: '1?2.15,! 241
Example: 10.0.0.18

Subnet mask: |255.255.255.0
Example: 255.255.0.0

Commit

[ <Previous | | Next> |

Figure 6-8. Configure a new internal dedicated IP address

Confirm the load-balancing settings and click Commit (Figure 6-9).
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£ Enable Load Balancing X

Summary

Confirm load balancing settings.

Load balancing method: Windows Network Load Balancing (NLB)
sk External DIPs: 203.0.113.241/255.255.255.0
External VIPs: 203.0.113.240/255.255.255.0
Internal DIPs: 172.16.1.241/255.255.255.0;
2002:cb00:71f0:3333:1/128
Internal VIPs: 172.16.1.240/255.255.255.0

Next > Commit H Cancel

Figure 6-9. Confirm load-balancing settings

Note Initial configuration of NLB for DirectAccess must ALWAYS be performed using the Remote Access
Management console. NLB settings are managed exclusively by DirectAccess. Initial configuration of NLB
should NEVER be performed using the native Network Load Balancing manager. Once NLB has been configured,
viewing the NLB status and changing the cluster operation mode using the NLB manager is acceptable.

VMware and NLB

Special consideration is required when enabling NLB on DirectAccess servers hosted in a VMware virtual
environment. NLB operates in unicast mode by default, and all nodes in the cluster share the same MAC
address. In physical environments, the operating system masks the MAC address for outgoing traffic,
preventing the switch from learning it. This induces switch flooding, which is by design and is crucial to the
operation of NLB. However, the VMware hypervisor knows the virtual server’s MAC address and proactively
shares that information with the virtual switch when the virtual machine starts. Fundamentally, this breaks
NLB and results in all cluster traffic being delivered to a single node in the cluster.
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To resolve this issue, it will be necessary to change the default NLB operation mode from unicast to
multicast. To do this, it will be necessary to install the Network Load Balancing Manager on a separate
Windows system. The NLB manager can be installed on Windows client operating systems by installing the
Remote Server Administration Tools (RSAT),® or on any Windows Server 2012 R2 or Windows Server 2016
host by opening an elevated PowerShell command window and entering the following command:

Install-WindowsFeature RSAT-NLB

Once complete, open the Network Load Balancing manager, choose Cluster from the drop-down
menu, and then choose Connect to existing. Enter the hostname of the DirectAccess server and click
Connect (Figure 6-10). Select the Internal DA cluster and click Finish. For dual-NIC deployments, repeat
these steps for the Internet DA cluster.

Connect to Existing : Connect X

Connect to a host and select a cluster on that host

Host: ledge 1 Connect
Connection status
Connected

Clusters

Cluster name Cluster IP Inteface name

Intemal DA cluster... 172.16.1.240 Intemal
Intemet DA cluster... 203.0.113.240 Exdemal

< Back Cancel Help

Figure 6-10. Connect to thr DirectAccess NLB clusters

’The Remote Server Administration Tools for Windows 10 can be downloaded here: https://www.microsoft.com/
en-us/download/details.aspx?id=45520
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Expand Network Load Balancing Clusters, then right-click Internal DA cluster and choose Cluster
Properties. Select the Cluster Parameters tab and choose Multicast for the cluster operation mode
(Figure 6-11). For dual-NIC deployments, repeat these steps for the Internet DA cluster.

Internal DA cluster - {D6DB7FAF-063D-4EDE-A4DE-2160B72A7547)(172.16.1.240) ... X

Cluster IP Addresses Cluster Parameters  Port Rules

Cluster IP configuration

IP address: 172.16.1.240 ™
Subnet mask: | 255.255.255. 0 |

Full Intemet name: |intemal DA cluster - {DS|

Network address: 03bf-ac-10-0140

Cluster operation mode

(O Unicast

(® Multicast

(O IGMP mutticast

.

Figure 6-11. Enable the Multicast cluster operation mode

Note For detailed information about running NLB on VMware, visit https://kb.vmware.com/kb/1556.

Add DirectAccess Servers

Once load balancing has been enabled for DirectAccess, additional servers can be added to the cluster to
increase capacity and provide redundancy. To add a DirectAccess server to the cluster, open the Remote
Access Management console on the first DirectAccess server, highlight DirectAccess and VPN in the
navigation tree, and click Add or Remove Servers under Load Balanced Cluster in the Tasks pane. Click
Add Server and enter the hostname of the second DirectAccess server, then click Next (Figure 6-12).
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Note To add a server to a multisite DirectAccess entry point, highlight the entry point in the navigation tree
and click Add or Remove Servers under Load Balanced Cluster in the Tasks pane.

£ Add 2 Server X
Select Server
Select Server Select the Remote Access server to be added to the load balanced cluster.
MNetwork Adapters
Summar Server name:
edge2 | Browse...

Add Cancel

Figure 6-12. Add a remote access server to a load-balanced cluster

Reminder Ensure that servers being added to the DirectAccess cluster are properly configured and
meet all installation prerequisites prior to adding the. Most important, the DirectAccess-VPN and NLB roles must
be installed but not configured. In addition, ensure that all required certificates (IPsec and IP-HTTPS) are in
place before proceeding.

Review the network adapter and IP-HTTPS certificate settings and click Next (Figure 6-13).
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£ Add a Server

Network Adapters

Select Server

Network Adapters

Summary

Select the network adapters that connect to the external and internal networlk.

External adapter: Internal adapter:
External % Internal o
203.0.113.242 Details 172.16.1.242 Details

Select the certificate used to authenticate IP-HTTPS connections.
Use a self-signed certificate

CN="richardhicks.net, OU=Domain Control Validated

(o] (o> ] [ hao

Figure 6-13. Confirm network adapter and IP-HTTPS certificate settings

Confirm the server settings and then click Add and Close. To add more servers, click Add Server and
repeat the process as necessary. Once finished, click Commit (Figure 6-14).
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£ Add or Remove Servers X
Add or Remove Servers

Add or remove servers from a load balanced cluster. The cluster must contain at least one server.

Server Name External Adapter Internal Adapter VPN Static Pool
EDGE1.LAB.RICHARDHICKS.NET External Internal
edge2.lab.richardhicks.net External Internal

Commit H Cancel l

Figure 6-14. Add or remove servers from a load-balanced cluster

Enable External Load Balancer (ELB)

Enabling load balancing for DirectAccess using an external load balancer (ELB) is similar to configuring
NLB. However, the NLB role does not need to be installed when enabling ELB. To configure ELB, follow the

steps outlined previously for enabling NLB, this time choosing the option to Use an external load balancer
(Figure 6-15).
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3:.‘3 Enable Load Balancing X
Load Balancing Method

Select a load balancing method for this cluster.

) Use Windows Network Load Balancing (NLB)

Load Balancing Method

m
i
]
3
w
o
0

® Use an external load balancer

Figure 6-15. Select a load-balancing method

VIP Assignment

As described earlier in this chapter, the DIPs on the first DirectAccess server become the VIPs for the cluster.
However, unlike NLB, the ELB VIP is not actually assigned anywhere. Rather, it is reserved for use on the ELB
device, if necessary.

Assigning the VIP to the ELB is optional. For example, a common DirectAccess network topology has
the External network interfaces residing in a perimeter or DMZ network. The ELB has a public IPv4 address
assigned as a VIP, with the perimeter/DMZ DIPs of the DirectAccess servers configured as pool members.

There is no need to load balance the Internal network interfaces when the DirectAccess servers are
configured with two network interfaces, unless the web-probe host URL is being hosted on the DirectAccess
servers. In this scenario, assign a different resource for the web-probe host (DirectAccess and VPN
configuration, Step In Network Connectivity Assistant). Alternatively, the VIP can be assigned to the ELB, and
TCP port 80 can be load balanced to the Internal network interface of each DirectAccess server.*

*https://directaccess.richardhicks.com/2014/08/12/directaccess-clients-in-connecting-state-
when-using-external-load-balancer/
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Load Balancer Configuration

Prescriptive guidance for configuring the external load balancer itself differs greatly between vendors and

is outside the scope of this book. However, in general terms, configuring an external load balancer for
DirectAccess is fundamentally the same as load balancing a secure web server. The external load balancer
should be configured to load balance HTTPS traffic on TCP port 443. It should also be configured to perform
SSL bridging; SSL termination (offloading) is not supported.® The external DIPs of each DirectAccess server
are configured as pool members. Consult the load balancer vendor for detailed information.

Note Load balancing for Teredo traffic isn't recommended, because it is complex and prohibitively difficult
to implement correctly. If load balancing for Teredo is required, configuration guidance can be found here:
https://waw.f5.com/pdf/deployment-guides/f5-uag-dg.pdf.

Summary

Enabling DirectAccess load balancing allows administrators to improve availability for the remote access
solution by eliminating single points of failure in their architecture. It also provides important scalability to
accommodate large deployments where many DirectAccess clients will be supported.

NLB can be deployed quickly and is a cost-effective way to improve reliability. However, NLB has some
potentially serious drawbacks, especially for large deployments. In practice, NLB should be considered for
small to mid-sized deployments only. An external load balancer should be deployed for the best overall
experience.

>Some load balancers can be configured to provide SSL offload for DirectAccess IP-HTTPS traffic. Although not
supported, it can be an effective way to improve performance and scalability on DirectAccess servers in some scenarios.
More details can be found here: http://directaccess.richardhicks.com/2013/07/10/ssl-offload-
for-ip-https-directaccess-traffic-from-windows-7-clients-using-f5-big-ip/.
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CHAPTER 7

Configure DirectAccess
Geographic Redundancy

Where load balancing provides local redundancy and high availability, multisite DirectAccess provides
geographic redundancy and failover for DirectAccess clients across multiple locations. If an outage occurs
that affects all DirectAccess servers in one location—for example, a datacenter’s connection to the Internet
fails—DirectAccess clients will still be able to connect to an entry point in another location.

Multisite DirectAccess also accommodates geographically dispersed clients. If an organization has
DirectAccess clients connecting from many different regions, the DirectAccess experience is improved when
those clients can connect to an entry point closer to their physical location.

Client Support

Multisite DirectAccess can be leveraged by all supported DirectAccess clients. However, not all multisite
features are available to all of them.

Windows 8.x and Windows 10

Windows 8.x and Windows 10 clients are aware of all entry points in the organization. When a Windows 8.x/10
client initiates a DirectAccess connection, it will check the status of all entry points and connect to the closest
one. “Closest” is defined as the entry point that responds the quickest to a probe sent automatically by the client.

Optionally, an administrator can allow Windows 8.x and Windows 10 clients to manually select an entry
point to connect to, if required.

Windows 7

Windows 7 clients can be provisioned in a multisite deployment, but their functionality is limited. Windows 7
clients must be assigned to a specific entry point and are unaware of other entry points in the organization.
They will always connect to their assigned entry point and will not fail over.
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Note There’s a common misconception that Windows 7 clients can transparently fail over to another
entry point if a Global Server Load Balancer (GSLB) is used. A Windows 7 client can’t establish a DirectAccess
connection just because the entry point’s public hostname can be resolved to another entry point. Using GSLB to
point the client to another entry point only swings the IPv6 transition tunnel to the new entry point. However, the
DirectAccess client still expects to connect to its assigned DirectAccess servers using specific IPv6 addresses.
Although the Windows 7 client will successfully establish a transition tunnel, the tunnel endpoint IPv6 addresses
inside the transition tunnel will be incorrect, and IPsec will fail. This will prevent access to internal resources.

Preparing for Multisite

A number of prerequisites must be in place prior to implementing multisite DirectAccess. Considerations for
DirectAccess servers, Active Directory Security groups, and SSL certificates must be made.

DirectAccess Servers

Much like preparing a DirectAccess server for load balancing, DirectAccess servers that will be added to

a multisite configuration must meet all installation prerequisites. Windows Server 2016 must be installed
and joined to the domain, all necessary certificates must be installed, and the DirectAccess-VPN role must
be installed. Again, it is not necessary to configure DirectAccess directly on these servers. All DirectAccess
configuration will be performed from a previously deployed DirectAccess server.

Security Groups

If Windows 8.x and Windows 10 clients are to be supported exclusively, no additional security groups are
required. However, if Windows 7 clients are to be supported as well, one additional security group per entry
point is required. For example, a multisite DirectAccess deployment with two entry points will require three
security groups in total. One security group will be dedicated to Windows 8.x and Windows 10 clients, with
one security group for each entry point dedicated to Windows 7 clients."

Note Itis crucial that DirectAccess clients belong to only one security group. Windows 8.x and Windows 10
clients must not reside in Windows 7 groups, and Windows 7 clients must not be included in the Windows 8.x/10
group. If a Windows 7 client is to be moved from one entry point to another, remove the client from its current
security group first before placing it in another. When performing in-place upgrades from Windows 7 to Windows
8.x or Windows 10, it is recommended that the client be removed from the DirectAccess security group before
being upgraded. Once the upgrade is complete, the client can be placed in the Windows 8.x/10 DirectAccess
client security group.

!This assumes that all DirectAccess clients are members of a single domain. Additional security groups may be required
if DirectAccess clients reside in more than one domain.
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DNS

Each additional entry point will require its own unique public hostname. This hostname must resolve in
public DNS to the IPv4 address assigned to the DirectAccess server’s External network interface, or to the
IPv4 address assigned to the edge security device protecting the DirectAccess server.

IP-HTTPS Certificate

The IP-HTTPS certificate installed on the DirectAccess server(s) must match the public hostname for the
entry point. Optionally, a wildcard certificate can be deployed.

Enable Multisite

The process of enabling multisite DirectAccess involves first converting the existing DirectAccess server(s) to
an entry point, then creating additional entry points and adding servers as necessary.

Important Enabling multisite DirectAccess will disconnect clients that are connected remotely! They will
not be able to reconnect until they perform a group policy update. This will require clients to be reconnected to
the LAN or connect out-of-band via client-based VPN.

Create the First Entry Point

To enable multisite DirectAccess, open the Remote Access Management console, highlight DirectAccess
and VPN in the navigation tree, and click Enable Multisite under Multisite Deployment in the Tasks pane
(Figure 7-1).
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> Tasks

General A
Remove Configuration Settings
Add an Application Server
View Configuration Summary
Refresh Management Servers
Reload Configuration

-VPN A
Enable VPN

Multisite Deployment A
Enable Multisite < e—

Load Balanced Cluster /\
Configure Load Balancing Settings
Add or Remove Servers

Disable Load Balancing

Figure 7-1. Enabled multisite

Click Next and provide a descriptive name for the multisite DirectAccess deployment. The existing
DirectAccess server(s) will become the first entry point, so also provide a name for the new entry point
(Figure 7-2).
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£ Enable Multisite Deployment X

Multisite Deployment and Entry Point Name

Before You Begin Specify names to identify the multisite deployment, and the first entry point. This is used for

Deployment Name configuration and monitoring purposes.
yme e

Entry Point Selection

Multisite deployment name:
Richard M. Hicks Consulting

First entry point name:
US West

Figure 7-2. Provide multisite deployment and first entry point names

Note The multisite deployment name and entry point name are purely administrative. They are not
hostnames or Fully-Qualified Domain Names (FQDNs) and do not resolve in DNS.

Windows 8.x and Windows 10 clients will automatically select the best entry point to connect to.
Optionally, the administrator can allow DirectAccess clients to manually select an entry point, if desired.
Choose whether to allow DirectAccess clients to automatically and manually select, or to restrict them to
using automatic entry-point selection only, and click Next (Figure 7-3).
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£ Enable Multisite Deployment

Entry Point Selection

Before You Begin

Deployment Name

Glebal Load Balancing
Client Support

Summary

Client computers are automatically routed to the most suitable entry point. Optionally, clients
can manually select the entry point to which they connect. These settings are not applied to
client computers running Windows 7. Configure support for these clients on the Client Support
page in this wizard.

®) Assign entry points automatically, and allow clients to select manually

(O Assign entry points automatically only

s

Figure 7-3. Choose an entry-point selection option for Windows 8.x/10 clients

Select No, do not use global load balancing to allow Windows 8.x and Windows 10 clients to
automatically select an entry point on their own (Figure 7-4).
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£ Enable Multisite Deployment X

Global Load Balancing Settings

Before You Begin You can optionally configure global load balancing to direct client computers to the closest
Deployment Name entry point.

Entry Point Selection

® No, do not use global load balancing
O Yes, use global load balancing

Summary Type the global load balancing FQDN to be used by all entry points:

Example: corp.fabrikam.com

Type the global load balancing IP address for this entry point:

Example: 203.0.113.20

[<rmion] [Net> e

Figure 7-4. Global load-balancing settings

Optionally, Select Yes, use global load balancing to integrate a Global Server Load Balancer (GSLB)
solution to enhance entry-point selection for DirectAccess clients (Figure 7-5).

109



CHAPTER 7 © CONFIGURE DIRECTACCESS GEOGRAPHIC REDUNDANCY

£ Enable Multisite Deployment X

Global Load Balancing Settings

Before You Begin You can optionally configure global load balancing to direct client computers to the closest
T ent: int.
Deployment Name ¥ PO

ntry Point Select ;
SUETY ERRE SO ) No, do not use global load balancing

Global Load Balancing

@) Yes, use global load balancing

Client Support

Type the global load balancing FQDN to be used by all entry points:
da-gslb.richardhicks.net

Example: corp.fabrikam.com

Type the global load balancing IP address for this entry point:
203.0.113.240

Example: 203.0.113.20

[ < Previous I f Next> | Commit Cancel

Figure 7-5. Optionally, configure global load balancing

If Windows 8.x and Windows 10 clients are to be supported exclusively, select the option to Limit
access to client computers running Windows 8 or a later operating system. If Windows 7 clients will
connect to this entry point, select the option to Allow client computers running Windows 7 to access this
entry point. Click Add, choose the appropriate security group, and then click Next (Figure 7-6).
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£ Enable Multisite Deployment X

Client Support

Before You Begin Specify whether this entry point can be accessed by client computers running Windows 7.

Deployment Name Access for tlhesle clients rlnust be mall'mally enabl!ed. Automatic routing or manual selection of
an entry point is not available for Windows 7 client computers.

Entry Point Selection

Glebal Load Balancing O Limit access to client computers running Windows 8 or a later operating system

@® Allow client computers running Windows 7 to access this entry point

Client GPO Settings A DirectAccessClientsWin7TUSWest (LAB\DirectAccessClien Add...

Windows 7 computers in these security groups should not be included in existing
DirectAccess client security groups. Otherwise, client DNS name resolution might
not work as expected, and clients might experience connectivity issues.

| <Previous || Net> | | Commit

Figure 7-6. Specify client support for this entry point

A new Active Directory Group Policy Object (GPO) will be created to apply settings to Windows 7 clients
for this entry point. Review and optionally adjust the name of the GPO, then click Next (Figure 7-7).
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£ Enable Multisite Deployment

Client GPO Settings

Deployment Name
Entry Point Selection lab.richardhicks.net

Glebal Load Balancing

Client Support

Before You Begin Select a GPO for remote clients in each domain.

DirectAccess Windows 7 Client Settin

| <Previous | | Next>

Validate GPOs

Figure 7-7. Select a GPO for Windows 7 clients

Confirm the multisite deployment settings and click Commit (Figure 7-8).
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£ Enable Multisite Deployment

Summary

Deployment Name
e Boint Calacti H 2
Entry Point Selection Multisite deployment name:

Gl | d Balancing .
obal Load Balancing Entry point name:

Client Support : - -
Manual entry point selection:

Client GPO Settings i
Global load balancing:
|
Client support:

;\'\l’indows 7 security groups:

;Wmdows 7 GPOs:

Before You Begin Confirm multisite deployment settings.

Richard M. Hicks Consulting {

US West
Enabled
Disabled

Allow client computers running Windows 7 to access
this entry point

lab.richardhicks.net\DirectAccessClientsWinTUSWest

lab.richardhicks.net\DirectAccess Windows 7 Client
Settings - US West

< Previous Next > | Commit || Cancel |

Figure 7-8. Confirm the multisite deployment settings

Add Additional Entry Points

Once the first entry point is configured, a second entry point can be established by highlighting
DirectAccess and VPN in the navigation tree, highlighting the root node of the enterprise, and then clicking
Add an Entry Point under Multisite Deployment in the Tasks pane (Figure 7-9).
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> Tasks

General A~

Remove Configuration Settings
Add an Application Server
View Configuration Summary
Refresh Management Servers

Reload Configuration

Multisite Deployment A

Configure Multisite Settings

Add an Entry Point <«mec—

Disable Multisite

Figure 7-9. Add an entry point

Enter the name of the DirectAccess server, provide a name for the new entry point, and then click Next
(Figure 7-10).
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£ Add an Entry Point X

Entry Point Details

y Point Details Select the Remote Access server associated with this entry point, and specify an entry point
Network Topology demiln

Remote Access server:

‘edge3.ab.richardhicks.net

Entry point name:
US East

< Previous Commit

Figure 7-10. Enter the name of the DirectAccess server and the entry point

If global load balancing is enabled, enter the public IPv4 address for this entry point (Figure 7-11).
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£ Add an Entry Point

Entry Point Details

Global Load Balancing

Network Topology

Global Load Balancing Settings

Global load balancing is enabled in the multisite deployment. Specify a global load balancing
IP address for this entry point. Addresses are used to direct client computers to the closest
entry point.

Type the global load balancing IP address for this entry point:
192.0.2.240

Example: 203.0.113.20

[ < Previous | F Next > | Commit

Figure 7-11. Enter the global load-balancing IP address for this entry point

Select the appropriate network topology for the new entry point. If the DirectAccess server does not
have two network adapters or a public IPv4 address assigned to the external adapter, some choices may be
unavailable. Choose a network topology and click Next (Figure 7-12).
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£ Add an Entry Point X

Network Topology

Entry Point Details Select the Remote Access server network topology.

@® Edge
In this topology, the Remote Access server is deployed at the edge of the internal corporate
network and is configured with two adapters. One adapter is connected to the internal
network. The other is connected to the Internet.

Network Name or IP Add...

O Behind an edge device (with two network adapters)
In this topology, the Remote Access server is deployed behind an edge firewall or device,
and is configured with two adapters. One adapter is connected to the internal network. The
other is connected to the perimeter network.

O Behind an edge device (with a single network adapter)
In this topology, the Remote Access server is deployed with a single network adapter that is
connected to the internal network.

|<P|-gv|ous|| Next > | | Commit _

Figure 7-12. Select a network topology

Enter the public hostname for the new entry point and click Next (Figure 7-13).

117



CHAPTER 7 © CONFIGURE DIRECTACCESS GEOGRAPHIC REDUNDANCY

£ Add an Entry Point X

Network Name or IP address

ntry Point Details . .
Entry Fo S Type in the public name or IP address used by clients to connect to the Remote Access server,

da-east.richardhicks.net

rork Topology

ork Name or IP Add.

Network Adapters

[ < Previous I f Next> | Commit Cancel

Figure 7-13. Enter the public hostname for the entry point

Note Although the GUI suggests that an IP address can be provided here, it is strongly recommended that
an FQDN be used instead.

Review the network adapter and IP-HTTPS certificate settings and click Next (Figure 7-14).
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£ Add an Entry Point X

Network Adapters

Select the network adapters that connect to the external and internal network.

Metwork Name or IF Add. External adapter: Internal adapter:

Network Adapters External ¥ Internal v
CRerE SUB0aR 192.02.240 Details 172.162.240 Details

Select the certificate used to authenticate IP-HTTPS connections.

CN="richardhicks.net, OU=D in Control Validated
[ < Previous | | Next > Commit Cancel

Figure 7-14. Configure network adapter and IP-HTTPS certificate settings

If this entry point will support only Windows 8.x and Windows 10 clients, select the option to Limit
access to client computers running Windows 8 or a later operating system. If Windows 7 clients will
connect to this entry point, select the option to Allow client computers running Windows 7 to access this
entry point. Click Add, choose the appropriate security group, and then click Next (Figure 7-15).
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£ Add an Entry Point X

Client Support

Entry Point Details Specify whether this entry point can be accessed by client computers running Windows 7.

Network Topology Access for tlhesle clients rlnust be mal:mally enabl!ed‘ Automatic routing or manual selection of
an entry point is not available for Windows 7 client computers.

Network Name or IP Add...

Network Adapters O Limit access to client computers running Windows 8 or a later operating system

@® Allow client computers running Windows 7 to access this entry point

Client GPO settings R T T e T | | Add.. |

Windows 7 computers in these security groups should not be included in existing
DirectAccess client security groups. Otherwise, client DNS name resolution might
not work as expected, and clients might experience connectivity issues.

|<P|-gv|ous|| Next > I | Commit

Figure 7-15. Specify client support for this entry point

A new GPO will be created with which to apply settings to Windows 7 clients for this entry point. Review
and optionally adjust the name of the GPO and click Next (Figure 7-16).
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£ Add an Entry Point X

Client GPO Settings

Entry Point Details Select a GPO for remote clients in each domain.

Network Topology )

Network Name or P Add..  laburichardhicks.net ciiticriaiici b i
MNetwork Adapters

Client Support

Client GP

Server GPO Settings

| Validate GPOs |

| < Previous | | Next > Commit

Figure 7-16. Select a GPO for Windows 7 clients

Another new GPO will be created, this time to apply settings to all DirectAccess servers belonging to this
entry point. Review and optionally adjust the name of the GPO, then click Next (Figure 7-17).
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£ Add an Entry Point X

Server GPO Settings

Entry Point Details Remote Access server settings are stored in an Active Directory GPO. Specify a name for the

Network Topology server GPO.

Network Name or IP Add... : - 1
lab.richardhicks.net DirectAccess Server Set'tmgs -Us EOS.

MNetwork Adapters

Client Support

Client GPO Settings

Summary

| Validate GPOs |

[<reiom] [Net> e

Figure 7-17. Select a GPO for the DirectAccess servers

Confirm the deployment settings for this entry point and then click Commit (Figure 7-18).
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£ Add an Entry Point X

Summary

Confirm entry point settings.

Server name: edge3.lab.richardhicks.net
Entry point name: US East
Network topology: Edge
L Network name/IP address: da-east.richardhicks.net
External adapter: External
- . Internal adapter: Internal
IP-HTTPS certificate: CN=".richardhicks.net, OU=Domain Control
Validated

Client support: Allow client computers running Windows 7 to access

this entry point

Windows 7 security groups: lab.richardhicks.net\DirectAccessClientsWin7USEast

Windows 7 GPOs: lab.richardhicks.net\DirectAccess Windows 7 Client
Settings - US East

Next > Commit H Cancel

Figure 7-18. Confirm the multisite deployment settings

Enable Load Balancing for an Entry Point

To enable load balancing for a newly provisioned entry point, or to add servers to an existing load-balanced
entry point, follow the procedures outlined in Chapter 6.

Multisite and GSLB

Multisite DirectAccess can be enhanced using a Global Server Load Balancing (GSLB) solution. GSLB can be
deployed using dedicated appliances or with Cloud-based services, such as Microsoft Azure Traffic Manager.”

GSLB Deployment Scenarios

Using a GSLB enables important new deployment scenarios, such as geolocation, weighted distribution, and
active/passive failover.

*https://directaccess.richardhicks.com/2016/04/04/directaccess-multisite-geographic-redundancy-
with-microsoft-azure-traffic-manager/
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Geolocation

GSLB solutions often incorporate geolocation with the use of client IP address information to more
accurately identify the physical geography where a client request originates. This allows for more consistent
geographic site selection than the native site-selection process provides.

Weighted Distribution

Weighted request distribution is helpful for scenarios in which an organization has multiple locations, each
having a different capacity. For example, one location might have four DirectAccess servers, while another
has just two. Here, the GSLB can be configured to distribute more connection requests to the datacenter that
has additional capacity, while sending fewer requests to the location with less resources.

Active/Passive Failover

Native multisite DirectAccess allows any Windows 8.x/10 client to connect to any entry point in the
enterprise. To support disaster recovery (DR) scenarios, GSLB can be configured to send all requests to a
single entry point unless that entry point is unavailable. If the primary location is offline, the GSLB will direct
all requests to a secondary location.

GSLB Configuration

GSLB configuration is unique to each vendor’s platform and is outside the scope of this book. Consult the
solution vendor’s documentation for detailed configuration guidance.

Enable GSLB Post-Deployment

To enable GSLB after multisite DirectAccess has been configured, highlight DirectAccess and VPN in the
navigation tree, highlight the root node of the enterprise, and then click Configure Multisite Settings under
Multisite Deployment in the Tasks pane (Figure 7-19).
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> Tasks

General A
Remove Configuration Settings
Add an Application Server
View Configuration Summary
Refresh Management Servers
Reload Configuration
.Multisite Deployment ~
Configure Multisite Settings <fmm—m—m—m—
Add an Entry Point

Disable Multisite

Figure 7-19. Configure multisite settings

Click Global Load Balancing and select the option Yes, use global load balancing, then click Next
(Figure 7-20) .
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B3 Configure Multisite Settings

Deployment Name

Entry Point Selection

Summary

Global Load Balancing Settings

You can optionally configure global load balancing to direct client computers to the closest
entry point.

O No, do not use global load balancing

@) Yes, use global load balancing

Type the global load balancing FQDN to be used by all entry points:
da-gslb.richardhicks.net

Example: corp.fabrikam.com

|<Prewous|E Next> | Commit

Figure 7-20. Configure global load balancing

Confirm the multisite deployment settings and click Commit (Figure 7-21).
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£ Configure Multisite Settings X
Summary
Deployment Name Confirm multisite deployment settings.
Entry Point Selection
Global Load Bzlancing Multisite deployment name: Richard M. Hicks Consulting
Manual entry point selection: True
Global load balancing: True
Global load balancing FQDN: da-gslb.richardhicks.net
< Previous Next > Commit I | Cancel I

Figure 7-21. Confirm your multisite deployment settings
After the settings have been applied, the global load-balancing IP address must be set for each entry

point in the organization. Highlight DirectAccess and VPN in the navigation tree, highlight an entry point,
and then click Configure Entry Point Settings (Figure 7-22).
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Entry Point Configuration Summary

Entry point configuration:

Entry point name: US East

IP-HTTPS address: da-east.richardhicks.net

Prefix assigned to clients connecting over IP-HTTPS:  2002:c000:2f0:1000::/59

Server GPO: lab.richardhicks.net\DirectAccess Server Settings - US East
Global load balancing IP address: 0.0.00

“» Configure Entry Point Settings e

Client support:

Allow client computers running Windows 7 to access this entry point
Windows 7 security groups: lab.richardhicks.net\DirectAccessClientsWin7USEast
Windows 7 GPOs: lab.richardhicks.net\DirectAccess Windows 7 Client Settings - US East

Figure 7-22. Configure the entry point settings

Click Global Load Balancing and enter the public IPv4 address that corresponds to this entry point
(Figure 7-23).
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£ Configure Entry Point Settings x

Global Load Balancing Settings

Entry Point Name Global load balancing is enabled in the multisite deployment. Specify a global load balancing
Global Load Balancing IP address for this entry point. Addresses are used to direct client computers to the closest
= entry point.

Network Name or IP Add...

Client Support Type the global load balancing IP address for this entry point:

Client GPO Settings 192.0.2.240

Summary Example: 203.0.113.20

] [ o

Figure 7-23. Enter the global load-balancing IP address for this entry point

Click Next four times, then click Commit (Figure 7-24). Repeat these steps for each entry point in the
enterprise.
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£ Configure Entry Point Settings X

Summary

Confirm entry point settings.

Entry point name: US East
Global load balancing IP address:  192.0.2.240

_ Network name/IP address: da-east.richardhicks.net
Summary

Client support: Allow client computers running Windows 7 to access
this entry point

Windows 7 security groups: lab.richardhicks.net\DirectAccessClientsWin7USEast

Windows 7 GPOs: lab.richardhicks.net\DirectAccess Windows 7 Client
Settings - US East

Next > Commit H Cancel

Figure 7-24. Confirm your entry point settings

The global load-balancing IP address for each entry point can also be configured using PowerShell and
the Set-DAEntryPoint cmdlet. Run this command on any DirectAccess server in the enterprise. The syntax
is as follows:

Set-DAEntryPoint -Name [entry point name] -GslbIP [ip address]
For example:

Set-DAEntryPoint -Name "US West" -GslbIP 203.0.113.240
Set-DAEntryPoint -Name "US East" -GslbIP 192.0.2.240

GSLB Operation

When a Windows 8.x or Windows 10 client establishes a DirectAccess connection, it will attempt to resolve
the GSLB FQDN to an IP address. The GSLB will respond, based on its configuration, with an IP address
corresponding to a preferred entry point. The client does not connect directly to this IP address, however.
Instead, it looks up the IP address in its entry point table and chooses the IPHTTPS profile that matches the
IP address returned by the GSLB. The client then connects to the URL defined in that profile.
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You can view the DirectAccess entry point table on a Windows 8.x or Windows 10 client by using the
following PowerShell command (Figure 7-25):

Get-DAEntryPointTableItem

EX Administrator: Windows PowerShell - m] X
PS C:\> Get-DAEntryPointTableItem o
PolicyStore : ActiveStore
EntryPointName : US East
State : NotSelected
lADSite : LabNet
[TeredoServerIP : 0.0.0.0
EntryPointRange : éZOOZ:CbOO:?1F0:3333::1f123. fd2d:d773:1f52a:2223::1/128, fd2d:d773:1f5a:2223::2/128,

i d2d:d773:1f5a:7777: :ac10:2f0/128}
EntryPointIPAddress : fd2d:d773:1f5a:2223::1
IPHttpsProfile : US East
IGs1bIP 1 192.0.2.240
PolicyStore : ActiveStore
EntryPointName : US West
IState : NotSelected
ADSite : LabNet
[TeredoServerIP : 0.0.0.0
[EntryPointRange 2002 :cb00:71f0:3333::1/128, fd2d:d773:1f5a:2222::1/128, fd2d:d773:1f5a:2222::2/128,

d2d:d773:1f5a:7777::ac10:1f0/128}
EntryPointIPAddress : fd2d:d773:1f5a:2222::1
IPHttpsProfile : US West
1Gs 1bIP : 203.0.113.240
PS C:\>

Figure 7-25. Display the DirectAccess entry point table

Summary

Multisite DirectAccess can be deployed to eliminate the datacenter itself as a potential single point of failure.
In addition, multisite configuration can be used to ensure that geographically disperse clients connect to an
entry point close to their physical location.

Full support for multisite DirectAccess is available with Windows 8.x and Windows 10 clients. Windows 7
clients can still be deployed, but they must be assigned to a single site and will not fail over.

Load balancing and multisite DirectAccess are not mutually exclusive. In fact, they work together to
provide the most highly available solution, ensuring that a server failure in a single location, or even the
failure of an entire datacenter, does not prevent remote users from connecting remotely.

GSLB can be used to enhance the multisite experience and enable new deployment scenarios not
natively supported in Windows Server 2016, such as weighted distribution, proximity-based access, and
active/passive failover.
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Enable Two-Factor Authentication/

By default, users log in to DirectAccess client machines using only their username and password. To improve
the overall security of the solution and to provide a higher level of assurance for remote users, two-factor
authentication can be enabled.

DirectAccess supports multifactor user authentication using either smart cards (physical or virtual) or
RADIUS-based one-time password (OTP) solutions. Each has its own unique advantages and disadvantages.

Smart Cards

Smart cards are an effective way of providing a high level of assurance for the logged-on user. To gain access
to corporate resources over the DirectAccess connection, the user must have their physical smart card and
know the personal identification number (PIN) associated with the card. This makes credential theft much
more difficult. In addition, requiring a physical card to log in ensures that a user cannot log on to more than
one device at a time.

Physical Smart Cards

Smart cards are most commonly physical, requiring the user to have them in their possession to log on

to their device. Along with having the card, they must also know their PIN to gain access to the card itself.
Physical smart cards provide enhanced protection for encryption keys, secure processing for cryptographic
operations, and anti-hammering capabilities to prevent brute-force attacks on the card.

Virtual Smart Cards

Virtual smart cards replicate the security and functionality of physical smart cards without requiring
additional hardware to support them. Instead of using proprietary hardware, virtual smart cards leverage
the Trusted Platform Module (TPM)' that is already included with most modern computers. The TPM
provides enhanced protection for encryption keys, secure processing for cryptographic operations, and anti-
hammering capabilities to prevent brute-force attacks, just as physical smart cards do. Virtual smart cards
stored on the TPM essentially make the client computer the second factor of authentication for the user.

'https://en.wikipedia.org/wiki/Trusted_Platform Module
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One-Time Passwords

OTP is another effective way to provide a higher level of assurance for DirectAccess users. To gain access

to corporate resources over the DirectAccess connection, the user must provide their PIN plus their OTP.
OTPs are generated in a variety of ways. Commonly, the OTP can be obtained from a physical token or be
generated using an application running on a PC or a smartphone.

Supported OTP Solutions

Any OTP solution that uses RADIUS will work with DirectAccess. However, DirectAccess does not support
the use of OTP solutions that implement challenge/response. The user must be able to provide their PIN and
OTP when signing on to DirectAccess.

Note  Microsoft Azure Multifactor Authentication (MFA) is an example of a popular OTP solution that does
not work with DirectAccess. Azure MFA challenges the user by calling their phone number after receiving an
authentication request from the server. The user must respond by answering the call and pressing a number on their
keypad, and optionally providing a PIN, to be successfully authenticated. Azure MFA is not supported for use with
DirectAccess because the user cannot provide their PIN and OTP when prompted by the Windows 8.x/10 DirectAccess
Network Connectivity Assistant (NCA) or the Windows 7 DirectAccess Connectivity Assistant (DCA).

Prerequisites

The following topics describe the requirements for enabling and configuring DirectAccess to support
multifactor authentication.

Client Authentication

DirectAccess must be configured to use computer certificates for client authentication when enabling
multifactor authentication using smart cards or OTP. The use of Kerberos Proxy is not supported.

Note Kerberos Proxy is used for authentication when DirectAccess is configured using the Getting Started
Wizard or when certificate authentication is enabled and the option to enable Windows 7 client computers to connect
via DirectAccess is not selected (Remote Access setup wizard, DirectAccess and VPN, Step 2, Authentication).

Certification Authority

For smart cards, the certification authority requirements depend largely on the smart card implementation.
For OTP, a Microsoft Enterprise Certification Authority (CA) is required. The CA can be running on Windows
Server 2003 or later. A CA running on Windows Server 2008 R2 or later is recommended. The same CA used to
issue IPsec certificates to DirectAccess clients can be used to issue OTP certificates. In addition, the CA must be
included in the management computers list so that it is accessible over the infrastructure (first) IPsec tunnel.
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Note To add the CA to the DirectAccess management servers list, open the Remote Access management
console and click Edit on Step 3. Click Management and then enter the hostname of the CA. Alternatively, the
CA can be added to the management servers using the Add-DAMgmtServer?> PowerShell cmdlet.

If OTP authentication is enabled in a multiforest environment, the CA used to issue OTP certificates should
be located in the resource forest only. Certificate enrollment should then be configured across forest trusts.

OTP and Force Tunneling

OTP authentication cannot be enabled if DirectAccess is configured to use force tunneling. OTP
authentication takes place outside of the DirectAccess IPsec tunnel. However, force tunneling disallows this,
which causes the OTP authentication request to fail.

Windows 7 Clients

The DirectAccess Connectivity Assistant (DCA) v2.0 must be installed on Windows 7 clients to support
OTP authentication. Detailed guidance for configuring the DCA on Windows 7 is covered in Chapter 9,
“Supporting Windows 7 Clients.”

DirectAccess Configuration

Strong user authentication should be enabled only after DirectAccess has been installed and configured,
remote DirectAccess connectivity has been established, and validation testing has been performed to ensure
that the solution is working correctly. This will streamline the troubleshooting process in the event that
DirectAccess doesn’t work correctly after enabling multifactor authentication.

Enable Smart Card Authentication

The following steps will describe the process of configuring DirectAccess to enforce multifactor
authentication using physical or virtual smart cards.

Configure DirectAccess

To configure DirectAccess to require multifactor authentication using smart cards, open the Remote Access
Management console and highlight DirectAccess and VPN under Configuration in the navigation tree.
Click Edit on Step 2, click Authentication, and then select Two-factor authentication (smart card or
one-time password (OTP)) under User Authentication (Figure 8-1).

*https://technet.microsoft.com/en-us/library/hh918394.aspx
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&5 Remote Access Setup X

Network Topology

Specify how DirectA clients

icate. If comp certificates are not used for

Network Adapters authentication, DirectAccess acts as a Kerberos proxy on behalf of the client. Enable support for
Hindons L oty

User Authentication
(O Active Directory cred

(® Two-factor authentication (smart card or one-time password (OTP))
[ useoTP

Use computer certificates

Select the roct or d i herity (CA) that issues the certificates.
[ Use an intermediate certificate
[CN=LAB-ISSUING-CA, DC=lab, DC=richardhicks, DC=net [ Browse... |

4] Enable Windows 7 client computers to connect via DirectAccess

< Back Next > Finish Cancel

Figure 8-1. Enable two-factor authentication

Optionally, multifactor authentication can be enabled by opening an elevated PowerShell command
window and executing the following command:

Set-DAServer -UserAuthentication TwoFactor

Smart Card End User Experience

With DirectAccess configured to require smart card authentication, the user will log on to their device
using the Ctrl+Alt+Delete sequence as usual. After logging in, the user will not have access to any corporate
resources without first supplying their smart card credentials.

Note If the user is unable to provide their multifactor authentication credentials, access will be restricted
to infrastructure servers only.

To complete the authentication process on the DirectAccess client, press Window Key + I, click
Network & Internet, and then highlight DirectAccess. The connectivity status indicator will show that
action is needed (Figure 8-2).
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€ Settings

5%  NETWORK & INTERNET

Data usage

VPN
e
Dial-up

Ethernet

Proxy

| Find a setting

DirectAccess

Workplace Connection
E] Action needed S
Location

Your PC is set up correctly for single-site DirectAccess.

Troubleshooting info

Collect a log, and email it to your IT admin
Collect

Figure 8-2. Workplace connection action needed

Click Workplace Connection and then click Continue (Figure 8-3).

< Settings
32  NETWORK & INTERNET
Data usage

VPN

Dial-up
Ethernet

Proxy

[ Find a setting

DirectAccess

D Workplace Connection
Action needed

_ Your sign-in info i needed.

Location

Your PC is set up correctly for single-site DirectAccess.

Troubleshooting info

Collect a log, and email it to your IT admin

Figure 8-3. Workplace connection sign-in info needed
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Enter the PIN for the smart card and click OK (Figure 8-4).

DirectAccess

DirectAccess

Enter your credentials

[:lil:l Richard Hicks

rhicks@lab.richardhicks.net
Security device credential

Figure 8-4. Enter your smart card PIN

Once the authentication process is successful, the user will have full access to all corporate resources.

Enable OTP Authentication

DirectAccess OTP authentication uses short-lived certificates for user authentication. Changes to the
internal Public Key Infrastructure (PKI) will be required before configuring DirectAccess OTP.

Configure Certificate Templates

An OTP Certificate Request Signing certificate template and an OTP Certificate template must be prepared
on the CA server to support OTP authentication with DirectAccess. The following topics will outline the
steps required to prepare these certificate templates.

OTP Certificate Request Signing Template

On the CA server, open the Certification Authority management console, right-click Certificate Templates,
and then choose Manage. Right-click the Computer template and choose Duplicate Template. On

a Windows Server 2008 or 2008 R2 CA, select Windows Server 2008 Enterprise when prompted for

the duplicate certificate template version. On a Windows Server 2012, 2012 R2, or 2016 CA, select the
Compatibility tab and then select Windows Server 2008 R2 for the Certification Authority and Windows
7/Server 2008 R2 for the Certificate recipient (Figure 8-5).
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SubjectName |  Sever | Issuance Requirements
Superseded Templates |  Bdensions |  Securty
Compatibity | General | Request Handing | Cryptography | Key Attestation

The template options available are based on the earliest operating system
versions set in Compatibilty Settings.

[v] Show resulting changes
i
Certification Authority
[Windows Server 2008 R2

Certificate recipient
[Windows 7/ Server 2008 R2

template.

| [Concel | [ Aoay || Heb |

Figure 8-5. Configure the certificate template compatability

Select the General tab and provide a descriptive name for the Template Display Name. Specify a
Validity period of two days and a Renewal period of one day (Figure 8-6).
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SubjectName |  Sever | Issuance Requirements
Superseded Templates | Edensions | Securty
Compatibity | General | Request Handing | Cryptography | Key Attestation
Template display name:

[DirectAccess OTP Registration Authority

Template name:
[DirectAccessOTPRegistrationAuthority

Validity period: Renewal period:

[ doas v [ilfes V]

[[] Publish certificate in Active Directory
|| Do not automatically reenroll f a duplicate cenificate exists in Active
Directory

Figure 8-6. Enter the template display name

Select the Security tab and click Add. Click Object Types and then select Computers and click OK.
Enter the names of each DirectAccess server. Click OK when finished. For each DirectAccess server, grant
Read, Enroll, and Autoenroll permissions. Select Authenticated Users and remove any permissions other
than Read. Select Domain Computers and remove the Enroll permission. Select Domain Admins and
grant Full Control permission. Do the same for Enterprise Admins (Figure 8-7).
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Compativity | General | Request Handing lcww:dgv_
Superseded Templates I Bxdensions ]
Group or user names:

82, Authenticated Users

& Richard Hicks rhicks@lab richardhicks net)

#2, Domain Admins (LAB\Domain Admins)

82, Domain Computers (LAB\Domain Computers)
EDGE1 (LAB\EDGE1$)

B EDGE2 (LAB\EDGE2S)

82 Enterprise Admins (LAB\Enterprise Admins)

[ Add..

For special permissions or advanced settings, click
Advanced.

| [ Comcel ||

Figure 8-7. Configure the security permissions

Select the Subject Name tab and choose the option to Build from this Active Directory information.
Select DNS name in the Subject name format drop-down list and confirm that DNS name is checked under
Include this information in alternate subject name (Figure 8-8) .
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Superseded Templates |  Exensions | Securty

O Supply in the request

0 Use subject information from exdsting certificates for autoenroliment
— renewal requests

(®) Build from this Active Directory information
Select this option to enforce consistency among subject names and to
simplffy certfficate administration.
Subject name format:
|DNS name v/
[Jinclude e-mail name in subject name
Include this information in altemate subject name:
[] E-mail name
[w] DNS name
[[] User principal name (UPN)
[[] Service principal name (SPN)

Figure 8-8. Enable the DNS name subject name format

Select the Extensions tab, highlight Application Policies, and click Edit. Remove all existing
application policies and then click Add and then New. Provide a descriptive name for the new application
policy and enter 1.3.6.1.4.1.311.81.1.1 for the Object Identifier. Click OK for all remaining dialog boxes
(Figure 8-9).

Type a name for the new application policy, and if necessary change the
object identifier.

Name:
|mownmmuw

Object identifier:
|1,3.s.1,4,1 218111

Figure 8-9. Create a new application policy
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OTP Certificate Template

Right-click the Smartcard Logon certificate template and choose Duplicate Template. On a Windows
Server 2008 or 2008 R2 CA, select Windows Server 2008 Enterprise when prompted for the duplicate
certificate template version. On a Windows Server 2012, 2012 R2, or 2016 CA, select the Compatibility tab
and then select Windows Server 2008 R2 for the Certification Authority and Windows 7/Server 2008 R2
for the Certificate recipient (Figure 8-10) .

SubjectName |  Sever | Issuance Requirements
Superseded Templates | Extensions [ Security
Compatibity | General | Request Handing | Cryptography | Key Attestation

The template options available are based on the eariest operating system
versions set in Compatibility Settings.

[w] Show resulting changes
Compativilty Settings
Cestfication Authorty
[Windows Server 2008 R2

Cedificate recipient

[Windows 7/ Server 2008 R2

template.

Figure 8-10. Configure the certificate template compatability

Select the General tab and provide a descriptive name for the Template Display Name. Specify a
validity period of one hour and a renewal period of zero hours (Figure 8-11) .
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&mmlsﬁulmw

Superseded Templates Edensions |  Securty
Compatibity | General | Request Handing | Cryptography | Key Attestation

Template display name:
[DirectAccess OTP Logon

Template name:
[DirectAccessOTPLogon

Validity period: Renewal period:

[ o v] [ 0lpouns ]

[[] Publish certificate in Active Directory

[ ] Do not automatically reenroll  a duplicate cedificate exists in Active
Directory

Figure 8-11. Enter the template display name

Note It is not possible to set the validity period to hours on a Windows Server 2003 Certificate Authority
(CA). As a workaround, use the Certificate Templates snap-in on another system running Windows 7 or Windows
Server 2008 R2 or later. Also, if the CA is running Windows Server 2008 R2, the template must be configured to
use a Renewal Period of one or two hours and a Validity Period that is no more than four hours.

Select the Security tab, then highlight Authenticated Users and grant Read and Enroll permissions.
Select Domain Admins and grant Full Control permission. Do the same for Enterprise Admins (Figure 8-12).
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Compatiity | General | Request Handing lcwmzugv_
Superseded Templates I BExensions ]

Group or user names:
& Richard Hicks hicks@lab richardhicks net)
#2, Domain Admins (LAB\Domain Admins)

82, Enterprise Admins (LAB\Enterprise Admins)

For special permissions or advanced settings, click
Advanced.

| [ Comcel ||

Figure 8-12. Configure the security permissions

Select the Subject Name tab and choose the option to Build from this Active Directory information.
Select Fully distinguished name in the Subject name format drop-down list and confirm that User
principal name (UPN) is checked under Include this information in alternate subject name (Figure 8-13).

145



CHAPTER 8 © ENABLE TWO-FACTOR AUTHENTICATION

Superseded Templates |  Exensions | Securty

O Supply in the request

0] Use subject information from exdsting certificates for autoenroliment
— renewal requests (7)

(®) Build from this Active Directory information
Select this option to enforce consistency among subject names and to
simplffy certfficate administration.
Subject name format:
| Fully distinguished name v/
[Jinclude e-mail name in subject name
Include this information in altemate subject name:
[] E-mail name
["] DNS name
[ User principal name (UPN)
[] Service principal name (SPN)

Figure 8-13. Enable the Fully distinguished name subject name format

Select the Server tab and choose the option Do not store certificates and requests in the CA
database. Unselect the checkbox next to Do not include revocation information issued in certificates
(Figure 8-14).
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Compatibity | General | Request Handing | Cryptography | Key Attestation
Superseded Templates
SubjectName |  Server

[v] Do not store cedificates and requests in the CA database

[] Do not include revocation information in issued cerfficates

Figure 8-14. Do not store certificates and requests in the CA database

Select the Issuance Requirements tab and set .the value for This number of authorized signatures to
1. Confirm that Application Policy is selected from the Policy type required in signature drop-down list
and choose the OTP certificate request signing template created previously (Figure 8-15).
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Compatibity | General | Request Handing | Cryptography | Key Attestation
Superseded Templates |  Bxdensions | Securty

SubjectName |  Server |  lssuance Requirements
Require the following for enroliment :

[C] CA certificate manager approval

[V This number of authorized signatures: E’

If you require more than one signature, autoenroliment is not allowed.
Policy type required in signature:

| Application policy

e —

lssuance policies

Require the following for reenroliment :

(® Same criteria as for enroliment

(O Valid existing certficate
[] Allow key based renewal (%)
wmﬁmmummmuwmm

* Control is disabled due to compatibility seftings.

Lok [ Comcel ||

Figure 8-15. Configure the issuance requirements

Select the Extensions tab, highlight Application Policies, and click Edit. Highlight Client
Authentication and click Remove. Ensure that the only application policy listed is Smart Card Logon.
Click OK for all remaining dialog boxes (Figure 8-16) .
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An application policy defines how a certificate can be
used.

Application policies:
Smart Card Logon

Figure 8-16. Configure the application policies

Configure Certification Authority (CA)

In the Certificate Authority management console, right-click Certificate Templates, choose New, and then
select Certificate Template to Issue. Highlight both of the certificate templates created previously and click

OK (Figure 8-17).

Select one Certificate Template to enable on this Certification Authority.

Note: f a cedificate template that was recently created does not appear on this list, you may need to wait until
information about this template has been replicated to all domain controllers.

Al of the certfficate templates in the organization may not be available to your CA.

For more information, see Certificate Template Concepts.

Intended Purpose
Code Signing
<All>
Smart Card Logon
DirectAccess OTP Registration Authority
Directory Service Email Replication
File Recovery
Certificate Request Agent
Certificate Request Agent
@ Fechanae Frmliment Anent (0ffine remiest)_Cadficate Renuast Anent

Figure 8-17. Enable the new certificate templates
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On the CA server, open an elevated PowerShell command window and execute the following command:
certutil.exe -setreg dbflags +DBFLAGS ENABLEVOLATILEREQUESTS
Once complete, restart the CA by executing the following PowerShell command:

Restart-Service CertSvc

Configure RADIUS OTP

Configuring the RADIUS OTP server differs for each vendor and is outside the scope of this book. However,
at a high level, the DirectAccess server should be configured as a RADIUS client on the RADIUS server, and
users and tokens should be provisioned according to the vendor’s guidance.

Note The DirectAccess server will probe the configured RADIUS server periodically to determine its health
status and report it in the remote access management console. Failed authentication attempts for DAProbeUser
on the RADIUS server are normal. It is not required to create this user on the RADIUS server or in Active
Directory. These failed login attempts can be safely ignored.

Configure DirectAccess

To configure DirectAccess to require multifactor authentication using OTP, open the Remote Access
Management console and highlight DirectAccess and VPN under Configuration in the navigation tree.
Click Edit on Step 2, click Authentication, and then select Two-factor authentication (smart card or one-
time password (OTP)) under User Authentication. In addition, select the option to Use OTP and click Next
(Figure 8-18).
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55 Remote Access Setup

Network Topology Specify how DirectAccess clients authenticate. If computer certificates are not used for
Network Adapters authentication, DirectAccess acts as a Kerberos proxy on behalf of the client. Enable support for
I e Windows 7 clients.
Authentication

OTP RADIUS Servers User Authentication

OTP CA Servers O Active Directory credentials (i ™

OTP Certificate Templates @® Two-factor authentication (smart card or one-time password (OTP))

OTP Exemptions

F use TP

| Use computer certificates

Select the root or intermediate certification authority (CA) that issues the certificates.
Use an intermediate certificate

[CN=LAB-ISSUING-CA, DC=lab, DC=richardhicks, DC=net | [Browse... |
[ Enable Wind 7 client computers to connect via DirectAccess
<Back || Net> || Finsh | Cancel

Figure 8-18. Enable two-factor authentication and OTP

Add the RADIUS servers that will be used for OTP authentication. Provide the hostname, FQDN, or IP
address of the server, the shared secret, specify the service port, and click OK and then Next (Figure 8-19).

Add a RADIUS Server X
Server name: [otp Jab richardhicks net |
Examples: contoso.com;
157.60.79.2
g
L ok 1 Cacel |

Figure 8-19. Add a RADIUS server

Select the CA server that will be used to issue certificates to DirectAccess clients for OTP authentication,
then click Add and Next (Figure 8-20).
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£ Remote Access Setup X

Network Topology
Network Adapters Select CA servers that will be used to issue certificates to DirectAccess clients for OTP authentication.
Authentication Detected CA Servers: OTP CA Servers:

OTP RADIUS Servers cal.lab.richardhicks.net\LAB-ISSUII

OTP VErs .

OTP Certificate Templates

OTP Exemptions

Figure 8-20. Select the CA servers

Select the certificate templates to be used for the enrollment of certificates that are issued for OTP
authentication. Also, select a certificate template to be used for enrolling the certificate used by the
DirectAccess server to sign OTP certificate enrollment requests; click Next (Figure 8-21).
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£ Remote Access Setup X

Network Topology
Network Adapters Select a_cer!iﬁcm template used for the enroliment of certificates that are issued for OTP
authentication.
Authentication
OTP RADIUS Servers DirectAccessOTPLogon | | Browse... |
OTP CA Servers

OTP Certificate Templates

OTP Exemptions

Select a certificate template used to enroll the certificate used by the Remote
Access server to sign OTP certificate enrollment requests.

[DirectAccessOTPRegistrationAuthority | | Browse...

< Back || Net> ||

Figure 8-21. Select certificate templates for OTP

All users are required to authenticate using OTP by default. If some users need to be exempt from using
OTP, select the option Do not require users in the specified security group to authenticate using two-
factor authentication, specify the appropriate security group, then click Finish (Figure 8-22).
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£ Remote Access Setup X

Network Topology
Network Adapters mﬁmw:m::tug:"%m::s users can authenticate with a user name and password
Authentication

OTP RADIUS Servers (@ Require all users to authenticate using two-factor authentication

OTP CA Servers

OTP Certificate Templates

OTP Exemptions

Figure 8-22. Specify users who can authenticate without OTP (optional)

Click Edit on Step 3, select Management, add the CA server used for OTP authentication to the list of
management servers, then click OK and Finish twice. Now click Apply and Close (Figure 8-23).

5 Add a Management Server X

Specify the computer name or IPv4 address:
(® Computer name (FQDN):
|ca11ab sichardhicks net
Example: engineeringcomputer1.contoso.com

O IPv4 address

Example:
157.60.79.2

Lok ]  Cconcel

Figure 8-23. Add a CA server to the management servers list
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OTP End User Experience

With DirectAccess configured to require OTP authentication, the user will log on to their device using the
Ctrl+Alt+Delete sequence as usual. After logging in, the user will not have access to any corporate resources
without first supplying their PIN and OTP.

Note If the user is unable to provide their multifactor authentication credentials, access will be restricted
to infrastructure servers only.

To complete the authentication process on the DirectAccess client, press Window Key + I, click
Network & Internet, and then highlight DirectAccess. The connectivity status indicator will show that
action is needed (Figure 8-24).

~ Settings - (m] x
02  NETWORK & INTERNET | Find a setting
Data usage .
DirectAccess
VPN
Workplace Connection f——
DifsctAccess Action needed
Dial-u; .
4 Location
et Your PC is set up correctly for single-site DirectAccess.
Proxy

Troubleshooting info

Collect a log, and email it to your IT admin

Collect

Figure 8-24. Workpalce connection action needed

Click Workplace Connection and then click Continue (Figure 8-25).
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€ Settings = ke e
02  NETWORK & INTERNET | Find a setting o
Data usage )

DirectAccess
VPN

D Workplace Connection

P Action needed
DirectAccess
Your sign-in info is needed.

Dial-up
Ethernet === Continue
Proxy

Location

Your PC is set up correctly for single-site DirectAccess.

Troubleshooting info

Collect a log, and email it to your IT admin

Collect

Figure 8-25. Workplace connection sign-in info needed

The user will be prompted to press Ctrl+Alt+Delete to enter their credentials (Figure 8-26).

DirectAccess

DirectAccess

Press Ctrl+Alt+Delete to enter your credentials.

Figure 8-26. Press Ctrl+Alt+Delte to enter credentials

After pressing Ctrl+Alt+Delete, the user is prompted to enter their OTP credentials (PIN+OTP)
(Figure 8-27).
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DirectAccess

DirectAccess

Enter your credentials

One-time password (OTP)

LAB\rhicks

Enter your OTP credentials

Figure 8-27. Enter OTP credentials (PIN + OTP)

Once the authentication process is successful, the user will have full access to all corporate resources.

Deployment Considerations

There are a number of important considerations to be made when enabling strong user authentication
using smart cards or OTP. The following topics will describe some of the potential negative side effects of
multifactor authentication with DirectAccess.

Increased Complexity

Strong user authentication with smart cards or OTP solutions add to the complexity of a DirectAccess
deployment, making it more difficult to support and troubleshoot.

Added Expense

Multifactor authentication solutions can add to the expense of implementing DirectAccess. Typically, there
are hardware, licensing, and support costs associated with most smart card and OTP solutions. Smart cards
and OTP tokens can be expensive, although this can be mitigated with the use of virtual smart cards or soft

tokens.

Limited Flexibility

OTP and force tunneling cannot be enabled at the same time. These deployment options are mutually
exclusive, forcing the administrator to choose between one option and the other.
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Incomplete OTP Functionality

DirectAccess does not support new PIN or next token modes. Further, there is no support for an OTP PIN
change on a DirectAccess client.

Reduced Scalability and Performance

When OTP is enabled, the number of concurrent DirectAccess connections supported by each DirectAccess
server is reduced significantly. This happens because enabling OTP disables support for null encryption
with the IP-HTTPS IPv6 transition technology. This results in IPsec-encrypted communications being
encrypted again, which increases the load on the DirectAccess server.

Diminished User Experience

When a DirectAccess client connects remotely, there is no visible cue or any intuitive indication that the user
needs to provide additional credentials to access corporate resources. This can be frustrating to end users
and has the potential to generate calls to the help desk when applications and data aren’t accessible over the
DirectAccess connection.

Summary

Enabling strong user authentication using smart cards or one-time passwords is an effective way to improve
the overall security posture of the DirectAccess implementation, but it comes at a price.

Multifactor authentication fundamentally breaks the seamless and transparent nature of DirectAccess.
The added complexity also makes the solution more difficult to support. Smart cards and OTP solutions
increase costs and degrade the user experience. Additionally, OTP limits scalability and reduces
performance on the DirectAccess server.
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Support Windows 7 Clients

Windows 10 clients are recommended in order to get the best DirectAccess experience, both from

the administrator’s perspective as well as the end user’s. Performance is better in Windows 10, and
administration and troubleshooting are easier as well. Windows 7 clients are still supported with
DirectAccess in Windows Server 2016, but with some important limitations and unique requirements.

Deployment Considerations

The following topics will highlight some important deployment considerations for supporting Windows 7 clients.

Multisite Support

Windows 7 clients do not perform automatic site selection when they are provisioned in a DirectAccess
multisite deployment. Windows 7 clients must be assigned to a single entry point in the enterprise. They are
not aware of any other entry points and cannot transparently fail over to another if their assigned entry point
is unavailable.

Note There’s a common misconception that Windows 7 clients can transparently fail over to another
entry point if a Global Server Load Balancer (GSLB) is used. A Windows 7 client can’t establish a DirectAccess
connection just because the entry point’s public hostname can be resolved to another entry point. Using GSLB
to point the client to another entry point only swings the IPv6 transition tunnel to the new entry point. However,
the DirectAccess client still expects to connect to its assigned DirectAccess servers using specific IPv6
addresses. Although the Windows 7 client will successfully establish a transition tunnel, the tunnel endpoint
IPv6 addresses inside the transition tunnel will be incorrect, and IPsec will fail. This will prevent access to
internal resources.

Degraded Performance

Windows 7 clients incur a performance penalty when the DirectAccess server is deployed behind a
networking device performing Network Address Translation (NAT). IP-HTTPS is the only supported IPv6
transition technology in this deployment scenario. 6to4 and Teredo are not supported.
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Crucially, Windows 7 clients support only encrypted SSL/TLS cipher suites when using IP-HTTPS.
DirectAccess communication is already encrypted, so this double encryption increases CPU utilization by
the client.

Reduced Scalability

Supporting Windows 7 clients also reduces the number of concurrent connections a DirectAccess server can
support at one time. Since the server must perform double encryption for many clients at once, the added
protocol overhead greatly increases CPU utilization by the DirectAccess server, limiting the number of active
DirectAccess connections the server can efficiently handle.

Note Some load balancers can be configured to provide SSL offload for DirectAccess IP-HTTPS traffic.
Although not supported, it can be an effective way to improve performance and scalability on the DirectAccess
servers in some scenarios. More details can be found here: http://directaccess.richardhicks.com/
2013/07/10/ssl-offload-for-ip-https-directaccess-traffic-from-windows-7-clients-using-f5-big-ip/.

DirectAccess Connectivity Assistant (DCA) v2.0

The Network Connectivity Assistant (NCA), included in the Windows 8.x and Windows 10 client operating
systems, validates remote corporate network connectivity via the DirectAccess connection and provides
avisual indication of the current status of the connection. It also provides a facility to generate and view
diagnostic logs and to email them to an administrator.

Windows 7 does not include the NCA, but it can be configured with the optional DirectAccess
Connectivity Assistant (DCA) v2.0,! which provides functionality similar to that of the NCA.

Note DCA 2.0 mustbe installed on Windows 7 clients when the deployment requires one-time
password (OTP) authentication.

Configuring DCA 2.0

DCA configuration settings are managed exclusively with the Active Directory group policy. It will be
necessary to deploy custom group policy templates prior to configuring the DCA. Once complete, a

new Group Policy Object (GPO) will be created that contains the DCA settings. In addition, a Windows
Management Instrumentation (WMI) filter will be created to ensure that only Windows 7 clients receive the
DCA settings.

'https://support.microsoft.com/en-us/kb/2666914.
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Deploy Group Policy Templates

The group policy template files required for DCA 2.0 configuration are included in the downloaded

.zip file. Extract the contents of the .zip file and copy the . ADMX and .ADML files contained therein to a
domain controller. The DirectAccess_Connectivity_Assistant_2_0_GP.admx file should be copied to the
%WINDIR%\PolicyDefinitions folder, and the DirectAccess_Connectivity_Assistant_2_0_GP.adml file
should be copied to the %WINDIR%\PolicyDefinitions\en-US folder.

Create Group Policy Object

Open the Group Policy Management Console (GPMC), right-click Group Policy Objects, and click New.
Provide a descriptive name for the new GPO and click OK (Figure 9-1).

New GPO -

Name:
|DiredAc>cess Client Settings - Windows 7 DCA |

Source Starter GPO:

| {none) G |

Figure 9-1. Create a new GPO

Note Some DCA settings are unique for each entry point in a multisite deployment. Separate GPOs for DCA
settings for each entry site in the enterprise will be required.

Right-click the new GPO and choose Edit. Expand Computer Configuration, Policies, and then
Administrative Templates. Highlight DirectAccess Connectivity Assistant and then double-click Support
Email. Select Enabled and enter a support email address. Click Next Setting when finished (Figure 9-2).
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[} Support Email

O Not Configured ~ Comment:
®) Enabled
O Disabled

Options:

Previous Setting ‘ | Next Setting

At least Windows Server 2008 R2 or Windows 7

Help:

Support Email

Specifies the e-mail address to be used when the user starts

admin@richardhicks.net

Advanced Diagnostics and selects the option to transmit log files
to the DirectAccess administrator. When the user clicks Email

Logs, the default e-mail client opens a new message with the
specified address in the To: field of the message, and attaches
the generated log files as a .cab file. The user can review the e-
mail and add additional information before clicking Send.

Figure 9-2. Enter a support email address

Note The Support Email configuration is optional but recommended. It is not possible to generate
diagnostic logs on the client using the DCA without defining a support email address.

Select Enabled and then click Show next to DTEs. Double-click a blank field and enter the Dynamic
Tunnel Endpoint (DTE) IPv6 addresses using the format PING:<DTE>. Click Next Setting when finished

(Figure 9-3).
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PING:2002:cb00:710::cb00:71f0
PING:2002:cb00:71f0:5::1

Figure 9-3. Configure the DTEs

Note To obtain the IPv6 DTE addresses, open an elevated PowerShell command window on the
DirectAccess server and execute the following command:

Get-ltem —Path HKLM:\\SYSTEM\CurrentControlSet\Services\RaMgmtSvc\Config\Parameters

The LocalNamesOn setting is an optional setting that effectively allows the end user to disconnect the
DirectAccess connection. It does this by disabling the Name Resolution Policy Table (NRPT), allowing all
name-resolution requests to be sent to the DNS server that is configured on the DirectAccess client’s local
network adapter. Choose an option and click Next Setting (Figure 9-4).
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m LocalNamesOn

O Not Configured ~ Comment:
(®) Enabled
O Disabled

At least Windows Server 2008 R2 or Windows 7

Help:

Specifies whether the user sees the menu option “Use Local |~
Names", and can disable corporate resolution of flat host names

and instead use local name resolution. If enabled, the user can
right-click the DCA icon and then click Prefer Local Names. If
this setting is disabled, the menu option does not appear on the
DCA menu.

If the user selects Prefer Local Names, DirectAccess stops
sending name resolution requests to the internal corporate DNS
servers. Instead, the client uses whatever local name resolution is
available to the client computer in its current network
configuration.

Figure 9-4. Enable local name resolution (optional)
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Select Enabled and click Show next to Corporate Resources. Double-click a blank field and enter the
URL of an internal web resource using the format HTTP:<URI> (Figure 9-5).

Show Contents [= o |

Corporate Resources

Value

» HTTP hitp://directaccess-webprobehost lab richardhicks net/

OK || Cancel

Figure 9-5. Enter the URL of an internal web resource

Note DirectAccess creates an entry in DNS for DirectAccess-WebProbeHost, which resolves to the internal
IPv4 address of the DirectAccess server by default. For load-balanced configurations, it resolves to the Virtual
IP Address (VIP) of the load-balanced cluster. This URL can be used, but any internal web server, with the
exception of the NLS, can also be specified here. It is recommended that only one resource be entered. It is
not required or recommended that multiple resources be provided. In addition, the use of HTTP resources is
encouraged over Internet Control Message Protocol (ICMP) as ICMP is not always a reliable indicator of network
connectivity status and may cause issues with one-time password (OTP) authentication.

The Admin Script setting is an optional setting that allows the administrator to define a script to be
executed on the client during the diagnostic log-generation process. The output of the script will be included
in the .cab file that is created when Advanced Diagnostics is initiated by the user. The script file can be any
file that can be run at a command prompt and that sends output to the console as text. The script must not
take longer than 45 seconds to run. In addition, the script file must be local to the computer and stored in
alocation that cannot be modified by a standard user account, as the DCA runs the script with elevated
permissions. Click Next Setting when finished (Figure 9-6).
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5] Admin Script

O Not Configured ~ Comment:
®) Enabled
O Disabled

At least Windows Server 2008 R2 or Windows 7

Options: Help:

Admin Script Location Specifies the path and file name of a script that is provided by
the administrator and is run as part of the Advanced Diagnostic
C:\Windows\dca_admin_script.cmd log generation process.

The output of the script is included in the .cab file that is created
as part of the collection of the logs that is initiated when the user
opens the Advanced Diagnostics dialog box. The script can be a
.cmd file, .bat file, or any other command that can be run at a
command prompt and that prints output to the console as text.

The script must complete its actions within 45 seconds. Scripts
that take longer have their logs truncated.

Caution

This script should be installed on the client computerin a
location that cannot be modified by a standard user account.
The DCA runs the script with elevated permissions.

oK §| Cancel || Apply

Figure 9-6. Enable an admin script (optional)

Create WMI Filter

Note This step is optional for multisite deployments. In a multisite scenario, Windows 7 clients are
members of a dedicated security group. The GPO can be targeted at the Windows 7 client group for the entry
point without requiring a WMI filter.
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In the Group Policy Management Console (GPMC) right-click WMI Filters and choose New. Provide a
descriptive name and click Add. Enter the following WMI query and click OK, and then click Save (Figure 9-7):

select * from Win32_OperatingSystem where Version like "6.1%"

Namespace | Query

root\CIMv2 select * from Win32_0peratingSystem where
Version like "6.1%"

Figure 9-7. Create a new WMI filter

Note A warning message may appear after creating the WMI filter stating that the namespace entered
is not a valid namespace on the local computer or that you do not have access to this namespace on this
computer. This warning message can be safely ignored.

Deploy Group Policy Object

In the GPMC, select the newly created GPO and click Scope. Under Security Filtering click Add and specify
the DirectAccess client security group. Highlight Authenticated Users and click Remove. Finally, select the
drop-down list under WMI Filtering and choose the WMI filter created previously (Figure 9-8).
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Security Filtering
The settings in this GPO can only apply to the following groups, users, and computers:

-~

Name
82 Direct Access Clients (LAB\DirectAccessClients)

| Add... Remove Properties

WMI Filtering
This GPO is linked to the following WMI filter:

| DirectAccess - Windows 7 Clients vl [ open |

Figure 9-8. Configure security and WMI filtering

Once complete, link the GPO to the domain that the DirectAccess clients are joined to.

Installing DCA 2.0

On a 64-bit Windows 7 client, double-click Microsoft_DirectAccess_Connectivity_Assistant_2_0_x64.msi.
On a 32-bit Windows 7 client, double-click Microsoft_DirectAccess_Connectivity_Assistant_2_0_x86.msi.
When prompted to install the Update for Windows (KB2666914), click Yes (Figure 9-9).

-~ ™,

 Windows Update Standalone Installer £ |

Do you want to install the following Windows software update?

Update for Windows (KB2666914)

Figure 9-9. Install update KB2666914
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Once the installation is complete, click Restart Now (Figure 9-10).

2. Download and Install Updates S

—_—

| /#] Installation complete
- You must restart your computer for the updates to take effect.

RestartNow | | Close

Figure 9-10. Restart is required after installing DCA

Note Software deployment mechanisms such as Active Directory software installation policies,
System Center Configuration Manager (SCCM), or any third-party software distribution solution can be used to
automate the distribution of the DCA to Windows 7 clients.

DCA Operation

The following topics will describe the operation of the DCA on a Windows 7 client.

Connectivity Status

To view corporate network connectivity status, click the DCA icon in the system tray. When the client is
connected to the corporate network, or if the client has successfully connected remotely via DirectAccess or
VPN, the DCA will report that corporate network connectivity is working.

169



CHAPTER 9 * SUPPORT WINDOWS 7 CLIENTS

: Corporate connectivity is
‘ i working

Figure 9-11. DCA corporate network connectivity status

Advanced Diagnostics

To perform advanced diagnostics, right-click the DCA icon in the system tray and choose Advanced
Diagnostics (Figure 9-12).

Advanced Diagnostics E |

Use local DNS resolution

Figure 9-12. Launch advanced diagnostics

The DCA will automatically generate and collect diagnostic log data for review by an administrator.
To view collected log data, click Open logs directory (Figure 9-13).
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Advanced Diagnostics |

Corporate connectivity is working

Advanced Log File
Open logs directory

| Emsilogs || Mow |

Figure 9-13. Open the log file directory

The DCA automatically generates an HTML report, which is also contained in the .cab file. The report
includes connectivity status reports and diagnostic information collected from the client. If an admin script
was configured, its output is recorded in a text file included here (Figure 9-14).
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[E=% HoR =)
&)=/ « Microsoft » DCA » v [ 43 || search DCA o]
Organize v Include in library v Share with v Newfolder = » [J] @
% Favoritas *  Name Type Size
Bl Desktop B Dea Cabinet File 8KB
@ Downloads ) DcaDefaultlog HTML Document 45KB
| Recent Places || DcalTScriptOutput  Text Document 4KB
4 Libraries B
;;'] Documents
J’ Music
=/ Pictures
B videos
1% Computer
, 3 items

Figure 9-14. DCA diagnostic log files

Local DNS Resolution

To temporarily disconnect from DirectAccess and use local DNS resolution, right-click the DCA icon in the
system tray and choose Use local DNS resolution (Figure 9-15).

Advanced Diagnostics

Use local DNS resolution

Figure 9-15. Use local DNS resolution

Note Enabling local DNS resolution does not completely disable DirectAccess; it only disables the NRPT.
The DirectAccess IPsec connections remain established, allowing for the full use of outbound management for
DirectAccess clients even if the user has chosen to use local DNS resolution.
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Summary

For the best experience, it is recommended that Windows 10 clients be used exclusively for DirectAccess.
Windows 10 provides full support for all enterprise DirectAccess features, including automatic site selection
and transparent failover in multisite deployments, IP-HTTPS IPv6 transition technology performance
enhancements, and an integrated network connectivity status indicator.

Windows 7 clients can still be deployed with DirectAccess in Windows Server 2016, but they don'’t
perform as well, fewer clients are supported concurrently, and in some scenarios they may require
additional software (the DCA) to be deployed.
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Monitor and Report

Once DirectAccess is installed and configured, the Remote Access Management console can be used to
monitor the health and status of the DirectAccess server and supporting infrastructure. If a problem is
detected, its status will be indicated and helpful information for resolving the issue will be provided.

All DirectAccess connections, along with user information and details about internal resources
accessed over the connection, can be logged. Log data can be stored in a local Windows Internal Database
(WID), alocal or remote Remote Access Dial-In User Service (RADIUS) server, or both. With logging
configured, the Remote Access Management console can be used to view currently connected clients and to
generate usage reports of historical user activity for compliance and auditing purposes.

System Monitoring

DirectAccess relies on supporting infrastructure services such as Active Directory, DNS, PKI, and others to
provide remote access for clients. Issues or outages with any of these services can prevent access to internal
resources via DirectAccess. DirectAccess constantly monitors the status and health of these dependent
services with the Remote Access Management console to ensure they are accessible.

Dashboard

Select Dashboard in the Remote Access Management console to display an overview of the current
configuration and operation status along with summary information for DirectAccess client connections
(Figure 10-1).
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Remote Access Dashboard
ﬁ Server Status ~

a8 Operations Status ~ M Configuration Status N

© cdgetiabrichardhicis.net ~ @ 520201683013 AM
DirectAccess ~ : e
6tod The configuration was distributed successfully.
DNS
DNS64
Domain controller
IP-HTTPS
IPsec
NAT64
Network adapters
Network location server
Network security
Services

*» Operations Status page

“® DirectAccess and VPN Client Status ~
Total active clients: 5  Total transferred data: 4.6 MB inf443 MB out
Total active DirectAccess clients: 5  Maximum client connections: 5
Total active VPN clients: 0
Total cumulative connections: n

*» Remote Client Status page

Figure 10-1. Remote access dashboard

Note For load-balanced clusters, operations status information for all nodes in the cluster is displayed. For
multisite deployments, the operations status summary information for all entry points is shown. Expanding the load-
balanced cluster or entry point and selecting individual servers displays status information for the server selected.

Green checkmarks next to individual supporting services and technologies indicate they are online and
healthy. These marks will change to a warning or error status for services that are degraded or unavailable.
To view detailed information for any service, click the Operations Status page link or click Operations
Status in the navigation tree (Figure 10-2) .
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Remote Access Dashboard
* Server Status

s Operations Status

€3 edgel.lab.richardhicks.net
DirectAccess

6tod
DNS
DNS64
Domain controller
IP-HTTPS
IPsec
NATE4
Network adapters
Network location server
Network security
Services

*» Operations Status page

~

~

W Configuration Status

@ 5/20/2016 8:30:13 AM
The configuration was distributed successfully.

Figure 10-2. Remote access dashboard displaying warning and error status

Operations Status

Select Operations Status to view detailed information on the status and health of supporting services and
technologies. Select an individual service to view information pertaining to its current state (Figure 10-3).

Operations Status

2 Operations Status

@ DNS: Working properly

Name Status Since Operations State
o edgel.lab.richardhicks.net Working 3 seconds
@ DirectAccess Working 3 seconds
6tod Workin 26 seconds
DNS64 Working 26 seconds
Domain controller Working 26 seconds
IP-HTTPS Working 26 seconds
IPsec Working 26 seconds
NATE4 Working 26 seconds
Network adapters Working 26 seconds
Network location server Working 3 seconds
Network security Working 26 seconds
Services Working 3 seconds
2™ Details A

Figure 10-3. Operations status details
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If there is a problem with a monitored service or technology, it will be reported in the Operations State
field. Details about the error, possible causes, and suggestions for resolving the issue are displayed on the
bottom of the screen when the error is selected (Figure 10-4).

Operations Status

a4 Operations Status A
Name Status Since Operations State
&9 edgel.lab.richardhicks.net A Critical 15 minutes, 14 seconds DirectAccess
DirectAccess ~ Critical 15 minutes, 14 seconds DNS; Network location server
) Gtod Working 15 minutes, 38 seconds |
[ Wamning 15 minutes, 06 seconds re onsiveness: Server availability
) DNS64 Working 15 minutes, 38 seconds
@ Domain controller Working 15 minutes, 38 seconds
P IP-HTTPS Working 15 minutes, 38 seconds
i IPsec Working 15 minutes, 38 seconds
P NATE4 Working 15 minutes, 38 seconds
) Network adapters Working 15 minutes, 38 seconds
.9 Network location server Critical 15 minutes, 14 seconds URL ilability; Server availability
L Network security Working 15 minutes, 38 seconds
P Services Working 15 minutes, 12 seconds
3 Details -

A\ DNS: Not working properly

Error:

Enterprise DNS servers (172.16.2.200) used by DirectAccess clients for name resolution are not responding. This might affect
DirectAccess client connectivity to corporate resources.

Causes:

1. One or more of the enterprise DNS servers (172.16.2.200) are not responding.

2. Enterprise DNS servers (172.16.2.200) might be incorrectly configured or overloaded.

Resolution:

1. Ensure DNS servers are online and responding to name resolution requests.

2. Verify DNS server settings.

Note: Operations status is updated in accordance with the configured refresh interval. Clicking Refresh to manually update status does
not update the status of the DNS resolution and ICMP reachability checks.

Figure 10-4. Operations status with detailed error message

Operations status information can also be viewed at the command line by opening an elevated
PowerShell command window and entering the following command (Figure 10-5):

Get-RemoteAccessHealth
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Figure 10-5. Get-RemoteAccessHealth PowerShell command

User Monitoring

The visibility of current client connections and which internal resources they are accessing is crucial to

EX Administrator: Windows PowerShell
PS C:\> Get-RemoteAccessHealth
Component RemoteAccessServer  HealthState
|Server localhost oK
[6tod localhost oK
Vpn Addressing localhost Disabled
Network Security localhost oK
[ons localhost oK
IP-Https localhost oK
Nat 64 localhost oK
[Pns64 localhost 0K
IPsec localhost oK
[Kerberaos localhost Disabled
[Domain Controller localhost oK
Management Servers localhost Disabled
INetwork Location ... localhost oK
Otp localhost Disabled
High Availability localhost Disabled
Isatap localhost Disabled
Vpn Connectivity localhost Disabled
[Teredo localhost Disabled
Network Adapters localhost OK
|services ocalhost 0K
PS C:\>
‘

TimeStamp
5/21/2016
5/21/2016
5/21/2016
5/21/2016
5/21/2016
5/21/2016
5/21/2016
5/21/2016
5/21/2016
5/21/2016
5/21/2016
5/21/2016
5/21/2016
5/21/2016
5/21/2016
5/21/2016
5/21/2016
5/21/2016
5/21/2016
5/21/2016

1d OperationStatus

2222222333333 2222222

supporting DirectAccess. By using the Remote Access Management console, the administrator can quickly
view connection status and activity for DirectAccess clients.

Remote Access Client Status

Select Remote Client Status to view the status for connected DirectAccess clients. Selecting an individual
connection displays details about the connection and resources accessed (Figure 10-6).
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Remote Access Clients Status
Connected Clients
Search 0o P Search hd @ hd v
User Name Host Name ISP Address Protocol/Tunnel Duration
W10-1664517992 lab.nchardhicks.net -
LAB\rdeckard W10-1664517992.lab.richardhicks.net - IPHttps 17:49:19
W10-533712577 lab.richardhicks.net - IPHttps 00:26:04
LAB\jfsebastian W10-1808175542 lab.richardhicks.net - IPHttps 17:49:38
LAB\rhicks W10-1940532013.lab.richardhicks.net - IPHttps 17:50:08
LAB\etyrell W10-1040150135.lab.richardhicks.net - IPHttps 17:50:08
Access Details © |  Connection Details ©
Protocol Port [P Address Connect Using DirectAccess
6 88  172.16.1.200 Total Bytes In 3152
17 389 172.16.1.200 Total Bytes Out 3392
Connection start ~ 5/22/2016 11:16:30 AM
Authentication Machine Certificate & User Ntim
ISP Address

Figure 10-6. Remote access client status

Note Some connections may not include username information. This is expected behavior that occurs
when a DirectAccess client computer is connected but the user has not yet logged on. In addition, it is not
uncommon to see multiple entries for the same computer. This can happen when a DirectAccess client drops its
connection and reconnects—for example, when roaming between wireless access points.

Right-click on a column heading to include additional fields in the display (Figure 10-7).
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0o D Search

-
me

®~ @~

ISP Address Protocol/Tunnel Duration

10150135.1ab.richardhic

$4517992.1ab.richardhic

175542.1ab.richardhic
[253201 3.lab.richardhic
$712577.1ab.richardhick

[elef<fe]4]

User Name
Host Name

ISP Address
Protocol/Tunnel
Duration

IPv4 Address
IPv6 Address

Type

Server N
Total Bytes 5
Total Bytes In

Total Bytes Out
Connection Start Time
Authentication Method

)0:10:43
)0:07:47
20:10:57
10:10:48

Activity Status
Rate

Connect Using
Total Bytes In
| | Total Bytes Out

164136
143584

DirectAccess

Figure 10-7. Include additional fields to be displayed

Right-click an individual connection and choose Details to view detailed information and statistics
about the connection (Figure 10-8 ).
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% Detailed client statistics X

Detailed client statistics

Detailed client statistics show all information for a specific connection.

Property Value

User Name LAB\rdeckard )
Host Name W10-1664517992.lab.richardhicks.net

ISP Address -

Protocol/Tunnel IPHttps

Duration 00:21:34

Activity Status  Active

Rate 4.55 Mbps

IPv4 Address -

IPv6 Address 2002:cb00:71f0:1000:54{8:ab20:2c88:56b7
Type DirectAccess

Server edgel.lab.richardhicks.net

Total Bytes In 426848736

Total Bytes Out 8082864

Close

Figure 10-8. Detailed client connection information and statistics

Note The ISP address field is always blank when IP-HTTPS IPv6 transition technology is used to establish
a DirectAccess connection.! This happens because the ISP address is derived from the IPv6 address used by the
client to establish the IPsec security association with the DirectAccess server. For clients using the 6to4 or Teredo
IPv6 transition technologies, their public IPv4 address is embedded in their IPv6 address. However, IP-HTTPS uses
random IPv6 addresses, which prevents the DirectAccess server from collecting and displaying this information.

1Tt is possible to gain much more detailed information about the DirectAccess connection, including the ISP address for
IP-HTTPS connections, using Windows component event logging. More details can be found here: https://blogs.
technet.microsoft.com/martin_j_solis/2015/03/20/additional-way-to-monitor-directaccess-machineuser-
activity-on-windows-2012-and-2012r2-directaccess-with-component-event-logging/
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Administrators can perform searches to narrow the list of displayed results. Enter text for which to
search in the Search field and press Enter or click Search (Figure 10-9).

Remote Access Clients Status

Connected Clients

jfsebastian X P Search B~ @)« v

User Name Host Name ISP Address Protocol/Tunnel Duration

LAB\jfsebastian W10-1808175542.lab.richardhicks.net - IPHttps

Figure 10-9. Search connected clients

Click the Save icon to save the search query for future use (Figure 10-10).

Remote Access Clients Status N

Connected Clients

w10 X O Search v A (v) ‘

User Name Host Name - ISPA  Query Name: l\ﬂl_rll'\giows'lcl_h_d_a_cbtneﬂ_ _J
LAB\etyrel W10-1040150135 Jabrichardhicks.net - Cverwrite the existing query, or type another name to save a new
LAB\rdeckard W10-1664517992.lab.richardhicks.net - query. Each query consists of criteria, as well as sorting and

: = column customizations.
LAB\jfsebastian W10-1808175542.1ab.richardhicks.net -
LAB\rhicks W10-1940532013.lab.richardhicks.net -
LAB\rbatty W10-533712577.Jab.richardhicks.net Save i}l [ Cancel |

|

Figure 10-10. Save a search query

The Remote Access Management console does not allow the administrator to forcibly disconnect
connected DirectAccess clients. To terminate a DirectAccess connection, open an elevated PowerShell
command window and enter the following command:

Get-NetIPsecMainModeSA | Where-Object {$ .RemoteFirstId.Identity -like "*<computer name>*"}
| Remove-NetIPsecMainModeSA
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For example, to disconnect a computer named CLIENT1, the command would appear as follows:

Get-NetIPsecMainModeSA | Where-Object {$ .RemoteFirstId.Identity -like "*client1*"}
| Remove-NetIPsecMainModeSA

Note When a DirectAccess IPsec security association is terminated, the client will automatically attempt
to reconnect. If the goal is to prevent a DirectAccess client from reconnecting, its computer account in Active
Directory should first be disabled or deleted.

DirectAccess summary connection statistics can also be viewed at the command line by opening an
elevated PowerShell command window and entering the following command (Figure 10-11):

Get-RemoteAccessConnectionStatisticsSummary

EX Administrator: Windows PowerShell - (] b4
PS C:\> Get-RemoteAccessConnectionStatisticsSummary A
[TotalConnections : 5
[TotalDAConnections : 5
[TotalvpnConnections 0
[TotalUniquelsers ; :

MaxConcurrentConnections : 6

[TotalCumulativeConnections : 9

[TotalBytesIn 1 2714165864

TotalBytesOut : 30681752

TotalBytesInOut : 2744847616

PS Ci\>

b —— — -
— -

Figure 10-11. Get-RemoteAccessConnectionStatisticsSummary PowerShell command

In addition, detailed connection statistics can be viewed at the command line by entering the following
command (Figure 10-12):

Get-RemoteAccessConnectionStatistics
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EX¥ Administrator: Windows PowerShell — m] »
PS C:\> Get-RemoteAccessConnectionStatistics A
KlientIPAddress UserName ConnectionDuration(s) ConnectionType
2002 :cb00:71f0:1000:7976:cff5 :fc... {LAB\jfsebastian} 3398 DirectAccess
2002 :cb00:71f0:1000:54f8:ab20:2c. .. {LAB\rdeckard} 6191 DirectAccess
2002 :cb00:71f0:1000:5514:8392:5... LAS\rm:ks% 6205 DirectAccess
2002 :cb00:71f0:1000:c92d:62db:78... {LAB\etyrell} 6195 DirectAccess
2002 :cb00:71f0:1000:e4d3:c7ec:5e. .. {LAB\rbatty} 6195 DirectAccess
PS C:\> _

. S T — .
‘.-'"‘--_ " q'.”"‘----._

Figure 10-12. Get-RemoteAccessConnectionStatistics PowerShell command

Accounting

DirectAccess can be configured to store log data using either Inbox or RADIUS accounting methods. Inbox
accounting uses a local Windows Internal Database (WID) on each DirectAccess server to store log data.
RADIUS accounting sends log data to a local or remote RADIUS server for storage. Both accounting methods
can be configured at the same time, if necessary.

Note Inbox accounting must be configured in order to enable reporting functionality in the Remote Access
Management console.

Inbox Accounting

Highlight Reporting in the Remote Access Management console and click Configure Accounting. Select
the option to Use inbox accounting. Optionally, specify how long to store the account logs and click Apply
(Figure 10-13).
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B Configure Accounting X

Configure settings for Remote Access accounting.

Select Accounting Method
[[] Use RADIUS accounting

Select this setting to store logs and generate reports using a local or remote RADIUS server.
Use inbox accounting

Select this setting to store logs using the Windows Internal Database (WID) and generate
reports on this server.

Configure Accounting Settings

Accounting method: l Inbox accounting ~ ‘

Store accounting logs for last |12 E} imonths v]

77 Used space: 0 bytes 0MB
" Free space: 0 bytes oMB

Manage Accounting
O Delete all accounting logs

@® Delete accounting logs for specified period

From: | 5/21/2016 i3] l
To: | 5/21/2016  [33] I

[ Apply | [ Cancel |

Figure 10-13. Configure inbox accounting

Note After enabling inbox accounting, it is recommended that the database be optimized using guidance
published by Microsoft, found here: https://technet.microsoft.com/en-us/library/mt693376.aspx.

RADIUS Accounting

Highlight Reporting in the Remote Access Management console and click Configure Accounting. If
accounting is already configured, click Configure Accounting in the Tasks pane and select Use RADIUS
accounting. Choose RADIUS accounting from the Accounting Method drop-down box, double-click the
blank field, enter the RADIUS server name and shared secret, and click Apply (Figure 10-14).
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B Configure Accounting X

Configure settings for Remote Access accounting.

Select Accounting Method
Use RADIUS accounting

Select this setting to store logs and generate reports using a local or remote RADIUS server.
Use inbox accounting

Select this setting to store logs using the Windows Internal Database (WID) and generate
reports on this server.

Configure Accounting Settings

Accounting method: | RADIUS accounting

RADIUS servers (queried from highest to lowest score):

Server Name Initial Score

radius.lab.richardhicks.net 30

Figure 10-14. Configure RADIUS accounting

Note RADIUS server configuration and reporting options differ greatly by vendor and are outside the scope
of this book. In addition, RADIUS accounting is limited and provides less detailed connection information than
using Inbox accounting provides.

Reporting

To generate historical reports for DirectAccess connections, highlight Reporting in the Remote Access
Management console, choose a Start date and End date, and click Generate Report. Select an entry for
which to display access and connection details (Figure 10-15).
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Remote Access Reporting

Statdate: 5212016 [33)| Enddate |5/21/2016 [33)| SenerateReport

Usage Report
Search P P Search >+ @« &)
User Name Host Name ISP Address Protocol/Tunnel Duration

00:14:31

>

Jab.nchardhicks

- W10-533712577 lab.richardhicks.net - IPHttps 00:13:04

- W10-1808175542.lab.richardhicks.net - IPHttps 00:05:01
LAB\rdeckard  W10-1664517992.lab.richardhicks.net - IPHttps 00:05:33
- W10-1040150135.lab.richardhicks.net - IPHttos 00:05:01 et
Access Details © | Connection Details ©
Protocol Port  IP Address A Connect Using DirectAccess
6 88 172.16.1.200 Total Bytes In 18280
6 135 172.16.1.200 Total Bytes Out 16160
6 445  172.16.1.200 Connection start ~ 5/21/2016 5:12:02 PM
6 49155 172.16.1.200 ' Authentication Machine Certificate & User Ntim
17 123 17216.1.200 v. | | 'SP Address =
Server Load Statistics ®
Total sessions: 102 Maximum concurrent sessions: 14
Total DirectAccess sessions: 102 Total unique users: 5
Total VPN sessions: 0 Unique DirectAccess clients: 5
Average sessions per day: 102

Figure 10-15. Remote access reporting

Right-click on a column heading to include additional fields in the display (Figure 10-16).
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77.lab.nchardhicl
77.lab.richardhic
542.lab.richardhi

P L Search

D92.lab.richardhi
[135.lab.richardhi

ESRSRNESEY

User Name
Host Name

ISP Address
Protocol/Tunnel
Duration

IPv4 Address
IPv6 Address

Type

Server

8383888 "

Total Bytes In

Total Bytes Out
Connection Start Time
Health Status
Authentication Method

57

00:13:04
00:05:01
00:05:33
00:05:01

Details

18280
16160

DirectAccess

rt  5/21/2016 5:12
Machine Certif|

Figure 10-16. Include additional fields to be displayed

Double-click an entry to view additional detailed client statistics (Figure 10-17).
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B Detailed client statistics X

Detailed client statistics

Detailed client statistics show all information for a specific connection.

Property Value

User Name LAB\rdeckard

Host Name W10-1664517992.1ab.richardhicks.net
ISP Address -

Protocol/Tunnel IPHttps

Duration 00:05:33

IPv4 Address -

IPv6 Address 2002:cb00:71f0:1000:54f8:ab20:2c88:56b7
Type DirectAccess

Server edgel.lab.richardhicks.net

Total Bytes In 12912

Total Bytes Out 9352

Total Bytes 22264

Connection Start Time  5/21/2016 9:24:24 PM

Figure 10-17. Detailed client statistics

Administrators can perform searches to narrow the list of displayed results. Enter text for which to
search in the Search field and press Enter or click Search (Figure 10-18).
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Remote Access Reporting

Startdate: |5/21/2016 [i5]| Enddate |5/21/2016 [j5]| GenerateReport

LAB\rdeckard 664517992.1ab.richardhicks.net -
LAB\rdeckard  W10-1664517992.1ab.richardhicks.net
LAB\rdeckard  W10-1664517992.lab.richardhicks.net
LAB\rdeckard  W10-1664517992.lab.richardhicks.net -
LAB\rdeckard ~ W10-1664517992.lab.richardhicks.net

'

| Access Details

IPHttps
IPHttps

IPHttps
IPHttos

© | | Connection Details

Usage Report
rdeckard X P Search v @~ (v)
User Name Host Name ISP Address Protocol/Tunnel Duration

Protocol Port  IP Address
6 80 172.16.1.240

Connect Using DirectAccess

Total Bytes In 7376

Total Bytes Out 8480

Connection start ~ 5/21/2016 5:12:28 PM
Authentication Machine Certificate & User Kerberos
ISP Address -

Figure 10-18. Search the logged connections

Click the Save icon to save the search query for future use (Figure 10-19).
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Remote Access Reporting

Startdate: [5/21/2016 [i5]| Enddate: [5/21/2016 [i5]| Generate Report

Usage Report
rdeckard X P Search v |@®~ ()
User Name Host Name ISP Address Pr|  Query Name: |User - RDeckard ]

LAB\rdeckard W10-16645179

Cverwrite the existing query, or type another name to save a new

LAB\rdeckard  W10-1664517992.lab.richardhicks.net - IPI  query. Each query consists of criteria, as well as sorting and
ol tomizati
LAB\rdeckard  W10-1664517992 lab.richardhicks.net - jpj  <OUmn customizations.
LAB\ideckard  W10-1664517992 lab.richardhicks.net - Ipi
LAB\rdeckard  W10-1664517992 lab.richardhicks.net - IPi [ sawve [[ Concel |
Access Details © | Connection Details ®
Protocol Port  IP Address Connect Using DirectAccess
6 80 172.16.1.240 TotalBytesin 7376

Total Bytes Out 8480

Connection start ~ 5/21/2016 5:12:28 PM
Authentication Machine Certificate & User Kerberos
ISP Address -

Figure 10-19. Save a search query

DirectAccess report details can also be viewed at the command line by opening an elevated PowerShell
command window and entering the following command (Figure 10-20):

Get-RemoteAccessUserActivity -UserName <username> -StartDateTime <start date> -EndDateTime
<end date>

EX Administrator: Windows PowerShell - a X
IPS C:\> Get-RemoteAccessUserActivity -L:zriarz lab\rdeckard -ZtartDatsT-vz -EndDataTve A
|ServerIpAddress ProtocolID ServerPort
p72.16.1.200 (] 135
L72.16.1.200 6 49155
L72.16.1.240 (] 80
L72.16.1.200 1] 389
n72.16.1.202 [ 5001
PS C:\> _

Figure 10-20. Get-RemoteAccessUserActivity PowerShell command
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Summary

The DirectAccess Management Console can be used to monitor the health and status of DirectAccess
and its various supporting infrastructure services. It can also be used to view near real-time DirectAccess
connection statistics and user activity. DirectAccess accounting using inbox or RADIUS can be enabled
to record connection and user activity, allowing for the generation of reports for compliance and auditing
purposes.
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Troubleshoot

DirectAccess is a thing of beauty when it’s working correctly. Typically, it just works, and there’s little ongoing
maintenance required once it is deployed. When it isn’t working correctly, however, it can be quite frustrating.
There are a lot of moving parts to DirectAccess, and knowing where to look first is often challenging.

DirectAccess is made up of Windows platform technologies, so many of the tools and procedures
outlined in this chapter are likely to be familiar to the DirectAccess administrator. On the client side,
Windows 8.x and Windows 10 make the troubleshooting effort easier with the native integration of many
PowerShell commands to view DirectAccess settings and status information.

There are myriad factors that can prevent DirectAccess from working properly. By taking a systematic and
methodical approach to the troubleshooting process, often the issue can be identified and resolved quickly.

It's important to understand that this chapter is not a comprehensive troubleshooting guide. It cannot
cover all deployment options and every possible failure scenario. However, it will provide the administrator with
details and information that can be applied to troubleshoot most common deployment scenarios. The tools and
techniques described here can be used to troubleshoot more complex deployment scenarios when required.

DirectAccess Client Connection Process

The following outlines the process of a DirectAccess client making a successful connection to the
DirectAccess server and accessing resources on the Internal network. Use this as a reference so as to
understand where the connection process is failing and where it is best to focus troubleshooting efforts.

1. ADirectAccess client computer is added to a security group and receives
DirectAccess client settings via group policy.

2. When the DirectAccess client is started, or after any network interface status
change, the DirectAccess client enables the Public firewall profile and detects if it
is inside or outside the network by attempting to contact the NLS.

3. Ifthe DirectAccess client computer can successfully connect to the NLS (receives
a 200 OK response to an HTTP GET, the certificate is valid, trusted, and the
subject name matches), the client enables the Domain firewall profile, and no
attempt to establish a DirectAccess connection is made.

4, Ifthe DirectAccess client computer cannot successfully connect to the NLS, the
Name Resolution Policy Table (NRPT) is activated and the client will attempt to
establish a DirectAccess connection.

5. AnIPv6 transition technology is selected, an entry point is selected, and a
connection is made to the DirectAccess server.

© Richard M. Hicks 2016 195
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6. The DirectAccess client attempts to connect to a domain controller to
authenticate. Connection Security Rules (CSRs) in the Windows firewall are
triggered, and IPsec security associations are established. In most deployment
scenarios, there are two distinct connections made. The first is the infrastructure
tunnel, authenticated using the computer certificate and its AD computer
account (NTLM). The second is the user (intranet) tunnel, authenticated using
the computer certificate and the user’s AD account (Kerberos).

7. If strong user authentication is enabled, the user must supply those credentials
after logging on to their device.

8.  Once the user has successfully authenticated, they will have full access to the
Internal network.

9. On Windows 8.x and Windows 10 clients, the client will attempt to resolve the
name of the web-probe host URL and establish a connection. If successful, the
connection status in the UI will indicate “Connected.”

Server and Client Configuration

Before troubleshooting DirectAccess connectivity, the configuration of the DirectAccess server, client,
and supporting infrastructure should be reviewed to ensure that all systems are capable of supporting
DirectAccess communication.

DirectAccess Server

To support DirectAccess connectivity, the server must meet all installation prerequisites, be configured
correctly, and have proper network connectivity both inbound and outbound.

Group Policy

DirectAccess server settings are applied via Active Directory Group Policy Objects (GPOs). Ensure that the
DirectAccess Server Settings policy is applied to the DirectAccess server by opening an elevated PowerShell
command window and entering gpresult /r /scope:computer (Figure 11-1).
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EX¥ Administrator: Windows PowerShell — o X
PS C:\> gpresult /r /scope:computer =

Microsoft (R) Windows (R) Operating System Group Policy Result tool v2.0
& 2016 Microsoft Corporation. All rights reserved.

Kreated on 6/4/2016 at 4:10:44 PM

RSOP data for LAB\rhicks on EDGE1 : Logging Mode

05 Configuration: Member Server
S Version: 10.0.10586
[Site Name: LabNet

Roaming Profile: NSA

lLocal Profile: C:\Usersirhicks

Konnected over a slow link?: No

ICOMPUTER SETTINGS
CN=EDGE1,CN=Computers ,DC=1ab,DC=richardhicks ,DC=net
Last time Group Policy was applied: 6/4/2016 at 3:57:04 PM
Group Policy was applied from: dcl. lab. richardhicks. net
Group Policy slow link threshold: 500 kbps
Domain Name: LAB
Domain Type: Windows 2008 or later

Applied Group Policy Objects

DirectAccess Server Settings -
Default Domain Policy
Allow Inbound ICMP Echo Request

The following GPOs were not applied because they were filtered out

DirectAccess Client Settings
Filtering: Denied (Security)

Local Group Policy
Filtering: Not Applied (Empty)

The computer is a part of the following security groups

BUILTIN\Administrators
Eygryone

Figure 11-1. Confirm DirectAccess Server GPO application

In addition, verify that the server has received the latest GPOs by entering gpupdate /force in an
elevated PowerShell command window. Once complete, open the Remote Access Management console
and highlight Dashboard. The configuration status should have a green checkmark and indicate that the
configuration was distributed successfully (Figure 11-2).
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Remote Access Dashboard
* Server Status A

2 Operations Status ~ M Configuration Status A

[/] eodge).lawichardhicks.ne: - Al @ 6/4/20163:56:23 PM
D:reé::zcess The configuration was

DNS
DNS64
Domain controller
IP-HTTPS
IPsec
NATE4
Network adapters
Network location server
Network security
Services

Aectrib el

successfully.

*» Operations Status page

Figure 11-2. Configuration distributed successfully

Note For multisite deployments, confirm the configuration status for each entry point by highlighting
Operations Status in the Remote Access Management console and then selecting each entry point individually.

Server Health

In the Remote Access Management console, highlight Operations Status and ensure that the DirectAccess
server and all supporting infrastructure services are healthy and operational (Figure 11-3). If any
components or services are unhealthy or unavailable, resolve them before continuing.

Operations Status

a8 Operations Status =
Name Status Since Operations State
¥) edgel.lab.richardhicks.net Working 21 minutes, 19 seconds
P DirectAccess A Working 21 minutes, 19 seconds
Btod Working 26 minutes, 19 seconds
DNS Working 21 minutes, 19 seconds
DNSB4 Working 26 minutes, 19 seconds
Domain controller Working 26 minutes, 19 seconds
IP-HTTPS Working 26 minutes, 19 seconds
IPsec Working 26 minutes, 19 seconds
NAT64 Working 26 minutes, 19 seconds
Network adapters Working 26 minutes, 19 seconds
Network location server Working 21 minutes, 19 seconds
Network security Working 26 minutes, 19 seconds
Services Working 21 minutes, 19 seconds

Figure 11-3. Verify DirectAccess operations status (GUI)
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Optionally, the administrator can confirm DirectAccess health status by entering the following
command in an elevated PowerShell command window (Figure 11-4):

Get-RemoteAccessHealth | Where-Object HealthState -NE Disabled | Format-Table -Autosize

E¥ Administrator: Windows PowerShell - 0o X
IPS C:\> Get-RemoteAccessHealth | where-Object HealthState -.E Disabled | Format-Table --utci-z= =
Komponent RemoteAccessSeryer HealtHState TimeStamp Id OperationStatus
IServer localhost 0K 6/4/2016 4: M
6tod localhost 0K 6/4/2016 3: PM
Network Security localhost 0K 6/4/2016 3: M
[ons localhost 0K 6/4/2016 4: PM
IP-Https localhost 0K 6/4/2016 3:5 PM
Nat64 localhost 0K 6/4/2016 3: M
IDns 64 localhost 0K 6/4/2016 3: M
IPsec localhost 0K 6/4/2016 3: M
IDomain Controller localhost 0K 6/4/2016 3: M
Network Location Server localhost 0K 6/4/2016 4: PM
Network Adapters localhost oK 6/4/2016 3: PM
IServices localhost oK 6/4/2016 4: PM

PS Ci\>

e \ \ =

Figure 11-4. Verify DirectAccess operations status (PowerShell)

Network Connectivity

The DirectAccess server must have the correct Windows firewall profiles assigned to its network interfaces.
In addition, it is crucial that the DirectAccess server have network connectivity both inbound and outbound
to allow DirectAccess clients to connect to the DirectAccess server, and to allow clients to connect to internal
resources.

Firewall Profiles

When the DirectAccess server is configured with two network adapters, ensure that the Internal network
adapter has been assigned the Domain firewall profile, and that the External network adapter has been
assigned the Public profile. This can be confirmed by opening an elevated PowerShell command window
and entering the following command:

Get-NetConnectionProfile | Select-Object Name, NetworkCategory

Alternatively, the firewall profile can be found by opening an elevated command prompt window and
entering the following command:

Netsh advfirewall show currentprofile
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Internal

The DirectAccess server must be able to connect to all internal networks and services. This includes domain
controllers, internal DNS servers, systems-management servers, and any servers that will be accessed by
remote DirectAccess clients. Verify that the DirectAccess server can reach all remote internal subnets and
services, as necessary. For DirectAccess servers configured with two network adapters, incorrect or missing
static routes are often the cause of internal network connectivity issues.!

Internet

The DirectAccess server must be able to reach the public Internet. To verify outbound connectivity, open an
elevated PowerShell command window and enter the Test-NetConnection command (Figure 11-5).

EX Administrator: Windows PowerShell - m] x
PS C:\> Test-NetConnection n
ComputerName : internetbeacon.msedge.net
RemoteAddress : 13.107.4.52
InterfaceAlias : External
SourceAddress ¢ 203.0.113.240
Ping5Succeeded True

PingReplyDetails (RTT) 114 ms

PS C:h\>

Figure 11-5. Verify Internet connectivity using Test-NetConnection

The DirectAccess server itself must also be reachable from the public Internet. First, confirm that the
DirectAccess server’s public hostname resolves to the correct IP address by using the Resolve-DnsName
PowerShell command (Figure 11-6).

'https://directaccess.richardhicks.com/2013/06/19/network-interface-configuration-for-
multihomed-windows-server-2012-directaccess-servers/
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EX Administrator: Windows PowerShell o] o b4
IPS C:\> Resolve-DnsName da.richardhicks.net A
IName Type TTL Section IPAddress
Ida. richardhicks.net A 86400 Answer 203.0.113. 240
PS C:\>

“ \ S —— —~

Figure 11-6. Verify public hostname resoultion using the Resolve-DnsName PowerShell command

If name resolution is working correctly, confirm that the DirectAccess server can accept incoming IP-
HTTPS connections by entering the following PowerShell command on a Windows 8.x or Windows 10 client
connected to the public Internet (Figure 11-7):

Test-NetConnection -Port 443 <FQDN>

EX Administrator: Windows PowerShell o] o b4
PS C:\> Test-NetConnection -Fort 443 da.richardhicks.net A
ComputerName : da.richardhicks.net
RemoteAddress : 203.0.113.240
RemotePort : 443
InterfaceAlias : External
|SourceAddress : 203.0.113.1
IPingSucceeded True
IPingReplyDetails (RTI') 0 ms
TcpTestSucceeded True
PS Ci\> _

- *\‘ *'\ )

Figure 11-7. Test IP-HTTPS connectivity using Test-NetConnection
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Note The use of ICMP (PING) alone is not always a reliable indicator of network connectivity, as it can be
(and often is) blocked by firewalls. Use Test-NetConnection -Port or the Nmap? tool (described later in this
chapter) to positively confirm network connectivity whenever possible.

Name Resolution

The DirectAccess server must be able to resolve internal hostnames in order to support DirectAccess
connections. Verify that the DirectAccess server can resolve names in all internal domains by entering the
following command in an elevated PowerShell command window (Figure 11-8):

Resolve-DnsName <domain>

EX Administrator: Windows PowerShell - ] »
PS C:\> Resolve-DnsName lab.richardhicks.net o
Name Type TTL Section IPAddress
lab. richardhicks.net A 600  Answer 172.16.1.200
PS C:\> _

- — — —
— —

Figure 11-8. Verify internal name resolution using Resolve-DnsName

Authentication

Domain communication is vital for DirectAccess, as the machine and the user are both authenticated when
connecting remotely. Ensure proper domain controller communication from the DirectAccess server by
entering the following command in an elevated PowerShell command window (Figure 11-9):

nltest.exe /sc_verify:<domain>

*https://nmap.org/
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EX Administrator: Windows PowerShell - (] b4
PS C:\> nitest /sc_verify:lab.richardhicks.net A
Flags: b0 HAS_IP HAS_TIMESERV )

[Trusted DC Name ‘\\dcl.lab.richardhicks.net

[Trusted DC Connection Status Status = 0 Ox0 NERR_Success

[Trust Verification Status = 0 Ox0 NERR_Success

The command completed successfully

PS Ci\> _

Al —

Figure 11-9. Verfiy domain communication using nltest.exe

Certificates

DirectAccess uses an SSL certificate for the IP-HTTPS IPv6 transition technology and, optionally, a computer
certificate for IPsec authentication and encryption.

SSL Certificate

Verify the SSL certificate is valid, trusted, and includes the Server Authentication Enhanced Key Usage
(EKU). The certificate must be installed in the local computer certificate store and must include the
private key. Also, the Subject field must match the public hostname defined in Step 2 of the Remote Access
configuration setup on the DirectAccess server. When supporting Windows 7 clients, the Certificate
Revocation List (CRL) must be publicly accessible.

Computer Certificate

For many deployment scenarios, the DirectAccess server must also have a computer certificate to support
IPsec authentication and encryption. The certificate must be issued by a Public Key Infrastructure (PKI) with
a minimum key length of 1024 bits. It must be signed using a minimum of Secure Hash Algorithm 1 (SHA1)
and include the Client Authentication EKU. It must be valid (not expired), trusted, have a private key, and be
installed in the local computer certificate store. The certificate must also share a common root Certification
Authority (CA) with the DirectAccess clients.

IPv6

IPv6 must not be disabled on the DirectAccess server. This can be confirmed by checking the HKLM\SYSTEM\
CurrentControlSet\Services\Tcpip6\Parameters\DisabledComponents registry key. It should not exist. If it
does, it must be set to 0. In addition, all IPv6 transition technologies on the DirectAccess server must be enabled.

Windows Firewall

The Windows firewall must be enabled for all profiles on the DirectAccess server. This can be verified by
issuing the following command in an elevated PowerShell command window (Figure 11-10):

Get-NetFirewallProfile -PolicyStore ActiveStore | Format-Table Name, Enabled
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EX Administrator: Windows PowerShell - m] X
PS C:\> Get-NetFirewallProfile t ActiveStore | Format-Table Name. Enabled S
Name Enabled
Domain True
Private True
Public True
PS Ci\> _

b —— — !

Figure 11-10. Verify the Windows firewall is enabled for all profiles using the Get-NetFirewallProfile
PowerShell command

Note Third-party firewalls can be installed on the DirectAccess server, but the Windows firewall must not
be disabled. In addition, the Windows firewall must be registered for CSRs. This can be verified by entering the
netsh advfirewall show global command in an elevated command prompt window and confirming that the
Windows firewall is listed for the ConSecRuleGategory category.

Services

The following services must be running on the DirectAccess server in order to support DirectAccess
connections:

e [P Helper (IPHIpSvc)

e  Windows Firewall (Mpssvc)

e  Base Filtering Engine (BFE)

e IPsec Policy Agent (PolicyAgent)

e IKE and AuthIP IPsec Keying Modules (IKEEXT)

e  KDC Proxy Server Services (KPSSVC)®

e RemoteAccess Management Services (RaMgmtSvc)

These services can be viewed by using the Services management console (services.msc) or by using the
Get-Service PowerShell command.

3This service is only required when the option to enable Windows 7 client computers to connect via DirectAccess is not
selected.
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Unsupported Configurations

There are a number of unsupported DirectAccess configurations that may also prevent DirectAccess
from working correctly. When troubleshooting, it is recommended to consult Microsoft’s DirectAccess
Unsupported Configurations guide.*

DirectAccess Client

To support DirectAccess connectivity, the client must meet installation prerequisites, be configured
correctly, and have proper network connectivity both inbound and outbound.

Operating System SKU
DirectAccess is only supported with the following Windows client operating systems:®
e  Windows 10 Enterprise
e Windows 10 Education
e  Windows 7 Enterprise
e  Windows 7 Ultimate

DirectAccess will not function on any version of the Home or Professional editions. To confirm the

client operating system version, open the Control Panel and navigate to System and Security and then
System (Figure 11-11).

‘https://technet.microsoft.com/en-us/library/dn464274(v=ws.11).aspx.
’Although not commonly used as client operating systems, the Windows Server 2008 R2, Windows Server 2012,
Windows Server 2012 R2, and Windows Server 2016 server operating systems are also supported DirectAccess clients.
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3 system
“~ v 4 E » Control Panel » System and Security » System

Control Panel Home

& Device Manager
® Remote settings
& System protection

Windows edition

Installed memo

Windows 10 Enterprise < s

Search Control Panel

v 0

View basic information about your computer

am Windows 10

© 2016 Microsoft Corp All rights d.
Advanced m settings
() syste g
System
Processor: Intel(R) Xeon(R) CPU E5-1660 v3 @ 3.00GHz 2.99 GHz

ry (RAM):  2.00 GB

System type: 64-bit Operating System, x64-based processor
Pen and Touch: No Pen or Touch Input is available for this Display
Computer name, d , and workgroup settings
Computer name: client1 @ Change settings
Full computer name: client1.lab.richardhicks.net
Computer description:
Domair: lab.richardhicks.net
Windows activation
Windows is activated Read the Microsoft Software License Terms
Product ID: S Sl W & Change product key
See also
Security and Maintenance

Figure 11-11. Confirm supported Windows SKU

Alternatively, the systeminfo.exe utility can be used to view the client operating system version

(Figure 11-12).

EX Administrator: Windows PowerShell
S C:\> systeminfo.exe

st Name: CLIENT1
S Name: Microsoft Windows
S Version:

S Manufacturer:

S Configuration:

S Build Type:

egistered Owner:
egistered Organization:
roduct ID:

riginal Install Date:
stem Boot Time:

stem Manufacturer:

Setup

6/6/2016, 1:31:25

otal Physical Memory: 2,045 MB
wailable Physical Memory: 689 MB
i r«c—uﬂ Mo e

= g 3,197 MB

10 Enterprise «——

10.0.10586 N/A Build 10586
Microsoft Corporation
Member Workstation
Multiprocessor Free

6/4/2016, 10:02:22 AM

PM

Microsoft Corporation

stem Model: Virtual Machine
stem Type: x64-based PC
rocessor(s): 1 Processor(s) Installed.

[01]: Inteléd4 Family & Model 63 Stepping 2 Genuinelntel ~2993 Mhz
Microsoft Corporation Hyper-V UEFI Release v1.0, 11/26/2012

indows Directory: C:\Windows

ystem Directory: C:\Windows\system32

oot Device: ‘\Device\Harddiskvolume2

ystem Locale: en-us;English Eun--ted States

Input Locale: en-us;English (United States

ime Zone: (UTC-08:00) Pacific Time (US & Canada)

Figure 11-12. Confirm supported Windows SKU
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Group Policy

DirectAccess server settings are applied via Active Directory Group Policy Objects (GPOs). Ensure that the
server settings policy is applied to the DirectAccess server by entering gpresult /r /scope:computer in an
elevated PowerShell command window (Figure 11-13):

EX Administrator: Windows PowerShell - O X
PS C:\> gpresult /r /scope:computer ~

Microsoft (R) Windows (R) Operating System Group Policy Result tool v2.0
8 2016 Microsoft Corporation. All rights reserved.

Kreated on 6/6/2016 at 1:51:30 PM

RSOP data for LAB\rhicks on CLIENT1 : Logging Mode

S Configuration: Member Workstation
0S Version: 10.0.10586

[5ite Name: LabNet

Roaming Profile: N/A

lLocal Profile: C:\Users\rhicks

Connected over a slow link?: No

KOMPUTER SETTINGS

CN=CLIENT1,CN=Computers,DC=1ab,DC=richardhicks,DC=net
Last time Group Policy was applied: 6/6/2016 at 1:31:31 PM

Group Policy was applied from: dcl. lab. richardhicks. net
Group Policy slow link threshold: 500 kbps

Domain Name: LAB

Domain Type: Windows 2008 or later

Applied Group Policy Objects

DirectAccess Client Settings —

Default Domain Policy
Allow Inbound ICMP Echo Reguest
Disable IPv6 Transition Technologies

The following GPOs were not applied because they were filtered out

DirectAccess Server Settings
Filtering: Denied (Security)

Local Group Policy
Filtering: Not Applied (Empty)

The computer is a part of the following security groups

BUILTIN\Administrators
Figure 11-13. Confirm the DirectAccess client GPO application

Additionally, the Get-DAClientExperienceConfiguration PowerShell command can be used to
confirm that the client has received the DirectAccess settings via the group policy and that the IPv6
addresses listed for the IPsecTunnelEndpoints match the IPv6 addresses on the DirectAccess server
(Figure 11-14).
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EX Administrator: Windows PowerShell - (| b4
PS C:\> Get-DAClientExperienceConfiguration n
Description : DA Client Settings ) )

KorporateResources : }HTTP:http:,-',-'d'lrectaccess-webprnbeﬂost.‘Iab,rlchardmcks‘net}
IPsecTunnelEndpoints PING:2002:cb00:71f0: :cb00:71f0, PING:2002:cb00:71f0:5::1]} off——
KustomCommands :

PreferLocalNamesAllowed : True

UserInterface : True

PassiveMode : False .

SupportEmail : admin@richardhicks.net

FriendlyName ) : Workplace Connection

ManualEntryPointSelectionAllowed : True

IG5 1bFqdn H

ForceTunneling : Default

PS Ci\> _

be — - -

Figure 11-14. Confirm the DirectAccess settings using PowerShell

Network Connectivity

The DirectAccess client must have connectivity to the public Internet and be able to successfully resolve the
public hostname of the DirectAccess server—or of the entry point in a multisite deployment. Confirm that
the client has Internet access by viewing the status of the network connection icon in the system notification
area. It should indicate that Internet access is available (Figure 11-15).

lab.rnchardhicks.net

Internet access
L S 6/6/2016

Figure 11-15. Confirm Internet access

Alternatively, the Test-NetConnection and Resolve-DnsName PowerShell commands can be used to
confirm that the client has an active Internet connection and that it can successfully resolve public hostnames.

Domain Connectivity

The DirectAccess client must have a valid computer account in Active Directory. Ensure proper domain
controller communication from the DirectAccess client by entering nltest.exe /sc_verify:<domain> in an
elevated command prompt window when the client is on the Internal network.

Certificates

For some deployment scenarios, the DirectAccess client must also have a computer certificate to support
IPsec authentication and encryption. The certificate must be issued by a PKI with a minimum key length of
1024 bits. It must be signed using a minimum of SHA1 and include the Client Authentication EKU. It must be
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valid (not expired), trusted, have a private key, and be installed in the local computer certificate store. The
certificate must also share a common root CA with the DirectAccess server.

IPv6

IPv6 must not be disabled on the DirectAccess client. This can be confirmed by checking the HKLM\
SYSTEM\CurrentControlSet\Services\Tcpip6\Parameters\DisabledComponents registry key. It should
not exist. If it does, it must be set to 0.

IPv6 Transition Technologies

DirectAccess clients are commonly on the public IPv4 Internet and must use an IPv6 transition technology
to establish a connection to the DirectAccess server. Not all IPv6 transition technologies are required to be
enabled. The following sections provide details for ensuring they are configured correctly where enabled.

6to4

To view 6to4 configuration and state information, use the Get-Net6to4Configuration PowerShell command,
or netsh interface 6to4 show interface or show state. If the 6to4 IPv6 transition technology is enabled,
enter ipconfig in a command prompt window and confirm that a Global Unicast Address® (GUA) is assigned
to the 6to4 tunnel adapter (Figure 11-16).

EX Administrator: Windows PowerShell - m] "
PS C:\> ipconfig

Windows IP Configuration

Ethernet adapter External:

Connection-specific DNS Suffix

Link-Tocal IPv6 Address . . . . . : fe80::fc2b:ebbd:7fdc:7a9a%4

IPv4 Address. . . . . . . 3 203.0.113.1
Subnet Mask . . . . . . . 3 255.255.255.0
Default Gateway . . . . . . . . . & 203.0.113,254

Tunnel adapter 6T04 Adapter:

Connection-specific DNS Suffix :
IPv6 Address. . . . . . . . . . . & 2002:cb00:7101::cb00:7101 4—
Default Gateway . . . . + « + « +

Tunnel adapter Teredo Tunneling Pseudo-Interface:

Connection-specific DNS Suffix

IPv6 Address. . . . . . . . . : 2001:0:cb00:71f0:90:12d0:34ff :8efe
Link-local IPv6 Address . . . . : fe80::90:12d0:34f :8efexb
Default Gateway . . . . . . . . g
PS Ci\> _
L — ——— —

Figure 11-16. 6to4 IPv6 transition tunnel adapter address assignment

https://technet.microsoft.com/en-us/library/cc759208(v=ws.10).aspx
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Teredo

To view Teredo configuration and state information, use the Get-NetTeredoConfiguration or Get-
NetTeredoState PowerShell commands, or netsh interface teredo show state. If the Teredo IPv6 transition
technology is supported, enter ipconfig in a command prompt window and confirm that a GUA IPv6
address is assigned to the Teredo tunnel adapter (Figure 11-17).

EX Administrator: Windows PowerShell - m] "
PS C:\> ipconfig -~

Windows IP Configuration

Ethernet adapter External:

Connection-specific DNS Suffix :

Link-local IPv6 Address . . . . . : fe80::fc2b:ebbd:7fdc:7a9%a%4
IPv4 Address. . . . . . . . . . . : 203.0,113.1

Subnet Mask . . . . . . .. . . . 1 255.255.255.0

Default Gateway . . . . . . . . . & 203.0.113,254

Tunnel adapter 6T04 Adapter:

Connection-specific DNS Suffix :
IPv6 Address. . . . . . . . . . . & 2002:cb00:7101::cb00:7101
Default Gateway . . . . + « « « + ¢

Tunnel adapter Teredo Tunneling Pseudo-Interface:

Connection-specific DNS Suffix . :
IPv6 Address. . . . . . . . . . . @ 2000:0:cb00:71f0:90:12d0:34FF :8efe o
Link-local IPv6 Address . . . . . : fe80::90:12d0:34ff:8efeX6
Default Gateway . . . . « « « « « ¢
PS Ci\> _

Figure 11-17. Teredo IPv6 transition tunnel adapter address assignment

IP-HTTPS

A DirectAccess client will always have an IP-HTTPS tunnel adapter. To view IP-HTTPS configuration and
state information, use the Get-NetIPHttpsConfiguration or Get-NetIPHttpsState PowerShell commands,
or netsh interface httpstunnel show interfaces or show statistics. If an IP-HTTPS connection cannot be
made, the output of these commands often includes error codes that can be helpful in identifying the source
of the problem.

Ensure that the IP-HTTPS tunnel adapter has a valid IPv6 address by entering ipconfig in a command
prompt window and confirming that a GUA or Unique Local Address (ULA) IPv6 address is assigned to the
IP-HTTPS tunnel adapter (Figures 11-18 and 11-19).
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Windows IP Configuration

[Ethernet adapter External:

Connection-specific DNS
Link-local IPv6 Address
IPv4 Address.
Subnet Mask . . . . .
Default Gateway . . .

Connection-specific DNS

IPvE Address. . . ..

Temporary IPv6 Address.

Link-local IPv6 Address

Default Gateway . . . .
PS Ch>

EX Administrator: Windows PowerShell
PS C:\» ipconfig

Suffix

Tunnel adapter iphttpsinterface:

Suffix

fe80::fc2biebbd:7fdc:7a%a%4
203.0.113.1

255.255.255.0
203.0.113.254

2002:cb00:71f0:1000:34F2:8b53:bb5 :357h  fmm—

2002:cb00:71f0:1000:8d84 :6ac2:332c:33a1
fe80::34f2:8b53:bb5 :357b%7

Figure 11-18. IP-HTTPS tunnel adapter with GUA IPv6 address

PS C:\>

Windows IP Configuration

Ethernet adapter External:

Connection-specific DNS
Link-Tlocal IPvé Address
IPv4 Address. .

Subnet Mask . . .
Default Gateway . . . .

Connection-specific DNS
IPv6 Address. . . . . .
Temporary IPvé Address.
Link-local IPvé Address
Default Gateway . . . .

EX Administrator: Windows PowerShell
PS C:\» ipconfig

Suffix

[Tunnel adapter IPHTTPSInterface:

Suffix

fe80::fc2b:ebbd:7fdc:7a%a%4
203.0.113.1

255.255.255.0

203.0.113.254

fd58:7953:€529:1000:c0ac:1719:2166:4ees5
fd58:7953:e529:1000:48ce:eb2e:b85a:36a3
fe80::c0ac:1719:2166:4ee5%3

Figure 11-19. IP-HTTPS tunnel adapter with ULA IPv6 address

f—
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Note All network interfaces in Windows have link-local IPv6 addresses assigned to them. However, this is
not enough to support DirectAccess connectivity. There must be at least one IPv6 transition tunnel adapter that
has a GUA or ULA IPv6 address assigned to it.

Services
The following services must be running on the DirectAccess client to support a DirectAccess connection:
e [P Helper (IPHIpSvc)
e  Windows Firewall (Mpssvc)
e  Base Filtering Engine (BFE)
e IPsec Policy Agent (PolicyAgent)
e IKE and AuthlIP IPsec Keying Modules (IKEEXT)

These services can be viewed by using the Services management console (services.msc) or by using the
Get-Service PowerShell command.

Note The Network Connectivity Assistant (Ncasvc) must also be running in order to provide DirectAccess
connection-status information in the GUI and via PowerShell, and to support smart card and one-time password
(OTP) authentication.

Windows Firewall

The Windows firewall must be enabled for both the Public and Private profiles on the DirectAccess client.
This can be verified by issuing the Get-NetFirewallProfile -PolicyStore ActiveStore command or the netsh
advfirewall show all command and confirming that the Public and Private profiles are enabled (Figure 11-20).
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Name Enabled

Domain Profile Settings:

State

Firewall Policy
LocalFirewallRules
LocalConSecRules
InboundUserNotification
RemoteManagement
UnicastResponseToMulticast

Logging: i
LogAllowedConnections
Lc_»? DroppedConnections
FileName

MaxFileSize

Private Profile Settings:

State

Firewall Policy
LocalFirewallRules
LocalConSecRules
InboundUserNotification
RemoteManagement
UnicastResponseToMulticast

Logging:
LogAllowedConnections
Lq% DroppedConnections
F11leName

MaxFileSize

Public Profile Settings:

EX Administrator: Windows PowerShell
PS C:\> Get-NetFirewallProfile -Pc - ¢

Domain True
Private True —
Public True

PS C:\> netsh advfirewall show all

Stors ActiveStore | Format-Table Name. Enabled

ON
BlockInbound,AllowOutbound
N/A (GPO-store on'ly;

N/A (GPO-store only
Enable

Disable

Enable

Disable

Disable

%sog ztwoot%\ system32\LogFiles\Firewall\pfirewall.log
4

ON _
BlockInbound,AllowOutbound
NSA E(.f’o—store only)

N/A (GPO-store only)
Enable

Disable

Enable

Disable

Disable
Xsystemroot¥\system32'\LogFiles\Firewall\pfirewall.log
4096

State
Firewall Policy
LocalFirewallRules

ON b
BlockInbound,AllowOQutbound
N/A (GPO-store only)

Figure 11-20. Verfiy that the Public and Private Windows firewall profiles are enabled

DirectAccess connections can only be established if the current network connection is using either the
Public or Private profile. To view the Windows firewall profile assigned to the current network connection,
use the Get-NetConnectionProfile PowerShell command or the netsh advfirewall monitor show
currentprofile command to ensure that either the Public or Private profile is active (Figure 11-21).
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EX¥ Administrator: Windows PowerShell — m] "
PS C:\> Get-NetConnectionProfile =
Name . ¢ Network
InterfaceAlias  : External
Interfacelndex : 4
NetworkCategory : Public

IPv4Connectivity : Internet
IPvEConnectivity : NoTraffic

PS5 C:\> netsh advfirewall monitor show currentprofile
Public Profile:

Network
Ok.

PS Ci\> _

Figure 11-21. Verify the current network connection is using either the Public or Private Windows firewall
profile

Note When the client is provisioned for DirectAccess, firewall rules to allow Teredo and IP-HTTPS IPv6
transition technology communication are automatically configured. Ensure these rules are not subsequently
disabled or that other firewall rules don’t prevent them from working correctly.

Connectivity Troubleshooting

When a DirectAccess client can’t establish a connection or access internal resources remotely, the following
steps can help you identify the root cause.

Connection Security Rules

If the DirectAccess server has received the DirectAccess Client Settings group policy, it should be configured
with Connection Security Rules (CSRs) that establish IPsec Security Associations (SAs) between the client
and server. Ensure that these rules are in place by opening the Windows firewall with Advanced Security
(WFAS) management console (wf.msc) and highlighting Connection Security Rules (Figure 11-22).
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WP Windows Firewall with Advanced Security = a x
File Action View Help
bl A0 R il

8 s et v o e (-

3 Inbound Rules i — F— P
&3 Outbound Rules | Nome Enabled point 1 point 2 ationmode  Authent| | Connection Security Rules &
%, Connection Security Rules| || =¥ DirectAccess Policy-ClientToCorp Jres Any 2002:¢b00:7... Require inbound and ... Custom|| B New Rule...
» = Monitoring | B DirectAccess Policy-Client ToDNSS4NATE... es Any fdaTiasl0e.. Donotauthenticate  Nosuthll & o prosie R
I DirectAccess Policy-ClientTolnfra s Any fdaT:aallke.. Requireinbound and .. Custom
1 DirectAccess Policy-ClientToNlaExempt  [fes 2002:cb007.. fdaT:aallie.. Donotauthenticste  Noauth|| ¥ Filter by State 4
View 3
1
|G Refresh
|3 Esport List..
Help

Figure 11-22. Connection security rules in the Windows firewall
Double-click the DirectAccess Policy-ClientToInfra CSR, select the Advanced tab, and then click

Customize in the IPsec tunneling section. Confirm that the remote tunnel endpoint IPv6 address is correct
and assigned to the DirectAccess server (Figure 11-23) .

215



CHAPTER 11 TROUBLESHOOT

Customize IPsec Tunneling Settings X

Connections from Endpoint 1to Endpoint 2 will pass through the specified
tunnel endpoints. Tunnel endpoints are generally gateway servers.

Note: When |IPsec tunneling is used, the authentication mode must be set to

ffor gateway devices).
Apply authorization
Local tunnel endpoint (closest to Endpoint 1):
Pva: |25 | Edt...
IPv6: lMy
Remote tunnel endpoint (closest to Endpoint 2):
IPvé: | | Edt...

IPvé: ]2002:cb00:7ﬁ0::cb00;71f0

0K . Cancel

s )

Figure 11-23. Identify remote tunnel endpoint IPv6 address
Repeat these steps on the DirectAccess Policy-ClientToCorp CSR.

Ping Tunnel Endpoints

Attempt to ping the DirectAccess IPsec tunnel endpoint addresses from a DirectAccess client. In addition
to the method described previously, the IPsec tunnel endpoint addresses can be found in Windows 8.x and
Windows 10 using the Get-DAClientExperienceConfiguration PowerShell command (Figure 11-24).
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EX Administrator: Windows PowerShell - o X
IPS C:\> Get-DAClientExperienceConfiguration A
Description : DA Client Settings
KorporateResources : {HTTP:http://directaccess-WebProbeHost.lab.richardhicks.net}

IPsecTunnelEndpoints : {PING:2002:cb00:71f0: :cb00:71f0, PING:2002:cb00:71F0:5::1} ff——
KustomCommands H
PreferLocalNamesAllowed : True

lUserInterface : True

PassiveMode : False

ISupportEmail : admin@richardhicks.net
FriendlyName : Workplace Connection
ManualEntryPointSelectionAllowed : True

IGs 1bFqdn H

[ForceTunneling : Default

PS Ch>

L . \ \ —

Figure 11-24. Identify IPsec tunnel endpoint IPv6 addresses (Windows 8.x/10)

In Windows 7, enter netsh advfirewall consec show rule name=“DirectAccess Policy-ClientToCorp”
type=dynamic and netsh advfirewall consec show rule name="“DirectAccess Policy-ClientToInfra”
type=dynamic and then ping the RemoteTunnelEndpoint IPv6 addresses (Figure 11-25).
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EX Administrator: Windows PowerShell
PS C:\> netsh advfirewall consec

[Enabled:
Profiles:

Type:

Mode:
lLocalTunnelEndpoint:
RemoteTunnelEndpoint:
Endpointl:

[Endpoint2:

Protocol:

ction:

Authl:

uthlCAName:
lAuthlCertMapping:
luthlExcludeCAName :
lAuthlCertType:
luthiHealthCert:
uth2:
MainModeSecMethods:
QuickModeSecMethods :
[ExemptIPsecProtectedConnections:
ApplyAuthorization:

PS C:\> netsh advfirewall consec

Profiles:

lLocalTunnelEndpoint:
RemoteTunnelEndpoint:
[Endpointl:

[Endpoint2:

Protocol:

ction:

Authl:

AuthlCAName:
lAuthlCertMapping:
luthlExcludeCAName :
lAuthlCertType:
Autlhlﬂea'l*L’ =

m
e

UserNTLM
NHGroup2-AES12R- <1

show rule name="DirectAccess Policy-ClientToCorp” type=dynamic

DirectAccess Policy-ClientToCorp

Yes
Private,Public
Dynamic
Tunnel

Any
2002:cb00:71F0:5: 11  mm—
An

Y
2002:cb00:71f0:1:: /64 ,fda7:aal0:e7cd:7777::/96
An

Y
RequirelnRequireQut
ComputerCert
DC=net, DC=richardhicks, DC=lab, CN=LAB-ISSUING-CA

UserKerb

DHGroup2-AES128-5HA256 , DHGroup2-AES128-5HAL , DHGroup2-3DES-5HAL
ESP :SHA1-AES192+60m1 n+100000kb , ESP : SHA1-AE5128+60m1 n+100000kb
No

No

show rule name="DirectAccess Policy-ClientToInfra” type=dynamic

DirectAccess Policy-ClientTolnfra
Yes :

Private,Public

Dynamic

Tunnel

Any

2002:cb00:71F0: :cb00: 710  ummm—

Any

fda7:aal0:e7cd:7777: :ac10:1c8-fdav:aal0:e7cd: 7777 1acl0:1c8,2002:cb00:71f0:1:0:5ef

e:172.16.1.200-2002:cb00:71f0:1:0:5efe:172.16.1. 200,2002:cb00:71f0:3333::1-2002:cb00:71f0:3333::1

Any

RequireInRequireQut

ComputerCert

DC=net, DC=richardhicks, DC=lab, CN=LAB-ISSUING-CA

No

No

Root

No _
\

Figure 11-25. Identify IPsec tunnel endpoint IPv6 addresses (Windows 7)

Note

If the tunnel endpoint IPv6 addresses do not respond to ping requests, ensure that the Windows

firewall on the DirectAccess server is configured to allow inbound ICMPv6 echo requests.

If the IPsec tunnel endpoint addresses are correct and cannot be reached, investigate issues related to
the IPv6 transition technology as outlined previously in this chapter.

Ping Internal Servers

Attempt to ping an internal server by its hostname. The name should resolve to an IPv6 address and respond

accordingly (Figure 11-26).
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EX Administrator: Windows PowerShell - [m] X
PS C:\> ping appl A

P-inq-ing appl.lab.richardhicks.net [fda7:aal0:e7cd:7777::acl0:1ca] with 32 bytes of data:
Reply from fda7:aal0:e7cd:7777::acl0:1ca: time=Sms
Reply from fda7:aal0:e7cd:7777::acl0:1lca: time=lms
Reply from fda7:aal0:e7cd:7777::acl0:1ca: time=lms
Reply from fda7:aal0:e7cd:7777::acl0:1ca: time=2ms

IPing statistics for fda7:aal0:e7cd:7777::acl0:lca:
Packets: Sent = 4, Received = 4, Lost = 0 (0% loss),
Mpproximate round trip times in milli-seconds:

Minimum = 1ms, Maximum = 5ms, Average = 2ms

PS C:\>

Figure 11-26. Ping internal server by hostname

Ifit does not respond to the ping, ensure that the internal server is configured to allow inbound ICMPv4 echo
requests. If it does not resolve to an IPv6 address, verify IPsec connection establishment and name resolution.

IPsec Connections

To view current IPsec connections, open the WFAS management console, expand Monitoring, and then
expand Security Associations and highlight Main Mode (Figure 11-27).

& Windows Firewall with Advanced Security = =] X
File Action View Help
“o | nm = HMm

P Vindows Frnat it Acvanc [ (v

g sesmusl Local Address  Remote Address 15t Authentication Method  2nd Authentication Method  Encryption Integrity || Main Mode =~
B Connection Security Rules || ®B20010cb00:.. 2002:cb0071f0... Computer certficate User (NTLM2) AES-CBC... SHA-256 View »
w K. Monitoring &5 2001:0:¢b00:...  2002:cb00:710... Computer certificate User (NTLMW2) AES-CBC.. SHA-256 S Refresh
Bl Firewall B 2001:0:cb00:..  2002:cb0CTI0... Computer certificate User (Kerberos V5) AES-CBC.. SHA-256 .
% Connection Security Rul | 5 2001:0:cb00:...  2002:cb00:TIH...  Computer certificate User (Kerberos V5) AES-CBC... SHA-256 = ExportList..
v ) Security Associations E Help
| Main Mode
 Quick Mode

Figure 11-27. View IPsec security associations
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Connections shown with a 2nd Authentication Method of User (NTLMv2) indicate a successful
infrastructure tunnel connection. Connections shown with a 2nd Authentication Method of User
(Kerberos V5) indicate a successful intranet tunnel connection.

Note IPsec connections can also be viewed at the command line using the Get-NetlPSecMainModeSA
and Get-NetlPsecQuickModeSA PowerShell commands. In addition, netsh advfirewall monitor show mmsa
and netsh advfirewall monitor show gmsa can be used.

If there are no IPsec connections established to the first tunnel endpoint IPv6 address (the
infrastructure tunnel), the cause is often related to certificate authentication. If there are no IPsec
connections established to the second tunnel endpoint IPv6 address (the intranet tunnel), the cause is
often related to user authentication. Refer to the appropriate sections earlier in this chapter for guidance on
resolving issues with those technologies.

Name Resolution

If name resolution is not working, the DirectAccess client will fail to authenticate and will not be able to
access internal resources. DirectAccess uses the Name Resolution Policy Table (NRPT) to ensure that
only name-resolution requests for the Internal namespace are sent to the DNS64 service running on the
DirectAccess server. Ensure that the NRPT is configured correctly and that only namespaces on the Internal
network are defined in the NRPT.

In Windows 8.x and Windows 10, the NRPT can be viewed by entering Get-DnsClientNrptPolicy in an
elevated PowerShell command window (Figure 11-28).
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EX Administrator: Windows PowerShell
PS C:\> Get-DnsClientNrptPolicy

Namespace

QueryPolicy
SecureNameQueryFallback
DirectAccessIPsecCARestriction
DirectAccessProxyName
DirectAccessDnsServers
DirectAccessEnabled
DirectAccessProxyType 2
DirectAccessQuerylPsecEncryption
DirectAccessQueryIPsecRequired
NameServers L.
DnsSecIPsecCARestriction
CnsSecQueryIPsecEncryption
DnsSecQueryIPsecRequired
DnsSecvalidationRequired
MameEncoding

Namespace

QueryPolicy
SecureNameQueryFallback =
DirectAccessIPsecCARestriction
DirectAccessProxyName
DirectAccessDnsServers
DirectAccessEnabled
DirectAccessProxyType

[DirectAccessQueryIPsecRequired
NameServers
CnsSecIPsecCARestriction
DnsSecQueryIPsecEncryption
[DnsSecQueryIPsecRequired
DnsSecValidationRequired
NameEncoding

Ps Ci\>

: nls.lab.richardhicks.net

UseDefault

False

False
False .
Utf8withoutMapping

. 1ab. richardhicks.net

i 2002:cb00:71F0:3333::1

: NoProxy

DirectAccessQueryIPsecEncryption :

: False

: False
: False
: UtfewithoutMapping

L \

Figure 11-28. View the NRPT using PowerShell

;-n-_.h“‘---‘-‘-—‘

In Windows 7, the NRPT can be viewed by entering netsh namespace show effectivepolicy in an

elevated PowerShell command window (Figure 11-29) .
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EX Administrator: Windows PowerShell o] o b4
PS C:\> netsh namespace show effectivepolicy A
IONS Effective Name Resolution Policy Table Settings

|Settings for nls.lab.richardhicks.net

DirectAccess (Certification Authority) :

IDirectAccess (IPsec) : disabled

IDirectAccess (DNS Servers) :

IDirectAccess (Proxy Settings) : Use default browser settings

ISettings for .lab.richardhicks.net

DirectAccess (Certification Authority) .

[DirectAccess (IPsec) : disabled

[DirectAccess (DNS Servers) 1 2002:cb00:71f0:3333::1
IDirectAccess (Proxy Settings) : Bypass proxy

PS Ci\>

| \ “\ o~
Figure 11-29. View the NRPT using Netsh

To test name resolution on the DirectAccess client, enter the Resolve-DNSName PowerShell command
(Figure 11-30).

EX Administrator: Windows PowerShell - O X
PS C:\> Resolve-DnsName appl 'y
IName Type TTL Section IPAddress
lappl.1ab. richardhicks. net AAAA 60D Answer fda7:aal0:e7cd:7777::acl0:1ca
PS C:\>

Figure 11-30. Testing name resolution using the Resolve-DNSName PowerShell command

The Windows nslookup.exe utility will not work by default, because it is not NRPT-aware and will send
all name-resolution requests to the DNS servers configured on the network adapter. However, nslookup will
work by providing the address of the DNS server (the DNS64 service) to be used for the query (Figure 11-31).
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EX Administrator: Windows PowerShell - (| X

PS C:\> nslookup appl 2002:cb00:71f0:3333::1 =
Server: UnKnown
lAddress: 2002:cb00:71f0:3333::1

Non-authoritative answer:

Name : appl. lab. richardhicks. net

ddresses: fda7:aal0:e7cd:7777::acl0:lca
172.16.1.202

PS C:\>

Figure 11-31. Testing name resolution using the nslookup command

Helpful Tools and Commands

The following is a list of helpful tools and commands that can make DirectAccess connectivity
troubleshooting easier.

DirectAccess Connection Status

The DirectAccess connection status can be viewed in the Windows 8.x and Windows 10 user interface.
Click the network connection icon in the system notification area and then click Workplace Connection.
Here, the current DirectAccess connection status will be displayed. If additional action is required or the
connection failed, it will be indicated here (Figure 11-32).
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<« Settings - o X
¢5%  NETWORK & INTERNET | Find a setting o
Data usage :

DirectAccess
VPN
E] Workplace Connection
Directs Connected
Dial-u .
2 Location
Ethernet Your PC is set up correctly for single-site DirectAccess.
Proxy

Troubleshooting info

Collect a log, and email it to your IT admin

Collect

Figure 11-32. DirectAccess connection status

Note Itis possible that a DirectAccess connection can be established successfully while the status
indicator still indicates a “Connecting” status. This can happen when the web-probe host URL is not reachable
from the DirectAccess client. The web-probe host URL is defined in Step 1 of the Remote Access configuration
setup. Ensure that this URL can be resolved correctly and that it is reachable over the DirectAccess connection.
When an external load balancer is used, additional configuration on the load balancer is required if the web-
probe host is hosted on the DirectAccess servers.”

Alternatively, DirectAccess connection status can be viewed using the Get-DAConnectionStatus
PowerShell command. A successful connection will show the status as Connected Remotely. If the client
cannot establish a connection, it will provide additional information about the failure.

Detailed logging and configuration information can also be gathered by clicking Collect in the
Troubleshooting info section.

"https://directaccess.richardhicks.com/2014/08/12/directaccess-clients-in-connecting-state-
when-using-external-load-balancer/
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Note To generate diagnostic logs on the DirectAccess client, a help desk email address must be specified
in Step 1 of the Remote Access configuration setup. In addition, an email program must also be installed and
configured on the client.

DirectAccess Connectivity Assistant

The DirectAccess Connectivity Assistant (DCA) v2.0 is an optional component that can be installed on
Windows 7 clients to provide a visual indicator of DirectAccess connectivity status. It can also be used to
automate the collection of diagnostic logging information. Configuration of the DCA is covered in Chapter 9,
“Supporting Windows 7 Clients.”

[Psec Auditing

Enabling IPsec auditing can help you identify issues related to authentication for DirectAccess connections.
To enable IPsec auditing, enter the following commands in an elevated command prompt window on the
DirectAccess client:

e auditpol.exe /set /subcategory:"IPsec Main Mode" /success:enable /failure:enable
e auditpol.exe /set /subcategory:"IPsec Quick Mode" /success:enable /failure:enable

e auditpol.exe /set /subcategory:"IPsec Extended Mode" /success:enable /
failure:enable

After enabling IPsec auditing, restart the client computer and attempt to connect to resources on the
Internal network. If unsuccessful, search the security event logs for event IDs between 4600 and 5500 for
details about IPsec authentication and connection establishment.

Firewall Logging

The Windows firewall may be blocking connections inbound or outbound on the DirectAccess client.
Disabling the firewall is not an option, as it is required for DirectAccess connectivity. Enabling firewall
logging allows the administrator to see if any traffic is being denied. To enable firewall logging, enter the
following commands in an elevated PowerShell command window:

Set-NetFirewallProfile -All -LogFileName c:\firewalllog.txt -LogMaxSizeKilobytes 32767
-LogAllowed True -LogBlocked True

Alternatively, firewall logging can be enabled by entering the following commands in an elevated
command prompt window:

netsh advfirewall set allprofiles logging filename c:\firewalllog.txt
netsh advfirewall set allprofiles logging maxfilesize 32767

netsh advfirewall set allprofiles logging allowedconnections enable
netsh advfirewall set allprofiles logging droppedconnections enable
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Note

There is a known issue with Windows 8.1 and Windows Server 2012 R2, where enabling firewall

logging can cause the firewall service to freeze and crash.? Before enabling firewall logging on these operating
systems, ensure that the May 2016 update rollup for Windows 8.1 and Windows Server 2012 R2 (KB3156418)

has been installed.®

Message Analyzer

The Microsoft Message Analyzer' is helpful for troubleshooting application connectivity over DirectAccess.
The Message Analyzer allows the administrator to view network traffic inside the IPsec tunnels. After
installation, run the Message Analyzer as an administrator. Click Favorite Sessions and choose Loopback
and Unencrypted IPSEC. Attempt to connect to the internal resource and stop the trace when complete.
Once finished, network trace information from inside the IPsec tunnel will be visible (Figure 11-33).
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Figure 11-33. Viewing network commmunciation inside the DirectAccess IPsec tunnels using Message

Analyzer

Common things to look for when troubleshooting application connectivity over DirectAccess are calls

being made by the application directly to IPv4 addresses or name-resolution request failures.

Shttps://support.microsoft.
*https://support.microsoft.

com/en-us/kb/3155768
com/en-us/kb/3156418

Yhttps://www.microsoft.com/en-us/download/details.aspx?id=44226
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Nmap

The Network Mapper!! (Nmap) tool can be helpful when validating the network communication path
between the DirectAccess client and server. A discovery script'? is also available that allows the administrator
to query the DirectAccess server to ensure that the [IP-HTTPS listener is responding (Figure 11-34).

EX¥ Administrator: Windows PowerShell - m] »
PS C:\nmap> .\nmap.exe - 44% da.richardhicks.net --script ip-https-discover A

Istarting Mmap 7.12 ( https://nmap.org ) at 2016-06-09 13:38 Pacific Daylight Time

Nmap scan report for da.richardhicks.net (203.0.113.240)

Host is up (0.00s latency).

PORT STATE SERVICE

M43/tcp open https . : .

| _ip-https-discover: IP-HTTPS is supported. This indicates that this host supports Microsoft DirectAccess.
MAC Address: 00:15:5D:00:01:76 (Microsoft)

Nmap done: 1 IP address (1 host up) scanned in 1,08 seconds
PS C:\nmap> _

Figure 11-34. Testing DirectAccess IP-HTTPS connectivity using Nmap

Tracing

Tracing can be performed to gather low-level information about the DirectAccess connection. It also
includes detailed information about the DirectAccess configuration and environment that can be used in
additional investigations by the administrator or a Microsoft support engineer. To enable tracing, enter the
following commands in an elevated command prompt window:

netsh trace start scenario=directaccess report=yes capture=yes tracefile=c:\datrace.etl
netsh wfp capture start file=c:\wfpcap.cab
Get-NetAdapter | Restart-NetAdapter

Note On Windows 7 clients, disable and enable the network adapter in the GUI to force the client to restart
the DirectAccess connection.

Reproduce the issue by attempting to connect to an internal resource. After attempting to connect, stop
the capture and trace by entering the following commands:

netsh wfp capture stop
netsh trace stop

https://nmap.org/
Zhttps://directaccess.richardhicks.com/2015/11/30/directaccess-ip-https-discovery-script-
for-nmap/

227


https://nmap.org/
https://directaccess.richardhicks.com/2015/11/30/directaccess-ip-https-discovery-script-for-nmap/
https://directaccess.richardhicks.com/2015/11/30/directaccess-ip-https-discovery-script-for-nmap/

CHAPTER 11 TROUBLESHOOT

DirectAccess Client Troubleshooting Tool

The Windows DirectAccess Client Troubleshooting Tool" is a utility from Microsoft that automates the
testing and evaluation of the DirectAccess connection. After downloading the tool, click Run Tests to begin.
After the tests have been completed, click on a test to show detailed results and information about the
specific test performed (Figure 11-35).

£ DirectAccess Client Troubleshooting Tool o (] X

Run Tests

! Interface Test
o
@ 1P Connectivity Tests
@ windows Firewall Tests
@ Certificate Tests
= @ Found 1 machine certificates on this client computer.
O The certificate [SDO0000004EE03287B0B 13404C000000000004] contain
@) The trust chain for the certificate [SD0O0000004EEQ3287B0B13404C0000
L © Finished running certificate tests.
@ Infrastructure Tunnel Tests
€© User Tunnel Tests

@ Successfully reached HTTP probe at http://directaccess-WebProbeHos
@ Finished running 2nd IPsec User Tunnel tests.
© Post-Checks Script

€ >
Advanced Options
Run a script: | Bowse.. | ]
Enable debug mode: O
Show the trace log file: ~ Open

Version: 1.4.4.0

I completed

Figure 11-35. DirectAccess client connectivity troubleshooting tool

Bhttps://www.microsoft.com/en-us/download/details.aspx?id=41938
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Additionally, highly detailed information about the tests being performed and their results, along with
client configuration information, is available by viewing the trace log file generated by the tool.

Summary

To effectively troubleshoot DirectAccess connectivity issues, it is essential to have a fundamental
understanding of how DirectAccess works correctly. At its core, DirectAccess connectivity is nothing more
than IPsec tunnels established by the client and server. DirectAccess client and server settings, distributed
through the Active Directory Group Policy, configure the client and server to support secure, authenticated,
and encrypted communication over the public Internet.

When troubleshooting DirectAccess connectivity, remain objective and focus on the basics. Start at
the beginning and take it one step at a time. Don’t be overwhelmed by the complexity of DirectAccess. By
following the guidance in this chapter, the DirectAccess administrator should be able to resolve many of the
most common issues that might prevent DirectAccess from working correctly.
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CHAPTER 12

Migrate to Windows Server 2016
DirectAccess

For organizations that have previously deployed DirectAccess using Windows Server 2008 R2, Forefront
Unified Access Gateway (UAG) 2010, Windows Server 2012, or Windows Server 2012 R2, migrating to
DirectAccess in Windows Server 2016 can be accomplished in one of two ways.

If DirectAccess is deployed with Windows Server 2012 or 2012 R2, it is possible to perform an in-place
upgrade of the operating system to Windows Server 2016. However, this is not generally recommended, as
experience has shown limited success using this approach. A safer and much less disruptive way to upgrade
is to create a parallel deployment of DirectAccess using Windows Server 2016 and then migrate users to the
new infrastructure.

If DirectAccess is deployed with Windows Server 2008 R2 or UAG 2010, an in-place upgrade is not
supported. In these scenarios, implementing DirectAccess using a parallel deployment and migrating users
to the new infrastructure is the only available migration path.

Requirements

Much of the existing DirectAccess supporting infrastructure can be reused when configuring a parallel
deployment of DirectAccess using Windows Server 2016. Services such as Active Directory, Public Key
Infrastructure (PKI), and the Network Location Server (NLS) can be used by both implementations at the
same time without conflict. However, a parallel deployment will require the following unique components.

IP Addresses

It probably goes without saying, but the new DirectAccess servers will require unique IP addresses. This includes
public IP addresses assigned to the DirectAccess server, or to the edge firewall for perimeter/DMZ deployments.

Public Hostname

The public hostname for the new DirectAccess deployment must be unique. It must also have a corresponding
entry in the public DNS, and an SSL certificate with a matching subject name must be used. Multi-SAN SSL
certificates are not supported,' so a unique certificate will be required. Alternatively, a wildcard certificate can
be used.

'https://directaccess.richardhicks.com/2016/03/28/directaccess-and-multi-san-ssl-certificates-
for-ip-https/
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Security Groups

Unique security groups for the new deployment must be configured. Once configured, DirectAccess clients
from the original deployment will be moved to these new security groups, enabling them to receive settings
for the new deployment and connect to the new infrastructure.

Group Policy Objects

Distinct Active Directory Group Policy Objects (GPOs) are required for the new deployment. These new
GPOs will be applied to the security groups created previously. If the DirectAccess Connectivity Assistant
(DCA) v2.0 has been deployed for Windows 7 clients, a new DCA GPO must be created for the new
deployment.

Configuration

Prepare the first DirectAccess server for the new Windows Server 2016 deployment as outlined in Chapter 3.
During the configuration, be sure to specify a unique security group when prompted by the Remote Access
Setup Wizard (Figure 12-1).

£ Remote Access Setup

Deployment Scenario Select one or more security groups containing client comp that will be enabled for DirectAccess.
Select Groups
N Comnectioity Assistant DirectAccessClients2016 (LAB\DirectAccessClients2016) Add...

[[] Enable DirectAccess for mobile computers only

With this setting enabled, all mobile comp in the specified security groups will be enabled as
DirectAccess clients.

[J Use force tunneling

DirectAccess clients connect to the i I k and to the Internet via the Remote Access server.

| <Back [[ Net> ][ Fnish | cancel |

Figure 12-1. Select a unique Active Directory security group
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Enter the unique public hostname for the new deployment (Figure 12-2).

£ Remote Access Setup

pt Select the network topology of the server.

Authentication @® Edge

O Behind an edge device (with two network adapters)

O Behind an edge device (with a single network adapter)

In this topology, the Remote Access server is deployed at the edge of the internal corporate network

and is configured with two adapters. One adapter is connected to the internal network. The other is
connected to the Internet.

Type the public name or |Pv4 address used by clients to connect to the Remote Access server:
da2.richardhicks.net

Figure 12-2. Enter the unique public hostname
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Before applying the changes, review the configuration settings. Click Change next to GPO settings to
specify unique names for the DirectAccess client and server settings GPOs (Figure 12-3). Click OK and Apply
to finish.

£ GPO Names X

Review the GPOs that will be applied to the client computers security group and the DirectAccess server in the relevant domains. Modfy GPO
settings if required.

Direct Access client GPO
GPO containing DirectAccess client settings:

LAB [DrrectAccess Ciient Settings 2016 | [ Bowse.. | @ -
= Direct Access server GPO

GPO containing DirectAccess server settings:

LAB [DirectAccess Server Settings 2016 H Bowse.. | @

* - Anew Group Policy Object (GPO) wil be created
= - Use existing Group Policy Object

Figure 12-3. Enter unique names for DirectAccess client and server settings GPOs

Client Migration

Once a new, parallel deployment of DirectAccess is in place, migrating existing clients from a previous
version of DirectAccess to Windows Server 2016 only requires moving their AD computer account from their
original DirectAccess security group to the security group designated for them for the new deployment.
Once a DirectAccess client restarts, it will receive the DirectAccess client settings for the new deployment
and automatically establish a connection to the new infrastructure. This also applies to DirectAccess clients
that are currently outside the network.

Note Use caution to ensure that clients belong to only one DirectAccess client settings security group.
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For testing purposes, it is possible to force a DirectAccess client to update its group membership status
and apply new group policy settings without restarting. To accomplish this, open an elevated PowerShell
command window and enter the following commands:

klist -1h o -1i ox3e7 purge
gpupdate /force

Note When performing these steps on a remotely connected DirectAccess client, it may be necessary
to restart the network connection. Either disable and re-enable the network interface in the GUI, or enter the
following command in an elevated PowerShell command window:

Get-NetAdapter | Restart-NetAdapter

Additional Use Cases

Creating a parallel deployment of DirectAccess is not only useful for migrating from previous versions of
DirectAccess, but is also beneficial in the following scenarios.

QA and Testing

Having a parallel deployment to perform configuration testing and quality assurance can often be helpful.
The QA/Test deployment can be used to validate configuration changes and verify updates without potential
negative impact on the production environment.

Delegated Administration

DirectAccess lacks support for delegated administration. For organizations that are geographically
dispersed, or that have multiple business units that operate autonomously, it may be beneficial to deploy
multiple instances of DirectAccess and assign unique administrators to each deployment instead of enabling
multisite.

Configuration Changes

Some configuration changes can be disruptive to remote DirectAccess clients. For example, making changes
to PKI or enabling multisite can potentially cut off access for DirectAccess clients outside the network,
requiring them to physically come back to the office or connect remotely using client-based VPN to update
their group policy. Implementing a parallel deployment and migrating users over can reduce the impact and
prevent service disruption for existing remote clients.

Unique Client Requirements

There are a few important DirectAccess settings that are global in scope and apply to all provisioned
DirectAccess clients. For example, enforcing strong user authentication using smart cards or one-time
passwords (OTP) usually applies to all clients. If the requirement for smart card authentication applies only
to a subset of users, implementing a separate DirectAccess deployment will be required.
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Summary

Deploying DirectAccess with Windows Server 2016 in parallel with a previous version of DirectAccess can
greatly ease the pain of performing an in-place upgrade, while at the same time allowing for a measured and
controlled rollout for existing DirectAccess clients.

In addition, having multiple individual DirectAccess deployments provides greater deployment
flexibility for organizations with unique requirements based on geography or business units.
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Managing Out

One of the key differentiators of DirectAccess compared to traditional, client-based VPN is that the
DirectAccess connection is bidirectional. Not only can remote users seamlessly access applications and
data on the corporate network from anywhere, but IT administrators can also initiate outbound network
connections to connected DirectAccess clients to perform remote administration, wherever they are, and
even if a user is not logged on.

From a client perspective, DirectAccess is an IPv6-only solution. The DirectAccess client communicates
with the DirectAccess server using IPv6 exclusively. Conversely, if an IT administrator on the internal
network wants to connect to a remote DirectAccess client, the internal machine must also use IPv6.

IPv6

IPv6 must be used to support outbound connections to DirectAccess clients from internal management
systems; for example, from a management workstation or server. Microsoft’s formal guidance for outbound
management with DirectAccess is to deploy IPv6 on the internal network natively. Unfortunately, that is
easier said than done. Deploying IPv6 is non-trivial, and is a task that should not be taken lightly. Since most
organizations do not have IPv6 deployed, an IPv6 transition technology can be used to enable managing out.

ISATAP

The Intrasite Automatic Tunnel Addressing Protocol (ISATAP)! is an IPv6 transition technology that allows
IPv6 communication over an IPv4 network. Unlike 6to4, Teredo, and IP-HTTPS, which are used by the
DirectAccess client to tunnel IPv6 traffic over the IPv4 Internet, ISATAP is used by systems on the internal
network to initiate communication outbound to connected DirectAccess clients.

Supportability

Outbound management using the DirectAccess server as the ISATAP router is only supported for single-
server DirectAccess deployments.” Using ISATAP on the DirectAccess server is not supported when load
balancing (NLB or external) is enabled or multisite is configured. For these deployment scenarios, an
external ISATAP router must be configured.

'http://www.ietf.org/rfc/rfc5214.txt
https://technet.microsoft.com/en-us/library/dn464274(v=ws.11).aspxibkmk isa
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ISATAP Router

The ISATAP router is automatically installed and configured when DirectAccess is enabled. No additional
configuration is required by the administrator to enable managing out on the DirectAccess server.

Note If there is a firewall between the DirectAccess server and the internal network, it must be configured
to allow inbound and outbound IP protocol 41 in order for ISATAP to work correctly.

ISATAP Client

To enable outbound management using ISATAP, a client machine (workstation or server) must be
configured to use the DirectAccess server as its ISATAP router. This is accomplished in one of several ways.

Manual Configuration

A workstation or server can be manually configured to use the DirectAccess server as its ISATAP router by
using PowerShell. Open an elevated PowerShell command window and enter the following commands:

Set-NetISATAPConfiguration -State Enabled
Set-NetISATAPConfiguration -Router <DirectAccess server IPv4 address or hostanme>

Alternatively, ISATAP can be configured manually by opening an elevated command prompt window
and entering the following commands:

Netsh interface isatap set state enabled
Netsh interface isatap set router <DirectAccess server IPv4 address or hostname>

Note The drawback to using this method is that manual configuration is error prone and does not scale
well. However, it can be effective for initial testing, or if only a small number of management workstations and/
or servers require outbound management functionality.

DNS

All supported versions of Windows, in addition to many other operating systems, will automatically enable
and configure an ISATAP tunnel adapter after successfully resolving the hostname ISATAP to an IPv4
address. The quick and simple way to do this for DirectAccess is to add an A Host record in the internal DNS
called ISATAP that resolves to the IPv4 address of the Internal network interface of the DirectAccess server
(Figure 13-1).
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i nls Host (A) 172.16.1.220
ledgel Hast (A) 172 161240

i |isatap Host (A) 172.16.1.240
et e
=1 -

] client1 Host (A) 172.16.1.4

Figure 13-1. ISATAP DNS entry

For security reasons, most DNS servers will not respond to queries for ISATAP by default. On Windows
DNS servers, for example, ISATAP is included in the DNS Global Query Block list.* To configure a Windows
DNS server to respond to queries for ISATAP, open an elevated PowerShell command window and enter the
following command:

Set-DnsServerGlobalQueryBlockList -List wpad

Confirm that ISATAP has been removed from the Global Query Block List by entering the following
PowerShell command:

Get-DnsServerGlobalQueryBlockList

Alternatively, the Global Query Block List can be updated by opening an elevated command prompt
window and entering the following command:

dnscmd.exe /config /globalqueryblocklist wpad
The Global Query Block List can be viewed by entering the following command:

dnscmd.exe /info /globalqueryblocklist

Note The drawback to using this method is that every workstation and server in the enterprise that
successfully resolves ISATAP to an IPv4 address will have an ISATAP tunnel adapter. This is often unnecessary
and can produce unexpected results.

Group Policy

For many organizations, outbound management is required only for a few specific machines, commonly
administrator workstations and systems-management servers. An Active Directory Group Policy Object
(GPO) can be used to restrict the deployment of ISATAP settings to only those machines that specifically
require manage-out functionality.

To do this, create a unique entry in DNS (not called ISATAP) that resolves to the internal IPv4 address of
the DirectAccess server (Figure 13-2).

*https://technet.microsoft.com/en-us/library/cc794902(v=ws.10).aspx
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nls Host (A) 172.16.1.220
= et -

{]isatap-da Host (A) 172.16.1.240
ol

clientl Host (A) 172.16.1.4

Figure 13-2. Custom ISATAP DNS entry

Open the Group Policy Management console, then right-click Group Policy Objects and choose New.
Enter a descriptive name for the new GPO. Right-click the newly created GPO and choose Edit. Expand
Computer Configuration, Policies, Administrative Templates, Network, and TCP/IP Settings. Highlight
IPv6 Transition Technologies and double-click Set ISATAP Router Name. Choose Enabled and enter the
unique DNS name created previously, then click Next Setting (Figure 13-3) .

@ Set ISATAP Router Name

O Not Configured ~ Comment:
@®) Enabled
O Disabled

At least Windows Server 2008 R2 or Windows 7

Options: Help:

Enter a router or relay name: This policy setting allows you to specify a router name or
y Internet Protocol version 4 (IPv4) address for an ISATAP router.

isatap-da.lab.richardhicks.net

If you enable this policy setting, you can specify a router name or
IPv4 address for an ISATAP router. If you enter an IPv4 address of
the ISATAP router in the text box, DNS services are not required.

If you disable or do not configure this policy setting, the local
host setting is used.

Figure 13-3. Set theISATAP router name
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Choose Enabled, then select Enabled State from the drop-down list and click OK (Figure 13-4).

@ Set ISATAP State

O Not Configured ~ Comment:
@®) Enabled
O Disabled

At least Windows Server 2008 R2 or Windows 7

Options: Help:

. . This policy setting allows you to configure Intra-Site Automatic
St e e Tunnel Addressing Protocol {ISATAP},gan address-to-router and
Enabled State v host-to-host, host-to-router and router-to-host automatic
tunneling technology that is used to provide unicast IPv6
connectivity between IPv6 hosts across an IPv4 intranet.

If you disable or do not configure this policy setting, the local
host setting is used.

If you enable this policy setting, you can configure ISATAP with
one of the following settings:

Policy Default State: If the ISATAP router name is resolved
successfully, the host will have ISATAP configured with a link-
local address and an address for each prefix received from the
ISATAP router through stateless address auto-configuration. If
the ISATAP router name is not resolved successfully, ISATAP
connectivity is not available on the host using the corresponding
IPv4 address.

Policy Enabled State: If the ISATAP name is resolved successfully, |,

oK || Cancel || Apply |

Figure 13-4. Set the ISATAP state

Link the GPO to an Organizational Unit (OU) that contains the workstations and servers that will
require DirectAccess managing out. Alternatively, security filtering can be used to restrict the application of
the GPO to individual machines or a security group that includes those machines, as required.

Connectivity Testing

Confirm that the management system configured to use ISATAP has an ISATAP tunnel adapter with a unicast
IPv6 address assigned to it (Figure 13-5).
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PS5 C:\> 1pconfig

indows IP Configuration

Ethernet adapter Ethernet:

Connection-specific DNS Suffix 3
Link-local IPvé Address :bfce:c44a:9183%12
172.16.1.202
: 255.255.255.0
172.16.1.254

unnel adapter isatap.{2EDSE832-30FC-4F0A-B547-29F9E94B5210}:

Connection-specific DNS Suffix
t 2002:cb00:71f0:1:0:5efe:172.16.1.202
Link-local IPv6 Address feB80::5efe:172.16.1.202%14
Default Gateway
PS Ci\>

Figure 13-5. ISATAP tunnel adapter with unicast IPv6 address

If an ISATAP tunnel adapter is present and is configured with a unicast IPv6 address, attempt to ping a
remotely connected DirectAccess client by its hostname. The name should resolve to an IPv6 address. If the
firewall on the DirectAccess client is configured to allow inbound ICMPv6 on the Public and Private profiles,
it will respond accordingly (Figure 13-6).

PS5 C:\> ping clientl

ing clientl. lab.richardhicks.net [2002:cb00:71f0:1000:80b1:a5b3:9552:53c1] with 32 bytes of data:
y from 2002:cb00:71f0:1000:80b1:a5b3:9552:53¢c1: t

1y from 2002:cb00:71f0:1000:80b1:a5b3:9552:53c1: time=2ms

Reply from 2002:cb00:71f0:1000:80b1:a5b3:9552:53c1: time=2ms

Reply from 2002:cb00:71f0:1000:80b1:25b3:9552:53c1: time=lms

Ping statistics for 2002:cb00:71f0:1000:80b1:a5b3:9552:53c1:
Packets: Sent = 4, Received = 4, Lost = 0 (0% loss),

roximate round trip times in milli-seconds:
M{mm = 1ms, Maximum = 4ms, Average = 2ms
PS C:h\>

Figure 13-6. Ping a remotely connected DirectAccess client by name

Note If the management workstation is unable to resolve the DirectAccess client’s hostname to an IPv6
address, ensure that the client has successfully registered its IPv6 address in the internal DNS.
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Remote Management

Once a management system has been configured to use ISATAP, it can be used to fully manage remotely
connected DirectAccess clients. For example, on a management workstation or server, an administrator can
initiate a Remote Desktop Protocol (RDP) session to a DirectAccess client, or use any number of popular
management tools and techniques, such as Windows Remote Assistance, System Center Configuration
Manager (SCCM) Remote Control, VNC, TeamViewer, PowerShell Remoting, and much more. In addition,
file shares are accessible, and native Windows system-management tools like the Computer Management
console and Performance Monitor function properly as well* (assuming client firewall policy allows it; see
later in this chapter for more details).

DirectAccess Management Computers

A user must be logged on to the DirectAccess client for an ISATAP-enabled management system to establish
a connection. The management system must be added to the DirectAccess management servers list to allow
it to connect to DirectAccess clients where the user has not yet logged on.

Open the Remote Access Management console, highlight DirectAccess and VPN, then go to Step 3 and
click Edit. Click Management and then double-click a blank field. Enter the Fully-Qualified Domain Name
(FQDN) of the management workstation or server. Click OK and then Finish (Figure 13-7).

£ Add a Management Server X

Specify the computer name or |IPv4 address:
@® Computer name (FQDN):
|sccmO01Jab sichardhicks.net
Example: engineeringcomputer1.contoso.com

O IPv4 address

Example:
157.60.79.2

Figure 13-7. Add a management server

*https://www.youtube.com/watch?v=T6ylfFi-5bQ
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Alternatively, a system can be added to the management servers list by opening an elevated PowerShell
command window and enter the following command:

Add-DAMgmtServer -MgmtServer [management server FQDN]

Windows Firewall

DirectAccess clients that are outside of the network have either the Public or Private Windows firewall profile
enabled. These profiles are more restrictive than the Domain profile and often prevent remote-management
tools from working correctly. To resolve this, a GPO will be created to configure the Windows firewall on
DirectAccess clients to securely allow remote communication only from the DirectAccess management
workstations and servers on the internal network.

GPO

Open the Group Policy Management console, right-click Group Policy Objects, and choose New. Enter a
descriptive name for the new GPO and click OK. Right-click the new GPO and choose Edit. Expand Computer
Configuration, Policies, Windows Settings, Security Settings, and Windows Firewall with Advanced
Security. Right-click Inbound Rules and choose New Rule. As an example, if RDP is to be allowed, select
Predefined and choose Remote Desktop from the drop-down list, then click Next (Figure 13-8).

Rule Type
Select the type of firewall nule to create.
Steps:
@ Rue Type What type of rule would you ke to create?
@ Predefined Rules
@ Action O Program
Rule that k ions for a prog

O Port
Rule that controls connections for a TCP or UDP port.

@® Predefined:
[Remote Desktop

Rule that s cor
O Custom
Custom rule.

Figure 13-8. Choose the predefined Remote Desktop rule
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Select the Remote Desktop - User Mode (TCP-In) rule and click Next (Figure 13-9).

Predefined Rules
Select the rules to be created for this experience.

Which rules would you like to create?

The following rules define network connectivity requirements for the selected predefined group
Rules that are checked will be created. F a rule already exists and is checked, ﬁammd
the existing rule will be ovenwritten.

Rules:

Name Rule

[C] Remote Desktop - Shadow (TCP-In) No
No
No

Bxists

[[] Remote Desktop - User Mode (UDP-in)
[} Remote Desktop - User Mode (TCP-in)

Figure 13-9. Choose the firewall rules to create

Choose Allow the connection and click Finish (Figure 13-10).
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Action
Specify the action to be taken when a connection matches the condttions specified in the rule.
What action should be taken when a connection matches the specified condttions?

@ Allow the connection
This includes connections that are protected with |Psec as well as those are not.

(O Allow the connection if it is secure

This includes only connections that have been authenticated by using IPsec. Connections
\ghbemredmhmn IPsec properties and rules in the Connection Security
node.

=
Customize

O Block the connection

Figure 13-10. Choose the rule action

Right-click the Remote Desktop - User Mode (TCP-In) rule and choose Properties. Select the
Advanced tab and then uncheck Domain (Figure 13-11).
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Edge traversal

Edge traversal allows the computer to accept unsolicited
S inbound packets that have passed through an edge device
such as a Network Address Translation (NAT) router or

|Ddertompicaion VI

Let each application determine whether to allow unsolicited
traffic from the Intemet through a NAT edge device.

Figure 13-11. Uncheck the Domain profile

Select the Scope tab and select These IP addresses. Click Add and enter the organization’s ISATAP IPv6
prefix, then click OK twice (Figure 13-12).
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Specify the IP addresses to match:

(® This IP address or subnet:
[2002:cb00:71f0:1:0:5efe::/96

Examples: 192.168.0.12
192.168.1.0/24
2002:9d3b:1a31:4:208:74ff fe39:6c43
2002:9d3b:1a31:4:208:74f fe39:0/112

O This IP address range:

From: [
To: l

O Predefined set of computers:

[Defauit gateway

Figure 13-12. Enter the organziation’s ISATAP IPv6 prefix

Note The ISATAP prefix is the first 96 bits of the IPv6 address assigned to the ISATAP tunnel adapter on the
DirectAccess server.

Finally, link this GPO to the domain and use security filtering to apply it only to DirectAccess client
computers. Alternatively, link the GPO to an OU that includes DirectAccess client computers.

Additional Services

The steps outlined previously to allow RDP can also be used to deploy additional firewall rules for other
management services. Common WFAS rules to allow remote systems management for DirectAccess clients
using popular Windows management tools include the following:

e  COM+ Network Access (DCOM-In)

e  COM+ Remote Administration (DCOM-In)

e  File and Printer Sharing (Echo Request - ICMPv6-In)
e  File and Printer Sharing (SMB-In)

e  Performance Logs and Alerts (DCOM-In)

e  Performance Logs and Alerts (TCP-In)
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e  Remote Desktop - User Mode (TCP-In)

e  Remote Event Log Management (NP-In)

e Remote Event Log Management (RPC)

e  Remote Event Log Management (RPC-EPMAP)

e  Remote Scheduled Tasks Management (RPC)

e  Remote Scheduled Tasks Management (RPC-EPMAP)

e  Remote Service Management (NP-In)

e  Remote Service Management (RPC)

e  Remote Service Management (RPC-EPMAP)

e Remote Volume Management - Virtual Disk Service (RPC)
e Remote Volume Management - Virtual Disk Service Loader (RPC)
e  Remote Volume Management (RPC-EPMAP)

e  Windows Firewall Remote Management (RPC)

¢  Windows Firewall Remote Management (RPC-EPMAP)

¢  Windows Remote Management (HTTP-In)

Summary

Configuring DirectAccess for managing out allows administrators to realize the full potential of the
DirectAccess solution. Using the same familiar administration tools and procedures, remote DirectAccess
clients can be managed easily and effectively regardless of where they are. Managing out enables compelling
uses cases, such as remote help desk support, proactive software and configuration installation, proactive
vulnerability scans, and much more.

The best way to take advantage of DirectAccess’ managing-out capabilities is to deploy IPv6 on the
corporate network. If IPv6 is not yet deployed, the ISATAP IPv6 transition technology can be used in the
interim.
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DirectAccess with Native IPv6 /

Throughout this book, the configuration of DirectAccess assumes that IPv6 is not natively deployed on the
internal network. This is the most common deployment scenario at the time of this writing.

Configuring DirectAccess differs only slightly when IPv6 is deployed natively on the internal network.
The Remote Access Setup Wizard automatically detects when IPv6 is in use on the internal network and
presents some additional dialog boxes during configuration.

There are some changes that must be made to internal IPv6 network routing to support DirectAccess
client connections. There are also important implications for the use of IPv6 transition technologies when
IPv6 has been deployed on the intranet.

A big advantage of having IPv6 deployed natively on the internal network is that managing out is fully
supported in all deployment scenarios without requiring an IPv6 transition technology.

IPv6 Readiness

It is recommended that DirectAccess be installed and configured after IPv6 has been deployed on the
internal network. If DirectAccess is installed and configured in an IPv4-only network, and later IPv6 is
deployed, DirectAccess will continue to work without issue using IPv4. However, to enable DirectAccess
clients to connect to corporate resources using their native internal IPv6 address, the configuration must be
removed and reinstalled, or a parallel deployment must be configured and clients be migrated to the new
deployment.

IfIPv6 is not yet deployed on the internal network, but the organization has already obtained IPv6
addressing, IPv6 addresses can be assigned to the DirectAccess server prior to configuration in preparation
for the eventual deployment of IPv6 internally. This will eliminate the need to rebuild the environment after
IPv6 is deployed.

In this scenario, DNS64 must be configured to use IPv4 only after the initial configuration is complete.
Open an elevated PowerShell command window on the DirectAccess server and enter the following
command:

Set-NetDNSTransitionConfiguration -OnlySendAQuery $True

After IPv6 has been deployed on the internal network, the DirectAccess server can be configured to
return native IPv6 addresses for internal resources by entering the following PowerShell command:

Set-NetDNSTransitionConfiguration -OnlySendAQuery $False
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Remote Access Setup Wizard

On Step 2 of the Remote Access Setup Wizard, the user interface (UI) will automatically select IPv6
addresses assigned to the Internal and External network adapters (Figure A-1).

£ Remote Access Setup

Network Topology

Netw pters

Select the network adapters on the Remote Access server.

Prefix Configuration Adapter connected to the external network: Adapter connected to the internal network:

Authentication
External || Details.. | Internal v | Details.. |
2001:db8:2112:867:5309:1843:6572:1 2001:db8:2112:150c:79d: Tac8:cOc1:88¢9

Select the certificate used to authenticate IP-HTTPS connections:
Use a self-signed certificate created automatically by DirectAccess

CN=".richardhicks.net, OU=Domain Control Validated | [ Browse.. |

o Transition technologies are enabled for IPv4 support.

Figure A-1. Network adapter selection with native IPv6

252



APPENDIX A DIRECTACCESS WITH NATIVE IPV6

The Remote Access Setup Wizard automatically supplies the Internal network IPv6 prefix and the
IPv6 prefix assigned to DirectAccess client computers based on the IPv6 address assigned to the Internal
network interface of the DirectAccess server. The UI assumes a standard /48 IPv6 site prefix. In addition, the
IPv6 prefix assigned to clients is designated from this same /48 prefix. These details can be updated if they
do not accurately reflect internal IPv6 network prefix assignments (Figure A-2).

£ Remote Access Setup X

Network Topology
Network Adapters IPv6 settings displayed on this page have been detected on the intemal network.

Prefix Confic

Authentication

k IPv6 prefi [2001:dbg:2112:/48
Example: 2001:db8:ef3e::/48;2001:db8:ef3f::/48

IPvE prefix assigned to DirectAccess client computers: Izcm:db&z] 12:1000::/64 ‘
Example: 2001:db8:ef3e:add5:/64

<Back |[ Net> ][ Fnish || Conce

Figure A-2. Automatically detected IPv6 network prefixes
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When configuring DNS, the DNS server address for the Internal namespace will not be the familiar
DNS64 IPv6 address ending in 3333::1. Instead, it will be the native IPv6 address assigned to the Internal
network interface of the DirectAccess server (Figure A-3).

B3 Remote Access Setup

Network Location Server Enter DNS suffixes and internal DNS servers. DirectAccess client queries that match a suffix use

the specified DNS server for name resolution. Name suffixes that do not have corresponding
DNS Search List Dr:;::r are treated as exemptions, and DNS settings on client computers are used for name

Management

lab.richardhicks.net

nls.lab.richardhicks.net

Select a local name resolution option:
(O Use local name resolution if the name does not exist in DNS (most restrictive)

@® Use local name resolution if the name does not exist in DNS or DNS servers are
unreachable when the client computer is on a private network (recommended)

O Use local name resolution for any kind of DNS resolution error (least restrictive)

<o | [

Figure A-3. DNS server IPv6 address
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The default IPv6 prefix length for DirectAccess clients using the IP-HTTPS IPv6 transition technology is /64.
When enabling load balancing, the administrator may encounter an error message stating The length of the
prefix used to assign IPv6 addresses to DirectAccess clients connecting over IP-HTTPS should be 59 bits

(Figure A-4).

£ Enable Load Balancing

Before You Begin

{l Before You Begin

Welcome to the Enable Load Balancing Wizard.

This wizard helps you to enable and configure load balancing in a server cluster, which is
deployed to allow remote client computers to access internal resources via two or more
Remote Access servers. This is useful for failover, and to distribute the load between servers.

After completing this wizard a load balanced cluster will be created, and this server will be
added as the first server in the cluster.

CO%  The length of the prefix used to assign IPv6 addresses to DirectAccess clients
connecting over IP-HTTPS should be 59 bits.

Cancel

Figure A-4. IP-HTTPS IPv6 prefix-length error message
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To resolve this issue, click Edit on Step 2 in the Remote Access Management console, select Prefix
Configuration, change the IPv6 prefix assigned to DirectAccess client computers to /59, and click Next,
Finish twice, and then Apply (Figure A-5).

£ Remote Access Setup X

Network Adapters IPv6 settings displayed on this page have been detected on the intemal network.

k IPG prefi [2001:db8:2112:/48
Example: 2001:db8:ef3e::/48;2001:db8:ef3f::/48
IPvE prefix assigned to DirectAccess client computers: IZ’.‘m:db&Zl 12:1000::/59 ‘

Example: 2001:db8:ef3e:ad45::/64

| <Back [ Nea> |

Figure A-5. Change the IPV6 prefix assigned to DirectAccess client computers
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Once the IP-HTTPS IPv6 prefix has been changed, enable load balancing as outlined in Chapter
6, “Configure DirectAccess Load Balancing” When IPv6 is deployed natively, the UI will prompt the
administrator for new dedicated external IPv4 and IPv6 addresses (Figure A-6).

£ Enable Load Balancing

External Dedicated IP Addresses

Before You Begin Configure dedicated IP addresses (DIPs) for the server external adapter. With load balancing
Load Balancing Method enabled, the current primary DIPs of the network adapters will be used as the virtual IP
addresses (VIPs) for the load balanced cluster.

External DIPs

Internal DIPs 1Pv4 address: 203.0.113.241

Example: 203.0.113.18
Subnet mask: 255.255.255.0

Example: 255.255.0.0
IPv6 address: 2001:db8:2112:150c::dal

Example: 2001:db8:F:7
Subnet prefix length: |64

Example: 64

I-ﬁ\l 203.0.113.242 will also be used as a dedicated IP address (DIP).

[ < Previous I f Next> | Commit Cancel

Figure A-6. Configure the external dedicated IPv4 and IPv6 addresses

Note Itis not necessary to change the internal IPv6 address of the DirectAccess server when enabling
load balancing. Only the dedicated IPv4 address will be changed.
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Multisite

When adding an entry point to an existing DirectAccess multisite deployment, the UI will prompt for an IPv6
prefix to be assigned to DirectAccess client computers accessing this entry point (Figure A-7).

£ Add an Entry Point X

Prefix Configuration

Entry Point Details IPv6 settings have been detected on your internal network. The detected settings are displayed
on this page. The IPv6 prefix length must be 59 or 64 bits. If a server cluster is deployed, the
prefix must be 59 bits.

Network Topology
Network Name or IP Add...

Network Adapters IPv6 prefix assigned to DirectAccess client computers:
2001:db8:2112:1100::/64
Client Support Example: 2001:db8:ef3e:ad45:/64

Server GPO Settings

@. Verify that the assigned IPv6 prefix is not used as a subnet in the corporate network
and does not overlap with prefixes defined for other entry points in the multisite
deployment. In addition, ensure that corporate traffic using this prefix has a route to
this entry point.

e ] [ comme

Figure A-7. Mulltisite entry point IPv6 prefix assignment for DirectAccess client computers
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Network Prefix Routing

The IPv6 network routing tables on the internal network must be configured to allow remote DirectAccess
client connectivity. Routes must be created to forward packets that are destined for any DirectAccess client
IPv6 network prefixes to the Internal network interface of the DirectAccess server. The IPv6 prefix used

by remote DirectAccess clients is determined by the IPv6 transition technology used to connect to the
DirectAccess server.

6to4

The use of the 6to4 IPv6 transition technology should be avoided in all DirectAccess deployments, as
there are potential configuration and stability issues associated with its use.! However, if 6to4 is used by
DirectAccess clients, the 2002::/16 IPv6 prefix® must be routed to the Internal network interface of the
DirectAccess server.

Note Remote clients can only access the internal network using 6to4 when DirectAccess is deployed in a
single-server, single-site configuration. 6to4 should not be used by DirectAccess clients when load balancing is
configured or multisite is enabled.

Teredo

Teredo addresses are derived from the 2001::/32 prefix, with the next 32 bits representing the DirectAccess
server’s primary external IPv4 address.’ For example, a client connecting to a DirectAccess server with a
primary IPv4 address of 203.0.113.240 will use a Teredo IPv6 prefix of 2001:0:cb00:71f0::/64. This IPv6
prefix must be routed to the Internal network interface of the DirectAccess server.

Note Remote clients can only access the internal network using Teredo when DirectAccess is deployed in
a single server and single or multisite configuration. Teredo should not be used by DirectAccess clients when
load balancing is configured, either in single or multisite deployments, unless an external load balancer capable
of monitoring DirectAccess connection flows is implemented.

IP-HTTPS

IP-HTTPS addresses are derived from the IPv6 prefix that is defined during DirectAccess server
configuration (Figure A-2). This prefix must be routed to the Internal network interface of the DirectAccess
server.

'https://directaccess.richardhicks.com/2015/02/02/disable-6to4-ipv6-transition-protocol-for-
directaccess-clients/

*https://en.wikipedia.org/wiki/6to4#Address_block_allocation
*https://en.wikipedia.org/wiki/Teredo_tunneling#IPv6_addressing
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When load balancing is enabled, a /59 IPv6 prefix derived from the original /48 site prefix is designated
for the cluster. Each cluster member then uses a /64 prefix for DirectAccess client address assignment. The
individual /64 IPv6 prefixes for each DirectAccess server in the cluster must be routed to their corresponding
Internal network interfaces. The /59 entry-point prefix can be found by highlighting DirectAccess and VPN
in the Remote Access Management console and highlighting an individual entry point (Figure A-8).

Entry Point Configuration Summary

Entry point configuration:

Entry point name: US West

IP-HTTPS address: da.richardhicks.net

Prefix assigned to clients connecting over IP-HTTPS:  2001:db8:2112:1000:/59 < mmm—s

Server GPO: lab.richardhicks.net\DirectAccess Server Settings

> Configure Entry Point Settings

Figure A-8. IPv6 prefix assigned to clients connecting over IP-HTTPS HTTPS

Native IPv6 HTTPS

When the DirectAccess server is configured with a Global Unicast Address (GUA) IPv6 address assigned to
its External interface and it is accessed by a DirectAccess client that also has a GUA IPv6 address, the client
will not be able to establish a remote connection to internal resources unless the DirectAccess server is
configured as the IPv6 default gateway on the internal network.

Note Configuring the DirectAccess server as the IPv6 default gateway for the internal network is not an
ideal solution in most cases. For this reason, it is recommended that the DirectAccess server not be configured
with a GUA IPv6 address on its External network interface.

Managing Out

Managing out is supported in all deployment scenarios, including load-balanced and multisite
configurations, without the need for a transition technology when IPv6 is natively deployed on the internal
network. Managing out using native IPv6 requires the configuration of network prefix routing as described
previously in this chapter.

Summary

DirectAccess implementations where IPv6 is natively deployed on the internal network are not yet common.
However, there are only a few subtle differences when configuring DirectAccess when IPv6 is in use. When
IPv6 is deployed on the intranet, careful attention must be paid to the internal IPv6 routing infrastructure
to ensure that all IPv6 packets destined for DirectAccess client networks are forwarded to the appropriate
DirectAccess server as necessary.

In addition, having IPv6 deployed natively allows for full support of outbound management capabilities
in all DirectAccess deployment scenarios, including load-balanced and multisite configurations.
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DirectAccess and Force Tunneliny

DirectAccess clients use split tunneling in the default configuration, enabling them to access the Internet
directly while at the same time being connected to the corporate network. This configuration is efficient, but
it introduces some potential security risks that can be mitigated by enabling force tunneling.

How It Works

With force tunneling enabled, the Name Resolution Policy Table (NRPT) is configured to send DNS requests
for all namespaces to the DNS64 service on the DirectAccess server. This differs fundamentally from split
tunneling, where the NRPT is configured to only send DNS requests for the Internal namespace to the
DNS64 service.

When configured, the end result is that all network access for connected DirectAccess clients is sent
over the DirectAccess connection, including requests for both internal and public resources.

Use Cases

Force tunneling is often enabled to address the following security challenges.

Web-Browsing Policy

The most common use case for enabling force tunneling is to enforce access-control policies for web
browsing on connected DirectAccess clients. This ensures that DirectAccess clients are protected from
accessing non-approved websites regardless of whether they are inside or outside the network.

Network Bridging

Commonly, force tunneling is enabled to prevent packets from being routed from the Internet through the
DirectAccess client to the corporate network. This is more of a perceived risk than an actual one. Unlike
traditional client-based VPN, DirectAccess IPsec connections use AuthIP, so each packet transmitted over
the DirectAccess connection is authenticated. Even if it were somehow possible to bridge the Internet and
DirectAccess connections, these packets would be dropped because they are not properly authenticated.
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Prerequisites

An internal web proxy server must be deployed to support force tunneling for DirectAccess clients. In
addition, IP-HTTPS is the only supported IPv6 transition technology in this scenario. It is recommended that
all other IPv6 transition technologies be disabled on the client.!

Enable Force Tunneling

To enable force tunneling, open the Remote Access Management console, highlight DirectAccess and VPN,
and then click Edit on Step 1. Click Select Groups and select the option to Use force tunneling. Click Next
and then click Finish twice (Figure B-1).

£ Remote Access Setup X

( - DirectAccess Client Setup
Enable DirectAccess for managed computers in specified security groups, and configure client settings.

Deployment Scenario

Network Connectivity Assistant

Select one or more security groups containing client computers that will be enabled for DirectAccess.

[ 82 DirectAccessClients (LAB\DirectAccessClients)

Remove

[[] Enable DirectAccess for mobile computers only

With this setting enabled, all mobile computers in the specified security groups will be enabled as
DirectAccess clients.

[ Use force tunneling <

DirectAccess clients connect to the internal network and to the Internet via the Remote Access server.

< Back Next > Finish Cancel

Figure B-1. Enable force tunneling

'https://directaccess.richardhicks.com/2013/08/27/disabling-unused-ipv6-transition-
technologies-for-directaccess-clients/
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Alternatively, force tunneling can be enabled by opening an elevated PowerShell command window on
the DirectAccess server and entering the following command:

Set-DAClient -ForceTunnel Enabled

Name Resolution Policy Table

Enabling force tunneling automatically configures the NRPT to direct name-resolution requests for all
namespaces to the DNS64 service running on the DirectAccess server. The DirectAccess server’s public
hostname and the Network Location Server (NLS) are automatically excluded (Figure B-2).

£ Remote Access Setup X

Infrastructure Server Setup
~ Configure infrastructure servers, DirectAccess clients access these servers before connecting to resources on the intemnal network.

Network Location Server Enter DNS suffixes and internal DNS servers. DirectAccess client queries that match a suffix use

_ the specified DNS server for name resolution. Name suffixes that do not have corresponding

DNS servers are treated as exemptions, and DNS settings on client computers are used for name
DNS Suffix Search List ¥ 9 P

resolution.
Management
Name Suffix DNS Server Address
» <Any Suffix> 2002:cb00:71£0:3333::1

da.richardhicks.net
nls.lab.richardhicks.net

Select a local name resolution option:
(O Use local name resolution if the name does not exist in DNS (most restrictive)

@® Use local name resolution if the name does not exist in DNS or DNS servers are
unreachable when the client computer is on a private network (recommended)

(O Use local name resclution for any kind of DNS resolution error (least restrictive)

< Back Next > Finish Cancel

Figure B-2. Force tunneling DNS server configuration

Define Corporate Proxy

To define a proxy server to be used by DirectAccess clients, open an elevated PowerShell command window
on the DirectAccess server and enter the following command:

Get-DnsClientNrptRule -GpoName [DirectAccess client settings GPO name]
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When using the default name of the DirectAccess client settings GPO created when installing
DirectAccess, the command would look like this:
Get-DnsClientNrptRule -GpoName "DirectAccess Client Settings" | Where-Object Namespace -eq "."
Select-Object Name

Note the name of the NRPT rule for the namespace “” in the output of the previous command. Enter it
along with the name and port of the proxy server in the following PowerShell command:

Set-DnsClientNrptRule -DAEnable $True -DAProxyServerName [proxy server name:port]
-DAProxyType "UseProxyName" -Name [NRPT rule name] -GpoName [DirectAccess client settings
GPO name]

For example, using the proxy server name proxy.lab.richardhicks.net on port 8080, the command
would look like this:

Set-DnsClientNrptRule -DAEnable $true -DAProxyServerName "proxy.lab.richardhicks.net:8080"
-DAProxyType "UseProxyName" -Name "DA-{3ee344b4-b7c3-4cd7-a91f-b0182ca07f34}" -GpoName
"DirectAccess Client Settings"

Note The option to define a proxy server when force tunneling is enabled is not available in the Remote
Access Management console. It must be performed using PowerShell.

Limitations and Drawbacks

Force tunneling brings with it some limitations and potential drawbacks. The following should be
considered carefully when choosing to enable force tunneling.

Poor Performance

Many public Internet sites today already use encryption. Tunneling encrypted traffic inside the IPsec-
encrypted DirectAccess connection increases CPU utilization on both the client and the server. Crucially,
the added protocol overhead caused by double encryption introduces additional network latency that often
results in a degraded user experience.

This becomes exponentially worse when supporting Windows 7 DirectAccess clients that are
connecting with the IP-HTTPS IPv6 transition technology. Windows 7 clients use only encrypted cipher
suites when establishing an IP-HTTPS transition tunnel, resulting in triple encryption when accessing
encrypted resources on the Internet.

Reduced Scalability

Force tunneling increases CPU utilization on the DirectAccess server. In addition, the amount of network
traffic processed by the DirectAccess server negatively impacts scalability, resulting in far fewer concurrent
connections being supported by a single server.
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Web-Browsing Experience

Much of the content accessed on the Internet today is served via Content Delivery Networks (CDNs),
which are geographically distributed to ensure content is delivered from locations nearest to the client.
Force tunneling can disrupt proper CDN functionality, as Internet requests will appear to come from the
location of the proxy server, not the actual location of the DirectAccess client. Content may be served from
suboptimal locations, resulting in further degraded performance. Further, geography-specific content (for
example, local news or weather, or time-zone-specific information) may not be delivered correctly.

In addition, DirectAccess clients communicate with the DirectAccess server using IPv6 exclusively.
Requests for any Internet resources by an IPv4 address will fail.

Force Tunneling and OTP

Force tunneling prevents the operation of one-time password (OTP) strong user authentication. These two
configurations are mutually exclusive and cannot be enabled at the same time.

All or Nothing

Enabling force tunneling is an all or nothing choice. There are no supported options for whitelisting specific
websites to be excluded from the force-tunneling requirement. When this option is selected, all client traffic
is forced back over the DirectAccess connection. This is especially challenging for Voice over IP (VoIP)
software such as Skype for Business (SFB). The added latency introduced often degrades call and video
quality for remote users.

Summary

Force tunneling can be enabled for DirectAccess clients in order to address some of the security challenges
imposed by split tunneling. However, there are some serious limitations and potentially negative side effects
to implementing this change.

A more effective alternative to enabling force tunneling is to use the remote filtering capabilities of an
existing on-premise firewall or web proxy server. Also, there are some excellent web-based security solutions
for controlling Internet access for DirectAccess clients. Leveraging these will provide additional security for
remote clients, while at the same time reducing the demands on the DirectAccess infrastructure. It will also
provide a much better overall user experience for clients accessing Internet resources when connected via
DirectAccess.
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DirectAccess Security Hardening/

The DirectAccess server is an access gateway by which remote users can access resources on the internal
network. As such, it makes an appealing target for attackers. It is vital that the DirectAccess server is properly
secured to ensure that it is not compromised.

In addition to common security implementation best practices, careful attention should be given to
some of the default settings for the IP-HTTPS IPv6 transition technology, the SSL/TLS configuration, and the
Windows firewall. Service hardening and attack-surface reduction can also be performed to further improve
overall system security.

Security Best Practices

The DirectAccess server should be configured using industry standard security best practices,' which
include removing or disabling any unneeded roles or features and disabling unused services. In addition,
following security administration best practices and securing administrative workstations? is encouraged.

IP-HTTPS Preauthentication

When a client establishes a connection to the DirectAccess server using the IPv6 transition technology,
the client authenticates the server, but the server does not authenticate the client. This is by design, as the
transition tunnel was never meant to be a security enforcement point. That job is capably left to IPsec.

The default configuration for IP-HTTPS leaves open the potential for an unauthorized client to establish
an IP-HTTPS connection to the DirectAccess server, allowing it to obtain an IPv6 address using the standard
IPv6 Neighbor Discovery® process. This exposes the server and clients to possible IPv6 denial-of-service
(DoS) attacks.*

Enabling IP-HTTPS preauthentication can mitigate this risk. The most effective way to do this is with an
application delivery controller (ADC)%®. If a suitable ADC is not available, IP-HTTPS preauthentication can
be enabled on the IP-HTTPS listener itself.

'https://technet.microsoft.com/en-us/library/dd277328.aspx
*https://blogs.technet.microsoft.com/askpfeplat/2016/03/14/secure-administrative-workstations/
*https://en.wikipedia.org/wiki/Neighbor_Discovery Protocol
‘https://www.ernw.de/download/newsletter/ERNW_Newsletter 53 MS DA Security Assessment_Signed.pdf
Shttps://directaccess.richardhicks.com/2016/05/10/directaccess-ip-https-preauthentication-using-
citrix-netscaler/
*https://directaccess.richardhicks.com/2016/05/23/directaccess-ip-https-preauthentication-using-
f5-big-ip/
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To enable IP-HTTPS preauthentication, open an elevated PowerShell command window on the
DirectAccess server and enter the following command:

netsh http show sslcert

Note the certificate hash of the SSL certificate assigned to the IP-HTTPS listener and provide it when
entering the following commands:

netsh http delete sslcert ipport=0.0.0.0:443
netsh http add sslcert ipport=0.0.0.0:443 certhash=[certificate hash] appid={5d8e2743-ef20-
4d38-8751-7€4001200e65} clientcertnegotiation=enable dsmapperusage=enable

Note The previous steps must be performed on each DirectAccess server in load-balanced or multisite
deployments.

Once IP-HTTPS preauthentication is enabled, only clients with a certificate issued by the internal PKI
will be able to establish an IP-HTTPS connection to the DirectAccess server.

Note Using IP-HTTPS preauthentication requires the deployment of computer certificates to all
DirectAccess clients. However, certificate authentication for IPsec is optional. Preauthentication can still be
performed in scenarios where the Kerberos Proxy is used.

Windows Firewall

For edge-facing and perimeter/DMZ deployments, where the DirectAccess server is configured with

two network interfaces, configuration of the Windows firewall is crucial. Performing a port scan of the
DirectAccess server’s External network interface in the default configuration commonly indicates critical
Transmission Control Protocol (TCP) ports left open and exposed to the Internet, including Remote
Procedure Call (RPC - TCP port 135) and Server Message Block (SMB - TCP port 445) (Figure C-1) .
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EX¥ Administrator: Windows PowerShell - (m] b4
PS C:\> nmap da.richardhicks.net ~

|Starting Nmap 7.12 ( https://nmap.org ) at 2016-06-27 09:05 Pacific Daylight Time

|Nmap scan

report for da.richardhicks.net (203.0.113.240)

Host 1s up (0.00027s latency).

|Not shown:

|PORT
|180/tcp
135/tcp
843 /tcp
1445 /tcp
5985 /tcp
149668/tcp
149669/t cp

65528 filtered ports
STATE SERVICE

open http

open msrpc

open https

open microsoft-ds
open wsman

open unknown

open unknown

MAC Address: 00:15:5D:00:01:97 (Microsoft)

|Nmap done:

PS C:\>

1 IP address (1 host up) scanned in 109.95 seconds

Figure C-1. DirectAccess server external network port scan

To remediate this exposure, remove the Public firewall profile from all firewall rules in the following
firewall groups:

Remote Access

File and Printer Sharing

Windows Remote Management

World Wide Web Services (HTTP)

Secure World Wide Web Services (HTTPS)

Alternatively, open an elevated PowerShell command window on the DirectAccess server and enter the
following commands:

Set-NetFirewallRule -DisplayGroup "Remote Access" -Profile Public -Enabled False

Set-NetFirewallRule -DisplayGroup "File and Printer Sharing" -Profile Public -Enabled False
Set-NetFirewallRule -DisplayGroup "Windows Remote Management" -Profile Public -Enabled False
Set-NetFirewallRule -DisplayGroup "World Wide Web Services (HTTP)" -Profile Public -Enabled

False

Set-NetFirewallRule -DisplayGroup "Secure World Wide Web Services (HTTPS)" -Profile Public
-Enabled False

Note

These steps must be performed on each DirectAccess server in load-balanced or multisite

deployments.
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Considerations for ICMP

Ping with Internet Control Message Protocol (ICMP) echo requests can be helpful for troubleshooting network
connectivity, especially for DirectAccess deployments. However, the default security posture of DirectAccess
exempts ICMP from IPsec policy processing. As such, it might be possible for an unauthorized user to perform
network reconnaissance of hosts on the internal network that accept and respond to ICMP echo requests.

The only way to effectively mitigate this risk is to implement IP-HTTPS preauthentication as outlined
previously.

SSL/TLS

The IP-HTTPS IPv6 transition technology relies on Secure Sockets Layer (SSL) and Transport Layer
Security (TLS) for authentication and encryption for DirectAccess clients. SSL v3” is enabled by default on
the DirectAccess server. In addition, the default configuration supports RC4 cipher suites.? For the highest
level of security and protection, SSL v3 and RC4 cipher suites should be disabled.

To disable SSL v3, open the registry editor (regedit.exe) on the DirectAccess server and navigate to
HKLM\SYSTEM\CurrentControlSet\Control\SecurityProviders\SCHANNEL\Protocols\SSL 3.0\Server;
set the DWORD value of Enabled to 0.

Note Create this registry key and value if it does not already exist.

To disable support for SSL and TLS cipher suites that use RC4, navigate to HKLM\SYSTEM\
CurrentControlSet\Control\SecurityProviders\SCHANNEL\Ciphers and set the DWORD value of
Enabled to 0 in each of the following registry keys:

e RC128/128
e RC440/128
e RC456/128

The following is a script to disable SSL v3 and RC4 cipher suites. Open an elevated PowerShell
command window on the DirectAccess server and enter the following commands:

# // Disable SSL v3
New-Item -Path "HKLM:\SYSTEM\CurrentControlSet\Control\SecurityProviders\SCHANNEL\Protocols\
SSL 3.0\Server" -Force

New-ItemProperty -Path "HKLM:\SYSTEM\CurrentControlSet\Control\SecurityProviders\SCHANNEL\
Protocols\SSL 3.0\Server" -PropertyType dword -Value O -Name Enabled

# // Disable RC4 Cipher Suites

$writable = $true

$key = (get-item HKLM:\SYSTEM\CurrentControlSet\Control\SecurityProviders\SCHANNEL\).
OpenSubKey("Ciphers", $writable).CreateSubKey("RC4 128/128")

$key.SetValue("Enabled", "0", "DWORD")

"https://blog.qualys.com/ssllabs/2014/10/15/ss1-3-is-dead-killed-by-the-poodle-attack
Shttps://blog.qualys.com/ssllabs/2013/03/19/xc4-in-tls-is-broken-now-what
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$key = (get-item HKLM:\SYSTEM\CurrentControlSet\Control\SecurityProviders\SCHANNEL\).
OpenSubKey("Ciphers", $writable).CreateSubKey("RC4 56/128")
$key.SetValue("Enabled", "0", "DWORD")

$key = (get-item HKLM:\SYSTEM\CurrentControlSet\Control\SecurityProviders\SCHANNEL\).
OpenSubKey("Ciphers", $writable).CreateSubKey("RC4 40/128")
$key.SetValue("Enabled", "0", "DWORD")

Note Repeat these steps on each DirectAccess server in the load-balanced cluster and/or multisite
deployment.

Null Cipher Suites

DirectAccess includes support for null-encrypted cipher suites. They are used by Windows 8.x and Windows 10
clients when using the IP-HTTPS IPv6 transition technology to connect to the DirectAccess server. The use

of null-encrypted cipher suites is an important scalability and performance feature. It prevents the needless
double encryption of DirectAccess communication.

Disabling support for null cipher suites should be avoided, as this provides no additional security
benefits. Unlike SSL/TLS-based VPN or a web server, the DirectAccess workload is unique in that the
payload is already encrypted. Encrypting it again serves no purpose. Removing support for null-encrypted
cipher suites only reduces the overall scalability and performance of the solution.

Server Core

To provide the highest level of security for the DirectAccess server, it is recommended that the Server Core
deployment mode be used. Server Core is a refactored installation option for Windows Server 2016 that
does not include a graphical user interface (UI) or any Windows Shell components. Not only does this
configuration drastically reduce the attack surface of the server, but it also reduces servicing requirements
and disk space usage and speeds up system start-up times.

When a server is deployed using Server Core, it must be managed exclusively from the command line.
Often it is easier to perform the initial installation, configuration, and testing with the full GUI installed.
Once DirectAccess has been configured and tested, then the GUI can be removed prior to placing the server
into production.

To convert a full GUI installation to Server Core, open an elevated PowerShell command window on the
DirectAccess server and enter the following command:

Uninstall-WindowsFeature Server-Gui-Mgmt-Infra

Once complete, the server can only be managed locally via the command line using PowerShell, netsh.
exe, Or native operating system commands.

To manage the DirectAccess server remotely using either PowerShell or the Remote Access
Management console, install the Remote Access Management Tools role on another Windows Server 2016 or

2012 R2 server by opening an elevated PowerShell command window and entering the following command:

Install-WindowsFeature RSAT-RemoteAccess -IncludeAllSubFeature
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Note The DirectAccess server can be managed from a Windows 10 workstation by installing the Remote
Server Administration Tools (RSAT), found here: https://www.microsoft.com/en-us/download/details.
aspx?id=45520

Minimal Server Interface

An alternative to using Server Core is to configure the Minimal Server Interface. This is an installation
mode that provides some of the benefits of Server Core but retains some of the familiar GUI management
tools, such as the Remote Access Management console. To convert a full GUI installation to the Minimal
Server Interface, open an elevated PowerShell command window on the DirectAccess server and enter the
following command:

Uninstall-WindowsFeature Server-Gui-Shell

Summary

DirectAccess is a secure remote-access solution out of the box, but it can benefit from some additional
security-hardening steps to further ensure the highest level of protection.

The default security posture can be improved by performing IP-HTTPS preauthentication and making
some adjustments to the Windows firewall. The SSL/TLS configuration can be altered to mitigate potential
security challenges, and the attack surface can be reduced significantly with the use of the Server Core
configuration.
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